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Introduction

DCPDS
DCPDS is comprised of several components:

· The core of DCPDS is Oracle HR (Human Resources).  This is the application where users create, coordinate, and process requests for personnel actions (RPAs), and where person and position data is stored and updated.  It is also where system security is maintained.

· CSU Application is another component.  This is a separate read-only database used for querying and running reports. Data in the CSU database is refreshed periodically from Oracle.  A number of other sub-systems or add-ons are also part of the DCPDS, including Coredoc, Resumix, and Oracle Training Administration.  

· There are also other systems that are interfaced to the DCDPS, such as the DOD headquarters system Civilian Management Information System (CMIS) and Defense Civilian Payroll Service (DCPS).

DCPDS Architecture
The DCPDS uses a web-based architecture.  

The Oracle HR database at each region is the database of record for DoN and DOD.  This is where personnel records are created, updated, and stored, and it is from here that data flows to other systems (e.g., CMIS, DCPS, CSU Application, etc.).  Some systems are also interfaced to update the Oracle HR database, e.g., payroll reverse interface.

Coverage of guide
This guide concentrates on the “application” part of overall DCPDS systems administration, typically performed by the Code 20 staffs at each Region.  It does not provide in-depth coverage of network roles performed by contractor personnel, HRSD or OCHR-SA.

Guide organization
This guide is divided into the following major parts, reflecting the variety of tasks and functions supported by the application systems administration function:

· Part 1:  User Ids

· Part 2:  Functional Support

· Part 3:  Processes and Reports

· Part 4:  Hardware Support

· Part 5:  Interface Systems

· Part 6:  Problems

· Part 7:  Appendices

This page intentionally left blank.

Part 1: User IDs

User ID Overview and Checklist

Introduction
This section describes the overall process of creating User IDs for DCPDS.  It is presented as a series of steps, summarized in the checklist on page 1-6. 

· The checklist presents all the possible steps that might be required in this process; in actual use, some, even most, of the steps might not be required.

· Specific procedures for the various steps in the checklist are provided in subsequent sections of this guide (page numbers are provided as references in the checklist).

· The processes described in this guide use “Org Component Security” rather than the organizational and position hierarchy security used by the original Oracle product.

· The sequence in which the various steps are performed is critical in some instances– e.g., user must create a User ID with a secure responsibility before they can modify certain aspects of a secure responsibility.  In other cases, the sequence is done for efficiency – e.g., it is more efficient to create any needed secure responsibility before creating a user ID.

User ID Checklist 
The checklist below indicates each potential step in the process of creating user IDs in the DCPDS.  Each step includes:

· a brief description;

· an indication of when that step is required;

· a reference to the appropriate section in this guide which covers the step in more detail;

· the responsibility (hat) used to perform the operation;

· the navigation path used

Checklist summary
A checklist summary table is provided at the end of this section showing the various steps and indicating which steps apply to which general categories of user.

User ID Checklist

Step 1:

Create virtual position and external user 

 
Virtual Position:

· Description:  Provides a “position title” for external users signing RPAs (SF52s) and a “position working title” for external users who will “sign” NPAs (SF50s).

· When needed: Required in those instances when an external user will be signing RPAs/NPAs (SF52s/SF50s).

· Reference:   Virtual Positions and External Users, page 1-42

· Responsibility: CIVDOD PERSONNELIST

· Navigation: Work Structures ( Position ( Description ( Others ( Virtual Position
External User:

· Description:  Creates a record in the database for a user who is not an employee in the region.

· When needed: Only if user is not in the database, such as contractor or military personnel.

· Reference:  Virtual Positions and External Users, page 1-42

· Responsibility: CIVDOD EXTERNAL USERS

· Navigation: Employee Enter and Maintain

Step 2:

Assign routing group and set RPA authorities
· Description: Assigns a user to the region’s routing group (required to use an inbox) and sets the level of authority for processing RPAs and updating the database (e.g., initiating, authorizing, approving, etc.)

· When needed: For all users who need an inbox for RPAs and/or OTA – virtually all users. 

· Reference:  Routing Groups and RPA Authorities, page 2-2

· Responsibility: CIVDOD SYSADM HR MANAGER

· Navigation: People ( Enter and Maintain ( Extra Information ( US Gov Workflow Routing Groups

Step 3:

Add Position Working Title for SF50
· Description:  Provides the “signature block” for users who sign NPAs (SF50s).

· When needed: Only for users who “sign” NPAs 

· Reference:  Signature Blocks on NPAs (SF50s), page 2-26

· Responsibility: CIVDOD PERSONNELIST

· Navigation: Work Structures ( Position ( Description ( Others ( Navy ( US Government Position Group 1  OR
· Navigation for External User: Work Structures ( Position ( Description ( Others ( Virtual Position

Step 4:

Create user ID with secure responsibility  and identify org components
· Description: Creates the User ID, that restricts a user’s access to a group of records, identified by organizational component and/or specific positions.  Also creates a related secured profile.

· When needed: Required if a Secure User ID is needed (i.e., the user should not have access to all the records in the database) and an appropriate secure responsibility has not yet been created.

· Reference:  The Secure Responsibility, page 1-7

· Responsibility: CIVDOD SYSADM HR MANAGER

· Navigation: Security ( Secure User Build

Step 5:

Create additional responsibilities
Create Responsibility:

· Description: Creates an additional responsibility from a Secure Profile created in Step 4.  For example, creates an RMO responsibility using the same secure responsibility used to create a supervisory responsibility.    

· When needed: Use if the same access to records is required by more than one type of user in DCPDS, e.g., if an RMO responsibility is needed with the same access to records as a supervisory responsibility.  (The secure user build process (Step 4) can only create one responsibility.)

· Reference:  Creating a New Responsibility, page 1-31

· Responsibility: CIVDOD SYSADMIN REGION GUI 

· Navigation: Security ( Responsibility ( Define
Copy Information Types:

· Description: Controls the type of data (screens) a particular type of user can see based on the user’s role (a manager does not have access to the same screens as a personnelist).  

· When needed: Must be done if you have created a new responsibility (above) from an existing Secure User ID.

· Reference:   Information Types, page 1-36

· Responsibility: CIVDOD SYSADMIN HR MANAGER 

· Navigation: Security ( Information Types

Step 6:

Create User ID
· Description:  Creates the actual User ID with which the user signs on to DCPDS. Links the User ID with the appropriate responsibilities.

· When needed: Required for all users.

· Reference:  User IDs, page 1-21

· Responsibility: CIVDOD SYSADMIN REGION GUI

· Navigation: Security ( User ( Define

Step 7:

Apply OTA security to a User ID
· Description:  Applies security to a User ID for OTA (links a User ID with a User ID for Oracle Training Administration). 

· When needed: For all OTA users who are not allowed access to all records in the database. 

· Reference: Applying Security to a User ID for OTA, page 5-4

· Responsibility: CIVDOD SYSADMIN REGION GUI

· Navigation: Profile ( System

Step 8:

Run Security List Maintenance (LISTGEN)
· Description:  Updates security lists used by forms and reports to restrict user access.

· When needed: Required if a secure user ID has been created.

· Reference: Security List Maintenance (LISTGEN), page 3-23

· Responsibility: CIVDOD SYSADM HR MANAGER

· Navigation: Processes and Reports ( Submit Processes and Reports

Step 9:

Assign printer 
Assign default printer to user:

· Description:  Provides a default printer for a user, often eliminating the need for a user to select a printer within various DCPDS functions. 

· When needed: Needed for users who need to “direct print” from Oracle HR. Normally required for most HRSC printers.

· Reference:  Identifing a default printer to a user, page 1-27

· Responsibility: CIVDOD SYSADMIN REGION GUI

· Navigation: Profile ( System

Step 10:

Set RPA number
· Description:  Sets up the values of the flexible segment of the RPA number to identify the originating organization.

· When needed: Required for users who initiate RPAs. 

· Reference: RPA Numbering, page 2-16

· Responsibility: CIVDOD SYSADMIN REGION GUI

· Navigation: Profile ( System

Step 11:

Add user to groupbox
· Description:  Makes a user part of a groupbox. 

· When needed: If user is supposed to be part of a groupbox.

· Reference: Adding user(s) to a groupbox, page 2-11

· Responsibility: CIVDOD SYSADM HR MANAGER

· Navigation: Federal Maintenance Forms ( Routing Groups and Groupboxes

Step 12:

Add Coredoc user
· Description:  Provides a user with access to the Coredoc system in DCPDS.

· When needed: If user will be using Coredoc (many managers and classifiers).

· Reference: Adding a Coredoc User, page 5-1

· Responsibility: CIVDOD SYSADM HR MANAGER

· Navigation: Add Coredoc Users

Step 13:

Build user account in CSU Application
· Description:  Provides a user ID to access the CSU Application. 

· When needed: For all CSU Application users. 

· Reference:  CSU Application,  page 5-5

· Responsibility: Sys Admin privileges required in CSU Application

· Navigation: CSU Application ( Sys Admin

Checklist Summary

Steps for various users
The table below summarizes the steps in the user ID checklist, and indicates which steps apply to which general categories of users.  

Step
HRSC
HRO
Mgr
Adm
RMO
Ext

1a. Virtual Position





(1)

1b. External User





X

2.   Routing group, RPA Auth
X
X
X
X
X
X

3.   Position working title
(1)




(1)

4.   Secure User ID

X
X
X
X
X

5.   Create additional resp

(2)
(2)
(2)
(2)


6.   Create User ID
X
X
X
X
X
X

7.   Apply OTA Security
(3)
(3)
(3)
(3)
(3)
(3)

8.   Run LISTGEN

X
X
X
X
X

9.   Register printer
X
X





10. Set RPA number
X
X
X
X
X
X

11. Add to groupbox
X
X
X
X
X
X

12. Add Coredoc access
(4)
(4)
(4)
(4)
(4)
(4)

13. Build CSU user ID
(5)
(5)
(5)
(5)
(5)
(5)

Notes:

1. If the user will be “signing” RPAs/NPAs (SF52s/SF50s).

2. Only if an additional responsibility needs to be created from the same secure user ID, e.g., if the secure user build created a supervisory responsibility and an RMO responsibility is also needed.

3. If the user will be using OTA.

4. If Coredoc will be used.

5. If access to CSU Application is required.

The Secure Responsibility

Background
Oracle HR bases its security (user access to records) on organizational and position hierarchies.  During OT&E, the initial sites found this to be a very time-consuming process because of the numbers of users who did not fit into convenient hierarchies.  This necessitated the creation and maintenance of numerous “alternate hierarchies” in order to provide users with access to the appropriate set of records and prevent access to inappropriate records.

Army developed what is called Org Component Security as an alternative to the organization and position hierarchy security used by the Oracle product.  It is more familiar to DCPDS users and easier to build and maintain.  Department of the Navy has elected to use Org Component Security exclusively to maintain security in DCPDS.

In conjunction with org component security, Navy has developed a Secure User Build routine, which creates the User ID and Secure Responsibility and performs many of the operations that need to be done to accomplish this process.

Theoretically, both of these approaches to security can be used within a region; however, there are practical problems involved in mixing the two.  

Terms
The following terms are used in this section:

Term
Definition

Org Component security
A type of security that limits a user’s access to records based on CCPO ID, UIC and Organizational Code Structure (in contrast to Oracle security which uses organizational and position hierarchy to limit access to records).

Organizational hierarchy
The organizational structure that depicts the chain of command from the highest DoD element (Secretary of Defense) down to the UIC / Installation level.  There is one organizational hierarchy maintained for all of Department of Defense.

Responsibility
Also known as a “hat” since users “change hats” to change responsibilities.  A combination of the set of records that a user can access and the user’s role (governed by the menu used).  

· Responsibilities are either “view all,” meaning the user has access to all the records in the database, or “secured,” meaning that the user can only view certain records.

· Typical roles include manager, resource management, and personnelist.  Each of these roles has a different menu providing different functions and tasks that can be performed.

Secure Responsibility (secure view)
A special view that is used by the Oracle application to restrict access to only the records that a user requires to perform his/her job.  

Secure User Build 
An automated process that performs many of the various steps needed to create a secure responsibility.

SOID
Servicing Office ID.  This is the 2-character code designating a servicing civilian personnel office – formerly known as the Consolidated Civilian Personnel Office ID (CCPO ID) in legacy DCPDS.  Not to be confused with the POI (personnel office ID), which is a 4-character submitting office number assigned by OPM.

User ID/Secure User ID
Oracle username that allows users to access DCPDS.  May be referred to using either term.  Secure User ID normally has a Secure Responsibility.

Organizational hierarchy 
Although DoN is using org component security as the basis for the creation of secure user IDs, Oracle HR still requires establishment and maintenance of the Organizational Hierarchy.  This procedure is touched on in this Guide – see 

Organization Structures
, page 2-15. Organizational Hierarchy is centrally maintained by CPMS – component request for updates to Organizational Hierarchy are submitted via CRT to OCHR-SA.

Initial setup for Use Org Component Security

Setup requirements 


The Org Component Security schema is an alternative to Oracle’s organization and position hierarchy security.  However, in order to use org component security to create secure responsibilities, there are certain operations that must be performed to meet Oracle application program requirements.  These are one-time processes and are described in more detail below:

· Create two virtual external positions.

· Create an alternate Position Hierarchy using the virtual external positions created above.

· Create an alternate Organization Hierarchy.

Create two virtual  positions
Refer to the DCPDS User Guide (module 2, chapter 1) for more detailed instructions on creating virtual positions.
· Create two Virtual positions using a naming convention similar to the following:

V2222.USE ORG COMPONENT SECURITY.XXXXX.NV70.EXT
· Hint:  Use the Copy Position option when building the second Virtual External position.
· NOTE:  XXXXX = the sequence number  which is system generated at the time the position is built
· By creating virtual positions for the Org Component Security with unique numbers, it is less likely that they will be accidentally deleted from the database than if regular position numbers are used.

Create an alternate position hierarchy
Follow these steps to create the alternate position hierarchy:

Step
Action

1
From the CIVDOD SYSADM HR MANAGER responsibility, select Work Structures -- Position – Hierarchy

2
Name the new Alternate Position Hierarchy: USE ORG COMPONENT SECURITY.

3
Assign a virtual position to the top position

4
Save the new alternate position hierarchy.

Position hierarchy screen
Here is what the completed position hierarchy screen will look like (actual positions used will vary):
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Create an alternate Organizational Hierarchy
Follow these steps to create an alternate organizational hierarchy:

Step
Action

1
From the US FEDERAL HR MANAGER responsibility, select Work Structures – Organization  -- Hierarchy.

2
Name the new Alternate Organization Hierarchy:  USE ORG COMPONENT SECURITY

3
· Assign, as the top organization, one that will be around throughout the life of DCPDS, such as SECRETARY OF DEFENSE

4
Assign a subordinate organization to the top organization, such as

SECRETARY OF NAVY

5
Save the new alternate organization hierarchy.

Org hierarchy screen
Here is what the completed org hierarchy screen will look like (actual organizations may vary):
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Org Component Security 

Org component security
“Org Component Security” bases a user’s access to records on unique organizational identifiers – a combination of CPO ID, UIC, and Org Code 

Example:  MJ0018702B6, where:

· MJ is the SOID

· 00187 is the UIC

· 02B6 is the Org Structure Code

These organizational identifiers can be listed, in conjunction with the wildcard (%), to identify what part(s) of an organization a secure responsibility will access. Note: if no access to “lower” organizations is required, no wildcard is needed at the end of the string.

This org component
Provides access to

%
All records in the database (in this case, a secure responsibility is not needed).

MJ%
All records belonging to SOID MJ.

MJ00187%
All records belonging to SOID MJ in UIC 00187.

MJ001870%
All records belonging to SOID MJ in UIC 00187 whose org code begins with ‘0’.

MJ0018702B6
All records belonging to SOID MJ in UIC 00187 whose org code = ‘02B6.’ In this case, the user would not be able to view records in any organizations subordinate to ‘02B6’ (no percent sign).

Number of entries
If a secure responsibility needs to access more than one org component, they can each be individually listed (no limit).  

Including individual positions
If a user needs to access some (but not all) positions in another organization (e.g., a manager who has an intern in a different UIC), you can provide access to individual position(s).  Accomplished by including the org component as above, followed by a period (.) and the sequence number of the position, as another entry in the list of org components applicable to this secure responsibility.

Example:  MJ00187903.XXXXX (no percent sign is used in this structure and the ‘XXXXX’ represents a position sequence number).

Prerequisite
Before using org component security at a region, both an organizational and position hierarchy must be defined, called “USE ORG COMPONENT SECURITY.”  See Initial setup for Use Org Component Security, page 1-9.

Naming conventions and rules
Secure User IDs, User IDs that require a Secure Responsibility, need to follow the same naming convention as User IDs with global responsibilities, as defined later in this section.  

DoN has not adopted a standard naming convention for Secure Responsibilities Profile name.  However, it is recommended each Region develop a consistent naming convention in order to make the day-to-day system administration tasks easier, such as if the name indicates what organization the access is for.  Before finalizing naming conventions, consider how users (mainly Sys Admin) would pull up these names on the LOVs.  For instance, if each secure profile name begins with the same characters, such as region designation, a specific secure responsibility can easily be pulled up by entering partial information and without having to proceed through the other items on the LOV, e.g. ‘EA%’ or ‘EA00187%.’

 Rules:

· Secure Responsibility name must begin with an alpha character (not a number).  Recommend the first 2 characters represent region, i.e., EA, NW, etc.

· Can not contain any special characters of any kind, including spaces or hyphens.

· Can not be more than 25 Characters long.

Password Requirements

Per DoDD 8500.2 and DCPDS policy in the SSAA
The Oracle 11i upgrade provides enhanced security capabilities to 

enforce certain password configuration requirements, including the 

password length(8 or more characters), as well as alpha-numeric and 

upper/lower case features.  The password requirements for DCPDS are 

governed by DoD Instruction 8500.2 (February 6, 2003), and are 

documented in the DCPDS System Security Authorization Agreement (SSAA) 

policy.  Starting on October 13, 2003, the DCPDS Oracle Federal HR 

application will be configured to enforce the following password 

characteristics:

*
Password Length = 8 characters or more; AND

*
Password Contains:  At least 1 letter and 1 number; AND

*
Password does NOT contain the user name; AND

*
Password does NOT contain repeating characters.

*
Finally, users will not be allowed to reuse old passwords.

Creating Secure User IDs (Secure User Build)

Process overview
The Secure User build process greatly simplifies the creation of a secure responsibility.  Security (i.e. access to records) is based on organizational component(s) (discussed above).

Secure Responsibility
The secure responsibility identifies what records a user may access, based on organizational components. 

· The secure responsibility name becomes part of a “responsibility” that is assigned to a user ID.

· The user does not need to know the secure responsibility password.

When used
A secure responsibility is required for all users whose access to records in the database needs to be limited to specific organizations (normally all users outside of the HRSC).

· The same secure responsibility can and should be used for more than one user, if these users require access to the same set of records. Therefore, if an appropriate secure responsibility has already been created, no requirement to use Secure User Build step.  See, page1-28, which explains how to create a different responsibility using an existing secure responsibility.

· For convenience, some HRSC users may want a secure responsibility to limit their access to records; i.e., if a personnelist services a set of organizations exclusively, a secure responsibility can provide them access to those organizations without having access to the entire database.  This can improve system response, e.g., when pulling an LOV for employee names.

Secure User Build 
The new Secure User Build form combines the eleven-step procedure previously required for setup of user ID, security, routing group, groupbox membership and roles into one form.  Before using the Secure User Build form, the routing group and all groupboxes must be created and the users routing group roles and Smart RPA Number must have been determined.  Also, all default printers must be installed in the application and in UNIX before proceeding with user builds.

The Secure User Build creates the Oracle User ID directly from the form, negating the necessity to request the action by the database administrator. 

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Security ( Secure User Build. Fill out the SUB (Secure User Build) window as described in the following steps.
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2
In the Application User block, type the Oracle user ID that will be associated with this Secure Responsibility, it can be one that already exists or user may be creating a new ID.

3
Tab to the Employee Name block.  This will auto populate with the name of the employee that is already attached to the User ID or Use the LOV to find the Employee name being assigned to the account being created.  If the name is not on the LOV the process will not allow it to be entered.

4
Tab to the Routing Group Name.  Use the LOV and select the appropriate routing group. 

5
Click in the User Password Block to enter the initializing Password for this account if it is a new account.  When the user signs on for the first time they will be instructed to change their password. If the user ID already existed then this can be left blank.

6
Click in the Group Box Name block, using the LOV select the Group Box this user to be assigned to.  If the User is not going to be assigned to a Group Box this can be left blank.

NOTE:  Group Box must be created before user can be assigned.

7
Ensure a  ‘[image: image4.wmf]’ is in the block beside each of the applicable roles for the user being created, i.e. Initiator, Authorizer, Approver, Requester, Etc. The roles that are not applicable to this user should have the “[image: image5.wmf]” deleted, by clicking in the appropriate box.

8
Tab to the Default Routing Group block.  There is an “[image: image6.wmf]” there which indicates that the routing group identified above is going to be the default routing group.  If it is not going to be the default then delete the " [image: image7.wmf]”.

9
In the Smart RPA Number block type the Smart RPA Number for the user (Not the ‘Site’ RPA Number).

10
In the Printer Block, select the default printer from the LOV on the tool bar.  If building a user outside of the HRSC, ensure the “dummy” printer is entered.

11
In the Postscript Editor block enter the users path for Ghostview (i.e. d:/programs/gstools/gsview/gsview32.exe $$FILE$$).

12
The Status and Error Message boxes are used by the system to let users know if there is an error in building the account. If there was an error with the update of the account, “Error” will appear in the status box and the error message appears in the Error Message block. “Processed” indicates a good update

Note:


In this and the following procedures the step to exit and close out of the application has not been described.  In general, the procedure to exit a form is to navigate to Action, Close Form on the top menu bar.  One can also ‘X’ out of the form using the normal Windows method.  One can even ‘X’ out of the application (or Action, Exit).

13
On the Security Profile tab, Place an “X” in the Org Component Box.  A global secure profile would allow the user to see all the records on the database and this is normally limited to users at the HRSC.  Org Component will limit the records to the people assigned to specific org components. 

14
Click in the block labeled Profile Name, enter the name of the secure view (Secure Responsibility) the user wants to create.

15
Click in the Organizational Hierarchy block, select “USE ORG COMPONENT SECURITY” from the LOV.  See screen view below.

[image: image8.png]Record: 111

Oracle Applications - YOSEMITE_SQT11
Eile Edit View Foldzr Tools Window Help

[ sccury Profle
Application User

T U ESTANDD 187028 Password ([

S Long, Michael J
Routing Group Name Group Box Name [ N

Plinitiator iRequester  Smart RPA Number
WAuthorizer  MIPersonnelist Printer
W Approver WReviewer Pastscript Editor
PiDefault Routing Group character Editor ([
siue [ i

ecurty Pro
™ Global User mp

Profils Name  [EADD18702B6 Parent P S
Organization Hierarchy [USE ORG COMPONENT SECURITY

Top Organization

Hie

Listof Valu. <0sc>

-[0fx]

ORACLE






16
In the Top Organization block, select  the “OFC SEC OF DEF” position from the LOV

17
In the Position Hierarchy block, select “USE ORG COMPONENT SECURITY” from the LOV.

18
In the Top Position block, select one of the “USE ORG COMPONENT SECURITY” positions.
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19
Next, click on the tab labeled “Roles”.  
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20
Click in the Role block.  From the LOV, select the appropriate ‘Secure’ role for the user, i.e., CIVDOD MANAGER.

22
In the Org Component field, type the appropriate Organization Component codes in the blocks provided.

[image: image11.png]Oracle Applications - YOSEMITE_SQT11

-[0fx]

Eile Edit View Folder Tools Window Help

HYOI& S8

Record: 111

(B secury Prorie

Application User

T U ESTANDD 187028 Password ([

S Long, Michael J
Routing Group Name Group Box Name [ N

Plinitiator iRequester  Smart RPA Number
WAuthorizer  MIPersonnelist Printer
W Approver WReviewer Pastscript Editor
PiDefault Routing Group character Editor ([
siue [ i

<0sc>

ORACLE







23
Click the SAVE icon, then press the “Create” button. The application will then respond “Create User Process has been successfully completed”. Click <OK>.  
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24
Linkage between User ID and the applicable records will not be completed until Security List Maintenance (LISTGEN) has run.

Editing Org Component Security

Modifying org access
Follow these steps to change the org components to which a secure responsibility has access.  Illustration follows.

Note:  This process is used to change the secure profile, not the “responsibilities” which are created from the secure profile (responsibilities include the MGR/PER/RMO prefix).  Therefore, if more than one responsibility has been created using the same secure profile (e.g., MGR and RMO), each of the responsibilities will be affected. 

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Security ( Org Comp Sec.
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2
On the Organization Component Security screen, push [F11] to start a query in the “Name” field.  Enter the entire secure profile for the query or a portion of it followed by %, then push [CTRL F11] to run the query.  If a LOV displays, select the appropriate profile from the list.  

3
Modify the access in the Organization Components section of the window:  

· To add an organization, enter it on a blank line (or use the add record icon (green PLUS) to add a blank line).

· To delete an organization, select the org, then push the delete record icon (red X).

· To modify an organization, first delete the entry then reenter the “modified” organization entry.

4
Save and close the window.

5
Changes will not take affect until the next run of Security List Maintenance (LISTGEN), (see Security List Maintenance (LISTGEN), and page 3-14).

User IDs

Overview
Oracle User IDs are the actual logon name that a user will type to access DCPDS.

The User ID links responsibilities (including any secure responsibilities) to the user.

· This section shows how to create an Oracle user ID (Step 6 of the user ID checklist) and add responsibilities to that user ID.  This process also creates the user’s personal inbox (if Step 2 from the checklist – adding the person to the region’s routing group – was performed). 

· This section also shows how to modify a user ID and reset a password.

When used
This step is required for ALL USERS.  

Naming conventions 
Since the user ID is also the name of the user’s personal inbox, naming conventions will be critical for accurate COGNOS Inbox, Locator and Tracking reports and for metrics reporting. For possible future metrics gathering, it is important the first four digits are as follows:

First 3 Characters:  Designation for the Region

Character 4:  Designates User location - (R) Region  ( C) HRO  ( A)  Activity

Character 5 is optional and can be used to designate the activity’s servicing HRO.

Characters 6-10 identifies the UIC the user is assigned to.

Characters 11-18 identifies the Organization the user is assigned to.

Creating the User ID

Creating the ID
Follow these steps to create the User ID:

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security ( User ( Define.  

2
Complete the top part of the User window according to the instructions below; use [Tab] to move between fields.  
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Field
Description

User Name
Enter the user name, following the naming conventions discussed above, e.g., ESTA0018702B6

Description


Enter a description for this user.  It is recommended to keep the description information format consistent within a Region.

Note:  This information will display on the Welcome bar when the user logs in.  If nothing is entered the User ID will be displayed.

Password
Enter the initializing Password for this account.

Note:  User will be prompted to change the password upon initial logon.

Person
Type part or the entire last name of the employee, then push [Tab].  Select the correct employee (or external user) from the list, if a list of matching names displays. 

Email


Populates from the employee’s record, if present; if not, enter the email address (primarily for convenience for the systems administrator, e.g., to send a note to a user when a password has been reset). (Also used by the system to send a notice to the user that the user’s password is about to expire if DoN activates the function.) 

IMPORTANT NOTE: This is the ONLY way the EMAIL address for an EXTERNAL USER should be updated.   DO NOT update the EMAIL address using PEOPLE>ENTER AND MAINTAIN.  

Fax
Populates from the employee’s record, if present; if not, enter if desired (not as useful as the email address in most cases).  

Password Expiration
Set the password to expire in 90 days.

Effective Dates
The “from” date is automatically set to the current date, and should be satisfactory for most purposes. If the user is going to input retroactive actions then the effective date must be prior to the earliest action.  If this is to be a temporary user ID, end date the account by completing the “to” date.  If a “to” date is included, the user ID will not be accessible after that date.

Responsibilities
Assign responsibilities (described below).

Assigning responsibilities
The lower part of the User window contains blank lines where the responsibilities will be assigned.  

· Many users will have more than one responsibility, e.g., an HRSC classifier may have a CIVDOD PERSONNELIST responsibility and a CIVDOD CLASSIFIER responsibility. 

· See Recommended Responsibilities for Users, page 1-30, for typical responsibilities assigned to different types of users (Staffers, managers, RMO, etc.).

· To select a responsibility, click in the first blank line and click the LOV.  Type the first letter(s) of the responsibility to quickly jump to that part of the list, e.g., type “C” to jump to the CIVDOD (“view all”) responsibilities, or “M” to jump to the MGR secure user responsibilities.

· For HRSC users (who generally need access to all the records in the database), use the appropriate “view all” responsibilities (those starting with “CIVDOD”) from those that are already established, e.g., CIVDOD PERSONNELIST.  

· For all other users, select the appropriate secure responsibility from the LOV (the one(s) you created earlier in this process).  

· If any of the responsibilities are temporary, put the end date in the “to” area for that responsibility.  This is also the way you terminate a responsibility.

· Continue adding responsibilities as appropriate for the user.  When complete, save and close the window.

New User ID will look similar to this, depending on number of hats assigned.
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Modifying or Terminating a User ID

Overview
Use the following procedure to make changes to a User ID, including the following:

· Changing Person assigned to user ID

· Resetting a password 

· Terminating a responsibility.

· Adding a new responsibility.

· End-dating (terminating) a user ID.

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security ( User ( Define.

2
When the User window displays, query to retrieve the user ID to modify:  

· Push [F11] to initiate the query, type in all or part of the personal user ID to be modified followed by %, press [CTRL F11] to execute the query (e.g., ESTAN0018702B6%)

· Matching choices will be retrieved; use the PgDn and PgUp keys (or up- and down-arrow keys) to move between records until record to be changed is located.

3
To change the person, click in the Person field and remove the current users name, type in the new users last name and press the Tab key.  The field will automatically populate if there is only one active employee/external user in the database with that name or an LOV will appear if there are multiple employees with the name entered.  Select the new user from this list.

4
To reset a password, click in the password field and type in a new password, press Tab key and enter the password a second time.  The next time the user logs on, he/she will use the temporary password and receive a message stating the password has expired.  The user then enters a new password of their choice.

5
To remove a responsibility, add an end date to that responsibility – usually the current date, but can be a past or projected date (you cannot “delete” a responsibility).

6
To add a new responsibility, click on a blank line in the responsibilities area or click any line in the responsibilities area and click the “add record” icon (the green plus sign).  Click the LOV button and select the new responsibility to be added.

7
To terminate a user ID, end-date it (it cannot be deleted).  Enter a date in the “To” block of the “Effective Dates” area in the upper part of the User ID screen.  

· MUST also “un-link” the user ID from the employee by removing the employee name (otherwise, the user ID will continue to show up on the routing selection lists).

8
Save the changes and close the window to return to the navigator.

Identifying a Default Printer for a User

Overview
Before an HRSC user can direct print from modern DCPDS, they must be assigned a default printer.  You can assign default printers at the responsibility level rather than the user level.

When Used
Step 9 of the user ID checklist registers a printer in UNIX and Oracle HR and assigns a default printer to a user.  This step is required for any users or responsibilities if other than the site default printer is needed.  Actual printers cannot be identified for anyone other than users at HRSC.  However, if a printer is not identified for users outside the HRSC and the user forgets to put zero copies on their request, the report will print at the HRSC site default printer.  So, in order to eliminate confusion at the HRSC site default printer, it is strongly recommended that a printer be identified for all users.  This workload can be reduced by assigning the printer to a responsibility if there are multiple users assigned that hat.

Assigning a  default printer to a user
Follow these steps to assign the printer as a default printer to the user: 

Note:  If a site printer has been assigned, that will be the default printer for all users.  However, a printer assigned to a user or responsibility (as shown in the illustration below) will override the site printer.  

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Profile ( System.

     2
Place the cursor in the field to the right of the User box and type in some of the user name and press Tab to populate the remainder of the name.  If there are several names that match your input, a LOV will appear. Select the User ID you are looking for and click OK.

3
In the Profile block, type Printer% and click the Find button.  
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4
When the System Profile Values form appears, place the cursor in the block under the User column and press the List Of Values (LOV).

5
When the Printer (find) form appears, select the appropriate printer and press the OK button.
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6
Save and close the window.

 Responsibilities and Menus

Overview
This section covers:

· View all vs. secure view responsibilities.

· Creating a new responsibility from a secure profile (step 5 of the user ID checklist).

· Recommended responsibilities for types of users.

· Changing the menu assigned to a responsibility.

· Excluding menus and/or functions from a responsibility.

· Adding or deleting specific reports from those normally available to a responsibility.

· Creating a new report group.

· Adding menu items for a specific responsibility.

Terms
The following terms are used in this section:

Term
Definition

Responsibility
A set of tasks or functions that a user can perform in DCPDS, together with record access information.  Examples: CIVDOD MANAGER (a “view all” responsibility) or MGR SW68711W902 (secure profile responsibility). Some users have more than one responsibility ---- also known as “hats” since users “change hats” to change responsibilities.

Function
A specific task that can be performed in DCPDS - the elemental entry on a navigator menu.  For example, many navigator menus contain an entry called “Processes and Reports,” containing sub-entries such as “Submit Processes and Reports.”  The latter is a task that can be performed in DCPDS, known as a function.

Menu
In the context of this section, the term “menu” refers to a sub-heading on a navigator menu; for example, “Processes and Reports” is a sub-heading on many navigator menus, and is itself called a menu.

View all vs. secure profile responsibilities
DCPDS comes with pre-defined responsibilities that are appropriate for various categories of users, e.g., classifiers, staffers, and trainers.  All of these pre-defined responsibilities are “view all” responsibilities, which means that they have no security attached to them; users who have “view all” responsibilities can access all the records in the database.  

In contrast, “secure profile” responsibilities are created at each HRSC.  Although responsibilities are generally based on one of the pre-defined “view all” responsibilities (as far as the functions that can be performed and the menus that are accessed), these secure profile responsibilities limit the user’s access to an appropriate set of records.  Secure profile responsibilities are assigned to supervisors, managers, resource managers, EEO specialists, and personnelists in the HROs whose access to records must be restricted for Privacy Act reasons.

Pre-defined view-all responsibilities
The pre-defined view-all responsibilities include the following (This list is not comprehensive, but reflects some of those most commonly used):

CIVDOD PERSONNELIST
CIVDOD RESOURCE MANAGER

CIVDOD CLASSIFIER
CIVDOD STAFFER

CIVDOD External Users
CIVDOD SUPERVISOR

CIVDOD MANAGER
CIVDOD SYSADM HR MANAGER 

CIVDOD MNGT EMP RELATIONS 
CIVDOD SYSADMIN REGION GUI

CIVDOD NAF HR Personnelist
CIVDOD US GOV NAF MGR

CIVDOD OTA FISC OFC
CIVDOD VSB REPORTS 

CIVDOD OTA MNGR/SUPV
SYSTEM ADMINISTRATOR GUI

CIVDOD OTA ORG TRN MONITOR
US FEDERAL HR MANAGER

CIVDOD OTA PERSONNELIST


CIVDOD REPORTS


Recommended Responsibilities for Users

Different hats for different users
The table below shows which responsibilities are appropriate for different types of users.  (This list is not comprehensive, but covers most common types of users.)

User
Recommended responsibilities

Manager or supervisor
· MGR secure profile (based on CIVDOD MANAGER)

· OTA secure profile (based on CIVDOD OTA MNGR/SUPV)

Admin assistant, secretary, etc.
· MGR secure profile (based on CIVDOD MANAGER)

· OTA secure profile (based on CIVDOD OTA MNGR/SUPV)

Resource Manager (budget or manpower)
· RMO secure profile (based on CIVDOD RESOURCE MANAGER)

HRO Generalist
· PER secure profile (based on CIVDOD PERSONNELIST)

HRSC Staffer
· CIVDOD PERSONNELIST

HRSC Classifier
· CIVDOD CLASSIFIER

· CIVDOD PERSONNELIST

HRSC Empl Dev
· CIVDOD PERSONNELIST

· CIVDOD OTA PERSONNELIST

· CIVDOD OTA TRN ADM

· Note - the role of CIVDOD VSB REPORTS may be added if the region chooses to allow the Employee Development Specialists to request their own training reports.  

HRSC Personnel Actions
· CIVDOD PERSONNELIST

HRSC Benefits
· CIVDOD PERSONNELIST

HRSC Code 20
· CIVDOD SYSADM HR MANAGER

· CIVDOD SYSADMIN REGION GUI

· US Federal HR Manager

· Systems Administrator GUI

· Alert Manager GUI

· CIVDOD External Users

· CIVDOD VSB Reports

Creating a New Responsibility

Contents
This section explains how to create a new responsibility using an existing secure profile.  This is step 5 of the User ID checklist.

· Specifications are provided for five types of responsibilities:  MGR, PER (HRO), RMO, OTA (manager), and OTA (training administrator).

Background
The Secure User Build process creates a user ID and a secure profile and creates a responsibility with the secure profile.  When this process is used, users can elect to create either a supervisor (MGR), PER (HRO), or RMO (resource management) responsibility.  However, there are times when users will want to use the same secure profile to create additional responsibilities with different roles.  

· For example, if secure profile has been used to create a supervisory responsibility, which provides access to all records in UIC 00187, there may also be a need to create an RMO responsibility with access to the same records (UIC 00187).

Menu assignments

For PER and RMO Users


For PER and RMO users, the CIVDOD F4 US GOV HR NAV MGR menu is recommended and used in the instructions in this section.  This is the same menu that is used for manager/supervisor responsibilities.  It does not allow the user to update the database. See Modifying a Responsibility, page 1-33.

· If a PER responsibility is created from the Secure User Build screen, the menu that is assigned is CIVDOD PERSONNELIST NAVIGATOR.  This allows the user to update the database. If the user is not to suppose to have this capability, the menu assigned to the CIVDOD F4 US GOV HR NAV MGR will need to be changed.  

If an RMO responsibility is created from the Secure User Build screen, the menu that is assigned is the CIVDOD RESOURCE MANAGER NAVIGATOR. 

Creating a new responsibility
Follow these steps to create a responsibility from a secure profile (illustration follows):

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security ( Responsibility ( Define.  

2
Fill out the Responsibility window as shown on one of the tables below, depending on which type of responsibility is being created.

3
When done, save, and close the window to return to the navigator.

4
To complete the process, use “copy information types” to give the responsibility access to the appropriate set of flexfields.   See Information types, page 1-32, for instructions.

Responsibility screen
Here is what the responsibility screen might look like when complete:
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Supervisor or manager responsibility
Use this table to complete the Responsibility window when creating a supervisor or manager responsibility:

Field
Description

Responsibility
MGR plus the secure profile created, e.g., MGR MJ0018702B6

Application
Oracle Government HR

Responsibility Key
MGR plus the secure profile created, e.g., MGR MJ0018702B6 

Description
Narrative description, e.g., Supervisor, Manager 

Effective Dates

From
Defaults to current date.

To
Leave blank.

Available From

Oracle Applications
Click to select this option.

Data Group

Name
Secure profile, e.g., MJ0018702B6

Application
Oracle Government HR

Menu
CIVDOD F4 US GOV HR NAV MGR

Web Host Name
Leave blank.

Web Agent Name
Leave blank.

Request Group

Name
CIVDOD Supervisor Reports

Application
(automatically assigned)

PER (HRO) responsibility
Use this table to complete the Responsibility window when creating a HRO Personnelist responsibility:

Field
Description

Responsibility
PER plus the secure profile created, e.g., PER MJ0018702B6

Application
Oracle Government HR

Description
Narrative description, e.g., CNRN HRO

Responsibility Key
PER plus the secure profile created, e.g., PER MJ0018702B6

Effective Dates

From
Defaults to current date.

To
Leave blank.

Available From

Oracle Applications
Click to select this option.

Data Group

Name
Secure profile, e.g., PER MJ0018702B6

Application
Oracle Government HR

Menu
CIVDOD PERSONNELIST

Web Host Name
Leave blank.

Web Agent Name
Leave blank.

Request Group

Name
CIVDOD Personnelist Reports

Application
(automatically assigned)

RMO responsibility
Use this table to complete the Responsibility window when creating a resource management (manpower or budget) responsibility:

Field
Description

Responsibility
RMO plus the secure profile created, e.g., RMO MJ0018702B6

Application
Oracle Government HR

Description
Narrative description, e.g., CNRN  Manpower

Responsibility Key
RMO plus the secure profile created, e.g., RMO MJ0018702B6 

Effective Dates

From
Defaults to current date.

To
Leave blank.

Available From

Oracle Applications
Click to select this option.

Data Group

Name
Secure profile, e.g., MJ0018702B6

Application
Oracle Government HR

Menu
CIVDOD F4 US GOV HR NAV MGR

Web Host Name
Leave blank.

Web Agent Name
Leave blank.

Request Group

Name
CIVDOD RESOURCE MGR REPORTS

Application
(automatically assigned)

OTA (manager) responsibility
Use this table to complete the Responsibility window when creating an OTA responsibility for a manager or supervisor:

Field
Description

Responsibility
OTA plus the secure profile created, e.g., OTA MJ0018702B6

Application
Oracle Training Administration

Description
Narrative description, e.g., OTA responsibility for Supervisor, Budget Division

Responsibility Key
OTA plus the secure profile created, e.g., OTA MJ0018702B6 

Effective Dates

From
Defaults to current date.

To
Leave blank.

Available From

Oracle Applications
Click to select this option.

Data Group

Name
Secure profile, e.g., MJ0018702B6

Application
Oracle Training Administration

Menu
CIVDOD OTA MANAGER/SUPERVISOR

Web Host Name
Leave blank.

Web Agent Name
Leave blank.

Request Group

Name
OTA Reports

Application
Oracle Training Administration

OTA (training administrator) responsibility
Use this table to complete the Responsibility window when creating an OTA responsibility for a training administrator (training coordinator) (note: this is almost the same as above except for the menu):

Field
Description

Responsibility
OTATC plus the secure profile created, e.g., OTATC MJ0018702B6 (the “TC” in OTATC is to identify this as a training coordinator responsibility).

Application
Oracle Training Administration

Description
Narrative description, e.g., OTA training coord for Budget Division

Responsibility Key
OTATC plus the secure profile created, e.g., OTATC MJ0018702B6

Effective Dates

From
Defaults to current date.

To
Leave blank.

Available From

Oracle Applications
Click to select this option.

Data Group

Name
Secure profile, e.g., MJ0018702B6

Application
Oracle Training Administration

Menu
CIVDOD OTA TRAINING ADMINISTRATOR

Web Host Name
Leave blank.

Web Agent Name
Leave blank.

Request Group

Name
OTA Reports

Application
Oracle Training Administration

Information types


When a new responsibility is created, the flexfields (DDFs) must be identified allowable/accessible to managers, supervisors, and other end users are not given access to the same set of flexfields as personnelists.  Information types can be copied from an existing responsibility (usually a view all responsibility).   (See Modifying a Responsibility, Standard Menus on page 1-39 for information about creating local generic responsibilities for this purpose.)  

NOTE:  Step not required for OTA responsibilities.

· Copy from the following responsibilities depending on the type of responsibility being created:

For the new Responsibility:
Copy Information Types from:

Manager, supervisor, Admin, RM
CIVDOD MANAGER

Personnelist (HRSC or HRO)
CIVDOD PERSONNELIST

System Administration
US Federal HR Manager

Copying information types
Follow these steps to copy information types from an existing responsibility to a new responsibility:

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Security ( Information Types.

2
On the Information Type Security screen, query for the responsibility to copy from (using the table above), e.g., [F11] CIVDOD MANAGER [CTRL F11].

3
Click the <Copy Responsibility> button, and enter the new responsibility name or use the LOV and select it from the list.  

4
Click the <Copy> button to copy the information types to the new responsibility.  This also saves the information.
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Modifying a Responsibility

Overview
This section provides instructions for modifying a responsibility, e.g., to assign a different menu to a responsibility, or to exclude certain menu selections or functions from a specific responsibility. 

Standard menus 
The menus and functions accessible to a secured responsibility are governed by the menu assigned during the secure user build process: 

· Supervisors have the same menu selections as the CIVDOD SUPERVISOR or CIVDOD MANAGER responsibility.

· PER has the same menu selections as CIVDOD PERSONNELIST. 

· RMO has the same menu selections as CIVDOD RESOURCE MANAGER. 

Normally, the standard menus and functions are satisfactory.  However, occasionally there may be a need to exclude certain menu selections and/or functions from a specific responsibility, or change the basic menu assigned to a responsibility.  For instance, if a PER responsibility is created from the Secure User Build screen, the menu that is assigned is CIVDOD PERSONNELIST NAVIGATOR.  If the user is not allowed to have all the resultant capabilities, this process can be used to exclude specific menus and/or functions from a specific responsibility.  The changes to a responsibility affect all users who are assigned that responsibility.

DoN has a conservative policy regarding making changes to the standard CIVDOD responsibilities, menus and functions since any desired changes can be made to the locally created hats which use those responsibilities.  An option is to create standard local responsibilities for Supervisor/Manager, HRO Personnelist, Administrative or Resource Manager and follow with exclusions or modifications to the local hats instead of changing the standard CIVDOD hats. Patches are more likely to affect the CIVDOD responsibilities creating extra work to keep them current after a patch is loaded.  Additionally, when outside entities are researching problems, the assumption is that if a user is assigned a CIVDOD hat of any type, then the related menus, functions, etc. are standard.  Many problems and confusion will be avoided if these responsibilities are not changed.

Responsibilities screen
Follow these steps to access and modify a responsibility:

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security ( Responsibility ( Define.

2
Query for the responsibility to modify, press [F11], enter query criteria (usually part or all of the responsibility name), and press [CTRL F11] to execute the query.  If more than one responsibility matches the query criteria, use PgDn and PgUp to page through the records until the responsibility to be modified appears.

3


Make the changes to the Responsibility.  For example, to change the menu for a PER responsibility, click in the “Menu” block and use the LOV to select the responsibility to be replaced.  This situation is also one in which the entire snapshot of the region’s standard hat can be moved to the new responsibility by using ‘copy the information type’ described on page 1-37 to.  

NOTE:  If the basic CIVDOD PERSONNELIST functions are going to be retained with only a few task changes, see the next section for deleting items from the responsibility.

4
When done, save and close the window.

Excluding menus and functions
Follow steps 1-2 above to retrieve the responsibility to be modified.  Follow these steps to exclude specific menus and/or functions:

Step
Action

1
In the “Function and Menu Exclusions” region of the Responsibilities screen, select “Function” or “Menu” from the drop down box (shown on the “Responsibilities” screen above)

· A “function” is a specific task from the navigator list.

· A “menu” in this case is really a “submenu” on a navigation list – use if the entire submenu is going to be excluded from this responsibility (e.g., “Processes and Reports”).

2
Click in the “Name” field and use the LOV to select the function or menu to be excluded.  Use the “Find” block if needed.

3
Continue excluding menu(s) or function(s) as desired, using the other blank lines.

4
When done, save and close the window.

Adding Reports to Responsibilities

Request groups
During the secure user build, all created responsibilities are given access to the pre-defined CIVDOD VSB ‘request group’ for MGR/RMO – a collection of standard reports appropriate for supervisors or managers.

Personnelists (PER) get the CIVDOD Personnelist request group.

· Occasionally, there may be need to add a report to the request group assigned to a responsibility.  Necessary steps are described in this section.

· System Administrators may also want to create their own request group to further limit report availability or better define report availability to meet local needs.  Necessary steps are described in this section.



Adding a report
DCPDS provides the ability to add reports to the request groups assigned to responsibilities.   Follow these steps (illustration follows):

Step
Action

1
In the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security ( Responsibility ( Request.

2
In the Request Groups Screen, click in the Group field and then on the find icon (the flashlight).     

3
When the LOV displays, type “CIV” to reduce the listing of request groups.

4
Select the Request Group the report is going to be added to. Click OK.   A listing of the reports for that report group will display at the bottom (under “Requests”).  To add a report, click on a line in the bottom area of the screen, or click the new record icon (green plus) and a blank field will be displayed.

5
With the cursor in the Name field, click the LOV to see a listing of available reports. To limit the listing, type “%CIV%” or another delimiter in the find field and click on the find button.

6
Highlight the report to be add, and click on the OK button.  The report selected will be added to the listing.  

7
Click on the Save button to save the change.

Creating a Request Group


                To create a local Request Group follow these steps:

Step
Action

1
In the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Security > Responsibility > Request.

2
In the Request Groups Screen, click in the Group field and enter 

The name of the new Request Group.

3
Click in the Application field and click on the LOV.  Select

‘Oracle Government HR’ and click OK.

4
Leave the Code field blank.

5
Complete the Description field for local use.

6
In the Request portion of the screen, ‘Program’ will auto populate in the Type column.

     7
Place the cursor in the Name field, click the LOV to see a listing of available reports. To limit the listing, type “%CIV%” or another delimiter in the find field and click on the find button.

8
Highlight the report you would like to add, and click on the OK button.  The report you selected will be added to the listing.  

9
Click on the Save button to save your work.

Request group screen
This is what the request group screen might look like:
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Virtual Positions and External Users

Background 
A record in the region’s database is required in order to build a user ID. An external user record can be created to meet this requirement for someone who is not a civilian employee in the region, but who needs access to the region’s database.  Examples of external users:

· Military supervisors of civilian employees, who need an account in DCPDS to initiate personnel actions or training requests, obtain civilian personnel information, etc.

· Civilian employees from other locations who need access for official business reasons.

· Contractors who need to access the region’s database.

External users are a special category of record in the database.  They do not show up on reports or counts of employees, etc.

Terms
The following terms are used in this section:

Term
Definition

External user
A special category of record in the database, created to provide a user account in a regional database for a person who is not a civilian employee in that region.  Not counted as a regular employee in the region’s database.

Virtual position
A pseudo position occupied by an external user.  Not counted as a regular position in the region’s database.

Process overview
User ID Checklist, step 1a.  Virtual positions have limited use and are built using an abbreviated position build process.  This is only required for the one-time set up for the Secure View process and for those rare instances when an external user will be “signing” SF50s (NPAs).   Otherwise, virtual positions will not be used.  The position data provides the signature block (in the “Position Working Title” field) that will appear on the SF50.  For all other external users, skip the virtual position build steps below and proceed directly to “Creating an External User.”   

· User ID Checklist, step 1b.  External user records are built using a one-step process. 

Creating a Virtual Position

Virtual position build
Follow these steps to create a virtual position for an external user for the initial set up of the automated secure view process or if the external user will be signing RPAs. 

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility (or any personnelist responsibility), navigate to Work Structures ( Position ( Description.  

2
Fill out the other data elements on the Position screen as follows:

· Name (position flexfield):

· Position Description Number: use the region’s position numbering convention to enter a position number (any alpha characters should be in uppercase). 

· Title:  enter a position name, e.g., PERSONNEL MANAGEMENT SPECIALIST (uppercase).

· Agency group: enter the component and major command, e.g., NV.

· Position Type: EXT (external) or MIL (military). 

· Organization:  enter %UIC% and tab to bring up 

· Job (series): 0003 (external) or 0002 (military).

· Location:  use default (comes from UIC).

· Additional position details (beer mug flexfield):

· Servicing office ID: 2-char SOID, e.g., QA.

· Servicing agency: NV.

· Region: enter component and major command, e.g., NVEA.

· Unit ID Code (UIC): selected UIC.

· Other fields: use defaults or leave blank.

3
Save the position so far, then click the <Others> button.

4
Select “Virtual Position” from the Navigation Options window.

     5
Click the detail block on the Extra Information window.

Complete the following items:

· Personnel Office ID: use regions primary POID.

· Org structure ID: this is the org code part or the org component (comparable to DIN JEJ in legacy DCPDS).

· Supervisory status: 2 (supv) or 8 (nonsupv).

· Position working title: enter appropriate title-this is the title that prints in the NPA signature block.

    6
Close the flexfield, save, and close the extra information window to return to the position screen.

7
Click the <Validate> button to validate the position.

8
Once validated, close the position window to return to the navigator.

Creating an External User

Introduction
This Section explains how to build an External User and assign the user to a virtual position.  It is designed for both military and civilian personnel who need access privileges to the database.  DCPDS requires users to be an employee (or External User) in the database in order to use the database.  

A typical example for building an external user would be a personnelist in one Region needs access to another Region in order to process personnel actions.   The personnelist is built as an External User and assigned to a “virtual” position in that region.

It is a process similar to building the “skeletonized” virtual position.  This process builds a “skeletonized” assignment for an external user.  

Before You Begin
External Users:

· Can be military or civilian.

· Need to be assigned to a virtual position unless they:

· Do not Request/Authorize/Approve personnel actions (sign RPAs/NPAs).

· Will never appear on the Training Request Form or DD Form 1556 as the person being trained.

· Cannot be assigned Elements; e.g., FEGLI, etc.

· May be assigned any level of RPA responsibility, or may be given no RPA access.

· Can prepare Training Request Forms.

· Are not reported in CPDF/OPM Strength Data.

· Can be assigned User Ids just as any other user in the database.

Note:  If the External User is assigned the requester/approver or signer role of NPAs, there must be a position working title in the virtual position the user is assigned to before the user can finalize a personnel action.  Otherwise, the signature block on the printed NPA will contain the External User’s name without a title.

Creating an External User is a three-day process:  

1. Day 1:  The person is an “Active Applicant.”
2. Day 2:  The person is an “Accepted Applicant.”
3. Day 3:  The person is an “External User.”

Who Builds External Users? 
System Administrators build External Users to be placed in Virtual Positions using the following procedure.  

The External User Enter and Maintain Window

Step
Action

1
On the Responsibilities Window, click CIVDOD External Users.  

Click <OK>.
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2
The Navigator - CIVDOD External Users Window displays.  Click Employee Enter and Maintain.  

Click <Open>.
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3
The Find Person Window displays over the Enter and Maintain External Users Window.  Click <New> or click the "X" in the top right to close the window.
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4
Click the DateTrack button and set the effective date back at least two days from the date the External User is to be effective.  (Ex:  Current date is 11-JUL-2003; DateTrack to 08-JUL-2003.)

The Altered Effective Date populates in the Title Bar and the From data field in the Effective Dates Region.
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Completing the Enter and Maintain External User Window

Step
Action

1
On the Enter and Maintain External User Window, build a “skeleton” Applicant.  Input the following data fields only:



Data Field
Action




Name
Type in the name.




Sex
Click the drop-down menu to select.




Action
Click the LOV to select or type “Create Applicant.”




SSAN
Type in the number (may be real or bogus for External Users).




Birth Date
Type in a date (may be real or bogus for External Users). Employee’s age will auto populate in the Age data field, after Tab key is pressed.


2
Click Save on the Toolbar.  

3
The Person Types populates to Applicant and a system-generated Identification number is assigned.
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Completing the Application Window

Step
Action

1
Click the <Application> Taskflow Button at the bottom of the window.

The Application Window displays with the DateTracked date and the name of the applicant on the Title Bar. 
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2
DateTrack forward one day (Ex:  09-JUL-2003), new date will appear in the Title Bar with the Employee’s name.
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Note:  The Effective Date of the Applicant remains the same (in this case, 08-JUL-2003).

3
Place the cursor in the Status date field. Click the LOV and select “Accepted.”  The Status changes from “Active Applicant” to “Accepted.” 
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The Choose an Option: Window displays with two taskflow buttons:

1. <Update> - Keep history of existing information.

2. <Correction> - Correct existing information.

Click <Update>.

4
Click Save.

Close the Application Window

5
DateTrack forward one more day, (ex 10-JUL-2003) or 2 days from the date in the Title Bar.
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6
Click the LOV for the Action field and select Hire Applicant.  Once selected the Person Type for Action field auto-populates to External User and the Identification changes to Employee.
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7
Click SAVE

The Choose an Option: Window displays with one option:

<Update> - Keep history of existing information.

Click <Update>.
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8
Person Types changes to External User.Ex-applicant and a system-generated Identification number is assigned.  Effective date and Latest Start Date change to the date you are DateTracked to.
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Assigning a Virtual Position

Step
Action

1
Click the <Assignment> tab at the bottom of the window.
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2
Delete the Organization.
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3
The Choose an Option: Window displays with two taskflow buttons:

3. <Update> - Keep history of existing information.

4. <Correction> - Correct existing information.

Click <Correction>.

Close the People Group Flex Field window that appears.

[image: image35.png]Oracle Applications - YOSEMITE_SQT11

[_[CIx]

Eile Edit View Fold:

Organization
Job
Grade

[RY00 CIVDODHR

Tools Window Help

ORACLE

Group,
Position
Payroll
Status

(B8 Choose an opton

Record: 111 (]

Keep history of existing information

Cortect existing information

| <08C>







4
Place cursor in the Position data field, click the LOV to enter the virtual position that the External User will be assigned.  In the reduction criteria, type %EXT% or %MIL% for a Military Person.  Click the <Find> button to display your matching positions.
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5
All civilian virtual positions display.  Select one of the positions.

Click <OK>.  
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6
When the position is populated a Decision box will appear relating to certain position information.

Click <Yes>.
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7
Click Save.  

A Caution Box displays and asks:  “Do you want to use the location of the new position?” 
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8
Click <OK>.  The Location data field populates.

Return to the Enter and Maintain Window.  Notice the From Effective Date and the Latest Start Date have changed to the date External User was assigned to the position.

Note:  Remember to reset Date Track back to the current date.

Assigning an External User to a Different Position


Step
Action

1
To assign an External User to a different position, click <Assignment> on the Enter and Maintain External User Window.

2
The Assignment Window displays.  Click the Clear Record button on the Toolbar.  Place cursor in the Position data field, select the new position from the LOV. 

Notes:  If the assignment is effective in the future (or past), date track to the effective date of the reassignment before beginning the update.

· The Position data field LOV displays only the virtual positions belonging to the organization shown in the Organization data field. 

· To view all virtual positions, regardless of organization, in the LOV delete the name from the Organization data field before requesting the Position LOV.

3
Click Save.

Part 2: Functional Support

Changing Password

Background
Users’ passwords expire after 90 days.  An email message will be sent after 85 days to remind the user to change their password.  Failure to change the password prevents the user from accessing the database.

Step
Action

1
Click Edit on the Top Line Menu.  Select Preferences, select Change Password.  The Password Update screen appears.
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2
The cursor will be positioned in Old Password Block.  Enter the old Password in the space provided.

TAB to the New Password block.  Enter new password in the space provided. 

NOTE:   See Password requirements, Page 1-13.
TAB to the Re-enter New Password block.  Re-enter new password.
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Single-click the Save Button. Users new password will be established.

Routing Groups and RPA Authorities

Overview
This section explains how to set up the region’s routing group(s), assign users to a routing group (required for the personal Inbox), and assign various RPA authority levels to users. 

The user ID (created in step 6 of the user ID checklist) becomes the “name” of the user’s inbox.

· The user’s level of authority for RPAs should be checked whether or not the user will be using RPAs in order to override the system default which sets all levels to ‘Yes’ except Reviewer.

Terms
The following terms are used in this section:

Term
Definition

Routing Group
The routing group is the basic component of Workflow routing.  RPAs cannot be routed from one Routing Group to another, so generally each region may need only one Routing Group.   The naming convention for the primary routing group is: 

HRSC-PAC REGION                  HRSC-EAST REGION

HRSC-NE REGION                     HRSC-EAST MSC 

HRSC-EUR REGION                  HRSC-SE REGION

HRSC-SW REGION                    HRSC-NW REGION

Multiple routing groups
It is possible for a region to establish more than one routing group.  For example, a region could set up separate routing groups for each HRO or Activity in the region.  There are pros and cons to doing this:

· Pro:  Users at an installation will have a greatly reduced list of persons when they route an action since their “routing group” will only include users from that installation rather than from the whole region.  This can reduce the number of misrouted actions.

· Con:  Since RPAs cannot be routed from one routing group to another, users who need to access RPAs from more than one group will need to be assigned to more than one routing group.  This will generally only be HRO and HRSC users and may require additional tracking in order to maintain the information. All RPAs show in one Inbox no matter how many routing groups the individual is assigned to.

Instructions in this section assume one regional routing group.

Regional Routing Group(s)

Establishing the region’s routing group(s)
Each region will normally have one routing group.  This is a one-time process unless new routing groups need to be established in the future.  Follow the steps below to establish the region’s routing group/s.  

NOTE:  This should have been completed upon conversion to DCPDS 10.7

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Federal Maintenance Forms ( Routing Groups and Groupboxes.

2
In the routing group field, enter the name of the new routing group, and add a description in the adjoining field.

3
Save and close the window.

Assigning a Routing Group and Setting RPA Authorities

When used
Step 2 of the user ID checklist is required for virtually all users, including external users.  

· The only exception is users whose access to the database is limited to such activities as retrieving civilian personnel data or running reports – users who do not need an inbox to access the RPAs. 

Completing workflow routing group window
Follow these steps to access and complete the workflow routing group window: 

Step
Action

1
Using the CIVDOD PERSONNELIST responsibility, select People ( Enter and Maintain from the navigator.  

2
On the “Find Person” window, type in part or all of the user’s last name and push Tab key or click Find button.

3
If there is only one matching record, it will be retrieved and displayed on the “People” screen.  If a list of matching names displays, select the correct name and push <OK> to retrieve the record.

4
Click the <Extra Information> button at the bottom of the screen.

5
On the Extra Information window, press [F11] to initiate a query, type %Workflow% (case sensitive), and press [CTRL F11] to run the query to locate the US Government Workflow Routing Groups DDF.  Click in the Details area to display the flexfield window.

6
Complete the window according to the table below
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Data Element
Description
Typically Assigned To

Routing Group
Click the LOV and select the appropriate routing group. If the user needs more than one routing group, fill out this flexfield for each routing group; see Assigning more than one routing group, page 2-1.
All users

Initiator
Yes - if the user will initiate RPAs.
Admin techs

Requester
Yes - if the user will sign RPAs as a requesting official.
Supv/Mgr

Authorizer
Yes - if the user will sign RPAs as an authorizing official.
High level Mgr 

Personnelist
Yes - if the user is in the personnel career field.
HRO, HRSC users

Approver
Yes - if the user can process a personnel action (update HR) into the database.
HRSC only

Reviewer
Yes - if the user will only review RPAs (Cannot be selected if Requester, Authorizer, Personnelist or Approver is selected.  Must be selected when the only other authorization is Initiator)
RM, EEO users

Default Routing Group
Yes - for all users (if assigning more than one routing group, this should be “Yes” only for the user’s primary (default) routing group).  Cannot put ‘Yes’ for more than one routing group.
All users who need to route RPAs

Step
Action

7
Click <OK> to close the flexfield.

8
Save, then close the Extra Person Information window to return to the People window

9
· If the user also requires a user ID for the CSU Application (step 13 of the user ID checklist), the SSAN will be required, which you can get from the People window.  

· If the user will be signing SF50s, capture the position description number in order to check or add the “Position Working Title” (step 3 of the User ID checklist).  Do this by clicking on the <Assignment> button and recording the position description number and sequence number shown on the Assignment window.

10
Close the “People” window to return to the navigator.

Assigning more than one routing group
To assign a user to more than one routing group, follow steps 6-7 above for each routing group, using a different line in the “Details” area for each routing group.  Note that the user can have a different combination of RPA authorities for each routing group, and that one routing group should be identified as the users “default” routing group.
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Inboxes and Folder Views

Folders
Some screens in the DCPDS are “folders,” indicated by the small file folder icon in the upper left corner of these windows.

· Folders can be modified:  

· Users can hide columns of data, or restore them.  

· Increase or decrease the width of the columns.

· Move columns around.

· Specify a sort order by up to three columns.

· Change the column headings.

· Folder views can be saved:

· When a user has arranged a folder the way they like it, they can save this “view” of the folder for access next time they use that folder.

· An unlimited number of views can be saved.

· Folder views can be saved as private views (accessible only to the individual user), or public (accessible to anyone in the region).

· Only SysAdmin or designated Superusers should create public view folders.

· Folder data can be exported:

· Users can export the data in a folder to a text file, and then use it in a spreadsheet or any other application that can import data.

· The data that is exported is from the current view.

The Civilian inbox
The Civilian inbox is a folder.  When a user logs in to DCPDS the first time and opens the inbox, the folder view is not particularly useful.  Column headings are vague or not descriptive, and the sequence of columns is not ideal.

· HRSCs established a default inbox view (public) upon deployment of DCPDS 10.7, so users could quickly get a more usable view of their inbox.  This view included modifying column headings, column sequence, width of columns, and sort order.

· Upon completion of the Workflow Inbox customization, the Civilian Inbox replicated from DCPDS 10.7 in to DCPDS 11i will be removed. 
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Inbox column headings
The table below identifies the columns in the civilian inbox as they appear “out of the box.”  

· Column headings should be modified to make these headings more appropriate for the actual contents of the column as part of the process of creating a region default inbox view.

· The first nine columns (with the asterisk) are the same for both the RPA and OTA actions. 



Column Title
Definition 
Description

*Priority
Priority
System-generated.

*Due Date
Due Date
System-generated.

*To
Inbox Name (3rd Sort)
Lists the name of the groupbox or person the action was routed to.

*Subject
Subject (2nd Sort)
Information about the action in the Civilian Inbox.

*Comment
Comment
Information you can add about the action.

*Date Sent
Date Received(1st Sort)
Date action was submitted to the inbox.

*Date Closed
Date Closed
Date you closed the action.

*Notification ID
Notification ID
System generated.

*Status
Status
· Open – currently active

· Canceled – processed action (?)

· Closed – updated to the database

Attribute 1
 1st NOA Code
Retrieved from the originator’s RPA.

Attribute 2
 2nd NOA Code
Retrieved from the originator’s RPA.

Attribute 3
 First NOA Descr
Retrieved from the originator’s RPA.

Attribute 4
 Second NOA Descr
Retrieved from the originator’s RPA.

Attribute 5
 RPA Eff Date
Retrieved from the originator’s RPA.

Attribute 6
 Employee Name
Retrieved from the originator’s RPA.

Attribute 7
 NOA Family
Retrieved from the originator’s RPA.

Attribute 8
 Request Number
Retrieved from the originator’s RPA.

Attribute 9
 Organization
Retrieved from the “to” position.

Attribute 10
 Date Received
Date received in the region.

Attribute 11
 Pay Plan
Retrieved from the originator’s RPA.

Attribute 12
 Grade
Retrieved from the originator’s RPA.

Attribute 13
Occ Ser
Retrieved from the originator’s RPA.

Attribute 14
 Step
Retrieved from the originator’s RPA.

Attribute 15
 Prop Eff Date
Retrieved from the originator’s RPA.

Attribute 16
 RPA Status
Retrieved from the originator’s RPA.

Attribute 17
 Notepad
Yes/No, indicates if a note is attached.

Attribute 18
 Coredoc
Yes/No, indicates if a Coredoc is attached.

Attribute 19
 Resumix
Yes/No, indicates if a Resumix requisition has been initiated.

Attribute 20
 Attr 20 (hidden)
Unknown.

The Workflow Inbox 
The personal Workflow inbox displays notifications initiated by the user or routed to the user from another individual, a routing list, or a groupbox. 

· A Notification is a Workflow message that accompanies HR forms that are routed, such as Requests for Personnel Action and Position.
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NOTE:  Further documentation will be provided upon completion of Workflow inbox customization.

Notifications
The Notification Summary Status applies to the status of the notifications listed in the inbox worklist: 

· Open notifications are those currently in the routing or processing stage.

· Canceled notifications include canceled actions that have been updated to the database. 

· Closed notifications include routed actions and workflow-generated notifications, such as automatic Within Grade Increase actions, that have been updated to the database.

· Users can open the routed form from the Notification and view its history.

· The Notification Message includes information about the routed form, such as the request number, the action requested, the routing group, the organization, and the current status. 

· The current status displays the highest level of status reached in processing an action (not the latest). For example, if a Personnelist approves an RPA and then routes it to a Supervisor for authorization, the Current Status on the workflow notification reads Approved.

Group Boxes

Introduction
Group boxes are inboxes that are shared by a number of users.  Step 11 of the user ID checklist is used to assign a user to a groupbox.  This section discusses:

· Groupbox naming conventions 

· Setting up a groupbox.

· Adding user(s) to a groupbox.

Terms
The following terms are used in this section:

Term
Definition

Groupbox
A groupbox is a shared inbox that allows a group of people to share workload. Unlimited users can be assigned to a groupbox.  Users may be assigned to more than one group box.  When users go into their Workflow/Civilian Inbox, they will see all actions sent to any groupbox they are a member of, plus the actions in their personal inbox.

General  information
· The DoN standardized naming convention for GroupBoxes is the same as for User IDs.  See Naming Conventions, page 1-21.

· There is a special, optional system edit that will not allow actions to flow to a groupbox unless they have been “signed” by an authorizing official.  To invoke this edit, the groupbox name must begin with the letters ‘XYZ.’

Creating a Groupbox and Adding Users

Creating a groupbox
Follow these steps to create a groupbox:

Step
Action

1
In the CIVDOD SYS ADM HR Manager responsibility, navigate to Federal Maintenance Forms ( Routing Groups and Groupboxes.

2
When the Routing Group and Groupbox Details form appears, place the cursor in the Routing Group ‘Name’ field and hit the [CTRL F11] key to bring up the Routing Groups.  If there are multiple Routing Groups, press the down arrow key to find the desired one or query by using F11 and CTRL F11.

3
Click in the Groupbox ‘name’ block and click on the green plus sign on the tool bar to add a new record.

4
Place the cursor in the Groupbox ‘Name’ field and type the name of the new Groupbox (maximum of 30 characters).  

5
Tab to the Display Name block and type the name to be ‘displayed’ for this Groupbox (up to 80 characters). 

6
Tab to the Description block and type an appropriate Description. 

7
Save and close the window to return to the Navigator, or continue with the process below (beginning with step 4) to add users to the groupbox. 

Adding user(s) to a groupbox
Follow these steps to add a user (or users) to a groupbox:

Step
Action

1
In the CIVDOD SYSADM HR MANAGER responsibility, navigate to Federal Maintenance Forms ( Routing Groups and Groupboxes.

2
When the ‘Routing Group and Groupbox Details’ form appears, click into the ‘Routing Group Name’ block and hit [CTRL F11], then push PgDn or down-arrow to select the region’s routing group.

3
Click in the ‘Groupbox Name’ block and use the down arrow key to select the appropriate Groupbox name (or use your [F11] and [CTRL F11] keys to query).

4
Place the cursor in the first available ‘User Name’ block under the ‘Groupbox Users’ area in the bottom-left section of the form (or use the green plus on the tool bar to insert a blank record).

5
Click on the LOV button and select the appropriate user ID from the list or type in a partial user ID and push TAB.  Click OK.

6
Save and close the window, or continue adding other users.

Illustration
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Removing a user from a groupbox
To remove a user from a groupbox, follow steps 1-3 above to retrieve the groupbox from which the user is to be deleted.  Then locate and click on the user to be deleted on the list of users, and click the delete record icon (big red X).  Save and close the window.

Routing Lists

Overview 
Routing lists are pre-defined lists of personal inboxes and/or groupboxes that are used to route an RPA in a pre-defined sequence, e.g., from the RPA initiator to the resource manager to the approving official to the HRO.  This section explains how to set up a routing list, and how a routing list operates.

· There are problems associated with routing lists, e.g., it is easy for these lists to get out of date when people leave, resulting in RPAs being routed to inboxes of people who are no longer there.  A region may elect not to use them.

Creating 

a Routing List
Follow these steps to create a routing list: 

Step
Action

1
In the US Federal HR Manager responsibility, navigate to Federal Maintenance Forms ( Routing Lists.  

Note:  this can also be done using the CIVDOD MANAGER or SUPERVISOR responsibilities.    CIVDOD Personnelist navigator does not have routing list capability.   If a region decides to keep this task within Sys Admin, this capability can be deleted from the manager’s menus–see Excluding menus and functions, page 1-35.

2
When the ‘Routing Group and Routing List Details’ form appears, click in the ‘Routing Group Name’ block and hit  [CTRL F11], then select your region’s default routing group.

3
Place the cursor in the ‘Name’ block of the ‘Routing List Name’ area and type a name for the new Routing List.

4
Click in the box (place an X there) if this is to be the Regions Primary Routing List.  This is optional.  Only one primary routing list can be established per region.

5
In the ‘Routing List Members’ area, input a sequence number for the first entry.  (Sequence can be changed later, if necessary).

Note:  Don’t start with the number 1.  It makes changing the sequence later more difficult.  Instead, start with 5 and go up in increments of 5 from there.  The RPA will be routed first to the person with the lowest sequence number.  

6
Click in the ‘User Name’ or ‘Groupbox’ blocks, and select a User or Groupbox from the LOV.  

7
Continue adding Users and Groupboxes until the Routing List is complete.

8
Save the Routing List, close the window to return to the navigator.

Routing list screen
This is what a typical routing list screen might look like:
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Using a routing list
“Routing Lists” is one of the routing options on the Routing window when you save an RPA.  

· If users are initiating the RPA, they can route it using the routing list by selecting that option on the routing window, and selecting the routing list to be used.

· If users receive an RPA that is being routed via a routing list, when they save the RPA, decision window displays:  “Routing list ___ is currently being used.  Do you wish to continue with this list?  <Yes> <No>”.  If they select <Yes>, the RPA will be routed to the next destination on the list.  If they select <No>, the regular routing window will display and they can route the RPA normally.

Organization Structures

Overview
Although DoN has elected to use Org Component Security exclusively for the creation of secure user IDs, Oracle HR still requires that organizational hierarchies be established and maintained, and org codes must be maintained for use with org component security, and to provide organizational address information for printing on NPAs. 

This section briefly covers the procedures needed to maintain the organizational hierarchy, and how to establish or modify organization codes and address information (comparable to local table 30 entries in legacy DCPDS).  Normally, Code 20 maintains the organizational hierarchy while Code 50 maintains the position organization addresses.

Terms
The following terms are used in this section: 

Term
Definition

Organizational hierarchy
The organization hierarchy is the organization structure, which depicts the chain of command from the highest DoD element down to the UIC/Installation level.  There is one organizational hierarchy table maintained for all of Department of Defense.

Position hierarchy
Organizational structure of an installation or individual unit used to define reporting structures and security (in Oracle’s standard security schema).  Position Hierarchies are always defined from the top (senior) position and are descriptive of organizational components starting at and below the level of those in the organizational hierarchy. (Not used by Department of Navy)

Org Component security
A type of security that limits a user’s access to records based on organizational code structures (in contrast to Oracle security which uses organizational and position hierarchy to limit access to records).

POA
Position Organization Address.  The address of an organization that prints on a Notification of Personnel Action.  (Blocks 14 and 22.)

Org hierarchy changes
CPMS has the responsibility of maintaining organizational hierarchy in DCPDS for the entire Department of Defense.  Changes made to DoN’s organizational hierarchy are routed thru OCHR-SA and sent to CPMS via Change Request Transmittal (CRT).  Actual updates to the Org Hierarchy are accomplished by contractor support as part of the general maintenance. 

Adding or changing Organizational Hierarchy
CPMS has requested that changes to the Organizational Hierarchy be submitted in spreadsheet format. Spreadsheets must contain the following columns:

· Action

· Agcy Cd

· Sub Elem

· UIC

· UIC Nomenclature

· UIC Location

· GSA Geoloc Cd

· Report To UIC

· Report to UIC Nomenclature

· CPO ID (Optional – for internal DoN use)

· Reg (Optional – for internal DoN use)

RPA Numbering

Overview
The RPA number is a 20-character system-assigned tracking number assigned to each RPA generated within a region.  

· Nine of the 20 characters of the RPA number are “flexible” – they can be defined for a user.

· This “flexible” part of an RPA number can be used to identify the originating source of an RPA.

· DoN has adopted a naming convention for RPAs (described below).  This naming scheme needs to be added to users’ profiles.

When used
Step 10 of the user ID checklist sets up the user’s RPA number.  This step is required for all users who initiate RPAs.

RPA naming convention
Within DoN, the following naming convention for the “flexible” part of the RPA number has been adopted:    Example:  00JUL5QA68711L000349.

· Characters 1-2:  year (00).

· Char 3-5:  month (Jul).

· Char 6 (Flexible):  HRSC designator (see list below). 

· Char 7-8 (Flexible):  CPO ID (indicates servicing HRO).

· Char 9-13 (Flexible):  UIC (indicates the UIC of the originator’s position).

· Char 14 (Flexible):  Major claimant code (see list below).

· Char 15-20:  system generated (sequence) number.

Region codes:

2 =  East                     4 = Northeast      6 = Southeast         8 = Pacific

3 = Europe
           5 = Northwest     7 = Southwest 

A=  Pacific LN           B= Europe LN    C= Southeast LN  D= Northwest LN  


[image: image48.wmf]MAJCOM

Code

08

A

Immediate Office of the Secretary of the Navy

09

B

Navy Staff Offices

10

C

Navy Field Offices

11

D

Immediate Office of the Chief of Naval Operations

12

5

Assistant for Administration UNSECNAV

14

E

Office of Naval Research

15

F

Naval Intelligence Command

18

G

Bureau of Medicine and Surgery

19

H

Naval Air Systems Command

22

I

Bureau of Naval Personnel

23

J

Naval Supply Systems Command

24

K

Naval Sea Systems Command

25

L

Naval Facilities Engineering Command

27

M

U. S. Marine Corps

30

N

Strategic Systems Programs

33

O

Military Sealift Command

39

Q

Space and Naval Warfare Systems Command

41

4

Navy Systems Management Activity

52

6

Commander, Navy Installations

60

R

Atlantic Fleet

61

S

U.S. Naval Forces Europe

62

T

Chief of Naval Education and Training

63

U

Naval Computer and Telecommunications Command

65

V

Naval Meteorology and Oceanographic Command

69

W

Naval Security Group Command

70

X

Pacific Fleet

72

Y

Naval Reserve Force

74

P

Naval Special Warfare Command

76

7

Naval Education and Training Command

DD

1

Other DOD Components

ND

2

Non-DOD Components

RK

3

Resolution Trust Corporation

ZS

Z

Navy, Title 5, USC,CIV POSN R REIMB FRM USSOCOM,DEF AGCY O&M

Major Claimant Codes as listed in Datamart - For Smart Number use only




Default site RPA number
If desired, a default RPA number can be set up for each region.  This would be used to indicate if this step was overlooked or needs to be completed for a particular user ID.  (Example: DoN (NW region) uses RPA#ERROR as their site default RPA number to indicate that the user did not have a default RPA number assigned.  

Process
Follow these steps to add a smart number for a user:

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Profile ( System.  

2
Click the User checkbox and place the cursor in the large User field to the right.  
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3
Click on the LOV button on the Top Menu Bar and select the appropriate User from the list.  Either scroll down or use the Find function to locate the appropriate User.  Highlight it and click OK.  Shortcut is to type a portion of the User ID in the block and press the Tab key.

4
In the Profile field at the bottom of the Find System Profile Values form, type %RPA% and click on the Find button or press ‘Enter.’

Note:  Sys Admin may also set a specific RPA Number for a specific Responsibility if so desired.  
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5
When the System Profile Values form appears, enter an appropriate RPA Request Number under the User column. 

Note:  The entry in the Site block is the default for all Users and all Responsibilities.  Entries for a specific Application, Responsibility or User will override the Site default.  

6
If doing more than one profile at a time, save the change made, press F11 go back to the Find System Profile Values screen and repeat the above instructions.  When finished, save and close the window.

Illustration 
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Default Printer for Payroll Reverse Interface Reports

Overview
To receive the Payroll Reverse Interface Reports, a default printer must be set up.  Select the printer where these reports should be printed.

Note:  a user ID of INTERFACE was established during the DCPDS 10.7 deployment identifying the reverse interface printer.

Step
Action

1
Using the CIVDOD SYSADM responsibility, navigate to Profile ( System.

2
Type “INTERFACE” in the User field.

3
Type “%Printer%” in the Profile field.

4
Click the <Find> button.

5
Type the printer name in the User field.

6
Save.

System-Generated and Mass Actions 

Introduction
The DCPDS generates a number of personnel actions automatically, such as within-grade increases and conversions to career tenure, and has processes in place to process a variety of different types of mass actions such as salary adjustments, realignments, awards, and transfers.  

This section covers the actions necessary to process system-generated and mass actions: setting up the necessary groupboxes and registering the POI(s) and certifying official(s).  It also discusses what actions are needed to respond to or resolve various messages received in the groupboxes.

Special group boxes
Oracle HR normally provides error messages and transaction complete messages directly to the person inputting the information.  However, the system has no way of providing this information to an individual for system-generated or mass actions.  [These types of messages used to be provided to Legacy DCPDS users via the W0L transaction register.]  DCPDS provides these messages to special groupboxes.

· Each HRSC has one or more of these special Groupboxes called WGI PERSONNEL ####, where #### stands for the Personnel Office ID (POI) number.

· The WGI PERSONNEL #### groupbox receives the following:

· Update notices (notifications) that WGI and other automated actions have been processed through Suspense in the system.  

· Messages for failed/rejected automated actions.

· RPAs for WGIs or other actions that need to be checked (e.g., because of an intervening action).

· RPAs for any failed mass actions (awards, realignments).

· These groupboxes are in addition to the regular groupboxes used for routing standard RPA’s.  

Terms
The following terms are used in this section:

Term
Definition

POI
Personnel Office ID.  The 4-character identifier for the HRSC (formerly called submitting office number). 

WGI PERSONNEL POI Groupbox
Inbox where DCPDS stores the suspense generated personnel actions that were never associated with a user inbox.  One such groupbox is established per POI.

Example: WGI RPAs, Change in Tenure RPAs, Update Notifications of WGI and Change in Tenure RPAs once the effective date has passed.  Also rejected mass actions and RPAs for WGIs for people who have had an intervening action processed (these actions need to be checked).

WGI PERSONNEL ADMIN Groupbox
Inbox where DCPDS stores failed/rejected automated WGIs.  DCPDS stores these here as the last resort if it cannot determine where to send them.

WGIBuddy#### (POI )
User ID that is set up to monitor the WGIPERSONNEL groupbox.  

· This user ID can be any name determined locally. This is not a requirement, but is recommended so that the personal inbox of a user who is also a member of the WGI Personnel groupbox is not full of WGI notifications.

· Assigned users are responsible for clearing the WGI notifications and acting on any failed actions stored in the WGI PERSONNEL box.  

· Multiple users can be given access to the user ID and more than one user can access the groupbox at the same time.

Setting up to use the WGI Personnel groupbox
These steps are required to set up the system for using the WGI Personnel groupbox (these are one-time actions and should have been completed upon conversion to DCPDS 10.7):

· A special user ID is recommended for each WGI Personnel groupbox that will be used (one per POI).  HRSC staff who are assigned to monitor and clean out the WGI Personnel box would then use that special user ID; this will keep their personal inbox more manageable since all the actions and notifications in the WGI box will not appear there. 

· The groupbox itself needs to be created just like any other groupbox.  See Creating a Groupbox and Adding Users, page 2-11.

· To complete the signature block on system-generated actions, the person who will be shown as the certifying official needs to be identified and that person’s Position Working Title needs to be entered in the position record.   See Signature Blocks on NPAs (SF50s), page 2-26.

The POI and its associated groupbox need to be “registered” in the system and the automated action certifying official identified.  See 

· Registering POIs and Automated Action Certifying Officials
, page 2-24.

Defining the WGI Personnel Groupbox

Creating the WGI Personnel groupbox
Follow these steps to define (create) the WGI Personnel box(es).  One such box needs to be created for each POI in the region.  See illustration below.



Step
Action

1
In the CIVDOD SYSADMIN HR MANAGER responsibility, navigate to Federal Maintenance Forms ( Routing Groups and Groupboxes.

2
Query the Routing Group (F11; type the routing group in the Routing Group Name field, CTRL F11).

3
Click in Groupbox Name field.

4
Type “WGIPERSONNEL ####” where #### is the POI in the Groupbox Name field.  ## naming convention

5
Type Display Name and Description for this groupbox.

6
Add groupbox user(s).  This will be where the one special user ID, created for this groupbox will be added (recommended). The user has to be defined first of course.

7
Save.

Adding a WGI Personnel groupbox screen
When creating a WGI Personnel groupbox, the screen may look like this (in this example, the WGI Personnel groupbox contains one user – WGIBUDDY2413):
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Registering POIs and Automated Action Certifying Officials

POID registration and signature blocks
In order for the WGI Personnel groupboxes to operate, and for automated actions and mass actions to be processed with the appropriate signature block, the Personnel Office Identifiers (POIDs) and the Automated Action Certifying Official must be registered. 

· This is a one-time process (unless subsequent changes are required).

· The system will send update notifications and rejected RPAs to the identified groupbox and will enter the Approving Officer’s name, working title, and approval date on system-generated and mass actions.  

· Ensure that the Approving Officer’s working title has been updated in their position record; see Signature Blocks on NPAs (SF50s), page 2-26.

Registering the POID


Follow these steps to register the Personnel Office ID and identify the certifying official (illustration below).  

Note: WGI Personnel groupbox must be defined prior to doing this.  Also, remember to change this when the Certifying Official changes.

Step
Action

1
In the CIVDOD SYSADM HR MANAGER responsibility, navigate to Federal Maintenance Forms ( Personnel Office ID Register.

2
In the Personnel Office Identifiers form, type in the Personnel Office ID and POI Description or use the LOV.

3
Place the cursor in the Groupbox Name field and click on the LOV button on the Top Menu Bar.

4
From the Groupboxes LOV, select the “WGIPERSONNEL” Groupbox and click OK.

5
The WGIPERSONNEL Groupbox populates into the Groupbox Name block in the Personnel Office Identifiers form.  

6
Place the cursor in the Approver's Full Name block and click on the LOV button on the Top Menu Bar.

7
When the Enter Reduction Criteria for Long-List box appears, type in part of the Approver's name followed by % (or just % if correct spelling for name is unknown) and click OK.  

8
From the LOV, select the appropriate name and click OK. The Approver's name populates into the Personnel Office Identifiers form.  

9
Save.

Registering the POID screen
This is the screen used to register the POID:
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The CAO Groupbox

Purpose
One special groupbox needs to be established in each region, which is used solely to receive CAO notifications to the HRSC that an employee’s record has been copied to the gaining region’s system. 

· CAO is the movement of an employee from one region to another or from one DOD component to another.  

· CAO “requests” are prepared and submitted by HRSC personnelists when an employee from another region has been selected for employment at their region. Within the DCPDS system, these electronic requests obtain information from the losing region’s database and provide it to the gaining region.  When these records have arrived at the gaining HRSC, a notification is sent to the CAO groupbox as a flag that the transfer action can be completed. 

Setting up the CAO groupbox
Follow the groupbox instructions to establish the special groupbox named CAO (see Creating a Groupbox and Adding Users, page 2-11).  

Once the groupbox has been created, users will need to be identified/assigned as members of this groupbox – or, alternately create one unique user ID that any HRSC staff can use to check this groupbox (similar to using the WGIBUDDY user ID for the WGIPERSONNEL groupbox).

GHRWFADMIN Box

Description
Each HRSC has a special Groupbox called GHRWFADMIN.  This Groupbox receives those failed actions that Oracle HR does not know where to send (e.g., a projected action that was input by a user who has since left, or their user ID has been end-dated), as well as other systems-type notifications and messages 

Signature Blocks on NPAs (SF50s)

Overview
Step 3 of the user ID checklist adds a position working title for a user (usually a personnelist) whose signature block is printed on Requests for Personnel Actions (RPAs or SF52s) or Notifications of Personnel Action (NPAs or SF50s).  The data element “Position Working Title” is part of the position build and may have already been completed.  If so this step can be skipped.  Note: the person who “updates HR” is the one whose signature block is printed on the NPA.

· This same process is used to establish the appropriate signature block for the certifying official whose signature block will be printed on system-generated actions (such as WGIs).  See System-Generated and Mass Actions, page 2-20.

· The user’s position sequence number must be known to perform this operation.  

Process
Follow these steps to enter the position working title:

Step
Action

1
Using the CIVDOD PERSONNELIST responsibility, navigate to People ( Enter and Maintain.  

2
Enter the last name of the individual and use the ‘Find’ button to pull up their record.  Click on the ‘Assignment’ button to pull up their position information.  Copy their position information.

3
Navigate to: Work Structures > Position > Description.  Click [F11] and then click in the position name block.  Paste the position information you copied.  Press [CTRL F11] to pull up the position screen.

4
Click the <Others> button, then select ‘Navy’ from the menu.

Click on ’US Government Position Group 1’ and then click on  ‘Details.’

5
Scroll down to the ’Position Working Title’ data element and input the position title, as it is to appear in the signature block of the SF50.    Save.

6
Click <OK> to close the window.  Click on the ‘Validate’ button to revalidate the position.

Cancel Query Feature

Background
When initiating a query in 10.7 and user wanted to stop before it finished, they could do a control C to stop the query.  Hypothetically, this might be useful if they started a query and suddenly realized they were bringing up the entire database.  There is a feature in 11i that allows users to set up a pop-up screen which will ask them if they want to cancel the query.   The message appears a few seconds after the query starts to run.  Below is a screen shot of the pop-up message.
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· If the query is to continue running, do nothing.  The pop up will remain on the screen and can be used anytime until the query is returned.   If the query is not to continue, click on Cancel and the query will stop.

· The feature was enabled at the site level when the system first came up under 11i.  However, this feature can be set up either at the site level or the user level.  If it is to be set up so that all of the users in the region get the pop-up message, use the CIVDOD SysAdmin

Process
Follow these steps to enable/disable the Cancel Query popup for the entire Region:

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Profile ( System.  

2
With the Site box checked enter %Cancel Query% in the Profile field. Click OK.
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3
The profile name is “FND: Enable Cancel Query.” 

· When “Yes” in the Site field, all the users will get the Cancel Query pop-up message.  To disable this pop-up message, put “No” in the Site field.
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Save the changes and Close the form.

User Specific Option
If the message is not set up for the entire region, the message can still be set up for individual users or responsibilities

Process
Follow these steps to enable/disable the Cancel Query popup for the entire Region:

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Profile ( System.  

2
Check the check the User box.  Input the user ID in the User field.  Enter %Cancel Query% in the Profile field.  Click Find.
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3.
Set the User field at “Yes” and the user will get the cancel query pop-up message.  Set the User field to “NO” and the user will not get the Cancel Query pop-up message.
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Save the changes and Close the form.

This page intentionally left blank.

Part 3: Processes and Reports

Processes and Reports

Introduction
Processes and Reports enable Code 20 Sys Admin to set up end-of-day processes and run DCPDS reports which support the Human Resources mission.  Typically, these reports and processes are run at night (end-of-day) in order to make efficient use of system resources. 

This chapter also covers review of process logs. 

Terms
The following terms are used in this section:

Term
Definition

Request
To run processes and reports, users initiate a “request.”   Requests can be either single requests or “sets.”

Request sets
A group of requests that are run together.

Concurrent request
Same as “request” – so-called since Oracle runs reports and processes at the same time as other jobs are performed (concurrently). 

Parameter
A request variable that can be changed each time a request is run.  For example, the name of the employee for whom a Notification of Personnel Action is being run is one of the parameters of the NPA.

Responsibility (“hat”)
A view capability assigned to a user by the systems administrator.  The responsibility dictates the types of processes and reports to which a user has access.  

Recurring requests
Requests that are set up to run repeatedly at set intervals (every day, every week, etc.).

Concurrent processing
DCPDS runs reports and processes at the same time as other system operations are being performed (e.g., regular use by users).  This is called concurrent processing (unlike legacy DCPDS, when end-of-day processes were run after the system was shut down for regular operations).

Cautions
Be careful when running Processes and Reports.  Processes use the server’s microprocessor resources and can seriously bog down the system.  Reports can tie up printers and waste paper.  Some reports are extremely long (the Concurrent Programs report can be about 1000 pages; the Menu report and the Enabled Concurrent Programs report are also very long).  Once printing has begun, a print job cannot be stopped from within the DCPDS System, and turning off the printer only starts the job over again.  The UNIX System Administrator has to stop print jobs.

Note:  The value of the 3 reports mentioned above is questionable, so you may not want to waste the paper just to determine their value.  Ask OCHR-SA instead.

Running a Report or Process

Requesting a report
This section explains how to set up a single report to run one time.  A similar procedure, using the same window, is used to set up recurring reports (see setting up a recurring request, page 3-7.  The Notification of Personnel Action (NPA) is used as an example.  See illustration following the table.

Step
Action

1
In the CIVDOD PERSONNELIST responsibility, navigate to Processes and Reports ( Submit Process & Report.  

2
In the Submit a New Request window, the Single Request is set as the default. Click OK.

3
Place the cursor in the Name block on the form and type the letter “N” and hit the tab key.

4
On the list of matching reports that displays, select Notification of Personnel Action or Notification of Personnel Action (Demo) as appropriate.

5
When the Parameters window appears, type as much of the employee’s name as known and hit the [Tab] key.  A window will appear that lists the names matching the selection.  Select the employee and the NPA required to be printed from the pick list presented.

6
Once an employee’s NPA has been selected for printing, the Parameters window reappears.  The fields must be completed for printing the front and back page of the NPA with Yes or No respectively. Once the parameter window options have been completed, click <OK>.

7
At These Times area of the form defaults to As Soon as Possible.  This will only be changed when setting up a recurring request such as an end-of-day process (discussed later in this section).

8
In the Upon Completion area click on the Options button to view the default settings for printing:
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· By leaving the check mark in the Save all Ouput Files item, the report will be saved for three days which means this NPA can be printed or viewed without going through the above process again. Must choose this option in order to view the report online.

· Printer: Displays user’s default printer.  If report is to be directed to a different printer, select that printer from the LOV. 

· Number of copies: 1.  To view the NPA on the screen, or print it through Ghostview, change the copies to 0 and ignore the style and printer entries.  If this is not changed, product will be printed at selected printer.
Click OK to return to the Submit Request window.

9
Click the Submit button to submit this request.

10
The system will save the submission and automatically go to the Requests window.

The request screen
Completed Submit Request screen, filled out for a single Notification of Personnel Action time:
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Checking Request Status and Viewing the Report

Overview
Once a request (for a report or process) has been submitted, users can check it to see its progress (pending, running, or completed), and, for reports, they can view the output on screen. 

· This process is used for an individual user to check on a request submitted by that user.  

· To check on any or all requests submitted in the HRSC, see Accessing the Concurrent Requests Summary, page 3-11.

Checking request status
Follow these steps to check on the progress of a report or process once a process has been submitted, and to view the report on screen (illustration below):

Step
Action

1
From the top menu bar, select View ( Requests.

2
On the Requests window, the most recent requests will be at the top.  

· The “Phase” column indicates if the report is pending, running, completed or inactive.  If the report is not completed, use the <Refresh Data> button or [CTRL F11] to refresh the screen.

· Any error conditions that occur will be indicated here.  The <Diagnostics> and <Request Log> buttons will often provide additional information about an error.  A common error that will occur (and that can be ignored) is when a user is going to print through Ghostview but neglects to change the number of copies to 0 or forgets to change the printer from the dummy, default printer.  

3
When the report is completed, it will print on the designated printer.  

· To view the report, click the <View Output> button.  For some reports (including the NPA), Ghostview will launch and display the report; then print from within Ghostview by selecting File ( Print.  Note:  Report cannot be viewed if users did not “Save all Output Files” on the original request.

Requests screen
This is the “Requests” screen:
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Actions available
The following actions can be performed on the Concurrent Requests Summary window:

· <Cancel Request> cancels the selected request (only available for requests that have not yet run).

· <Hold Request> puts the selected report in a hold status (only available for requests that have not yet run).

· <View Details> displays a detail window about the request.

· <Diagnostics> displays information about when the request completed and if it did not complete, a message explaining why not.

· <View Output> displays the output from the request, if produced.

· <View Log> displays information about print options used, listing of child request Ids, if the original request is a parent (set) request and any errors for the request.

NOTE:  SAVE in order to effect any changes made.

Saving the Request Log or Output file in a format other than Ghostview
The Character Editor Profile is no longer necessary with 11i, because standard text shows up in HTML format.   It makes saving a log file from 11i a little more complicated. 

1. From the top menu bar, select View ( Requests 

2. Click OK on the Find Requests window.

3. Select the Request you want and click the View Log button. 

4. Once the Request Log comes up, go to the top menu bar and select Tools, Copy File. 

5. An HTML copy of the Request Log file is created. 

6. From the top menu bar in the HTML copy, select File, Save As. The file can be saved to disk as an HTML file, or can be changed to a text file. 

Recurring Requests

Setting up a recurring request
This section explains how to set up a report or process to run at set intervals.  

The Active Users report will be used as an example, set up to run in two-week intervals, but the same steps are used to set up any other recurring process or report. 

Step
Action

1
In the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Request ( Run.

2
On the Submit a New Request window, Single Request is the default.  This will need to be changed if setting up a Request Set.  Ensure correct request item is selected and click OK.

3
Select the report or process to be run on a recurring basis, in this case the Active Users report.

4
In the At these Times area, click the <Schedule> button.  

5
Choose the appropriate Option in the Run this Job area:
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· As Soon as Possible – submits the request as soon as possible, after the Submit button is pressed.

· Once – Submits the request once at the time and date specified.
· Periodically – Submits the request repeatedly at the interval specified.

· On Specified Days – Submits the request repeatedly on specific days of the week or month.

· Advanced – Option is reserved for future release.

5a
When Once is selected, a block appears to the right allowing users to specify the date and time for the request to run.
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· Click in the Run At field and use the LOV to select the specific date and time for the request.

5b
When Periodically is selected several options appear to the right allowing the user to specify the interval of minutes, hours, days or months to wait before resubmitting the request.  Users can specify whether to count the interval from the requested start time or the completion time of the request.
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· Use the LOV calendar to select start and end dates to define the period user wishes the request to run.

NOTE:  If no specified start time is identified, DCPDS uses the current date and time as default.  Whether a request completes successfully or in error, DCPDS immediately submits the next run only if the next requested start date and time is on or before the end date and time specified.

· Select the interval from the poplist and enter the number of intervals between each submission.

· Choose to count the interval from the beginning or completion of the prior run

· If the request contains date parameters, users can choose “Increment date parameters each run” to have the value for the parameter adjusted to match the resubmission interval.  For example, if the value for the parameter is 16-SEP-2003 07:00:00 and your interval is monthly, the parameter is adjusted to 16-OCT-2003 07:00:00 for the next submission.

5c
When On Specific Days is selected, new fields and calendars appear allowing users to specify which day of the week and/or month to submit the request.
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· Use the LOV calendar to select start and end dates to define the period in which to submit the request.

· Use the monthly calendar template to specify dates during the month to submit the request.  Choose the date by clicking it.  When a date is selected, such as the 5th, the request is resubmitted on the 5th of each month until the end date is reached.

· Use the weekly template to specify which day of the week to schedule the request.

6
In the Upon Completion area click on the Options button to view the defaults for printing:
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· By leaving the check mark in the Save all Ouput Files item, the report will be saved for three days which means this NPA may be viewed or printed without going through the above process again.  Choose this option in order to view the report online.

· Printer: Displays users default printer.  If user wants to have the report directed to a different printer, select that printer from the LOV. 

· Number of copies: 1.  To view the NPA on screen, or print it through Ghostview, change the copies to 0 and ignore the style and printer entries.  If not changed, product will be printed at selected printer.
Click OK to return to the Submit Request window.

7
Press the Submit button.  The request is now scheduled to run as a recurring request.

Concurrent Request Summary

Purpose
The Concurrent Requests Summary window allows the systems administrator to view all concurrent requests that have been submitted – pending, scheduled, or completed.  

· Summary is different from using the View ( Requests function described in the previous section since it shows all requests from all users.

· From the Concurrent Requests window system administrators can either place reports on hold or cancel those that have not yet run.

Accessing the Concurrent Requests Summary
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Concurrent ( Requests.

Find Requests window appears with “All My Requests” as the default option. 

· Users can choose to view completed requests, requests in progress or all requests by selecting the appropriate option group.  In addition, users can look for a particular request using the Specific Requests options group.  Use the Find Criteria fields as for any other find window to specify as many or as few details as needed to locate the desired request information.

· Users can use the Specific Requests region to view requests with a particular name by entering the name of the report in the Name field.  System administrators can use this to view requests submitted by a particular user.
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NOTE:  Although users can list all submitted requests, the Concurrent: Report Access Level is set to “User level”, allowing users to see only the information on the report requests they submitted.  System Administrators are the only ones able to view ALL requests submitted 

Contents of Summary Window
The Concurrent Requests Summary screen is shown below. 

· Requests are listed sequentially with the most recent at the top of the list.

· Requests drop off the list periodically when old requests are purged; see Purge Concurrent Requests, page 3-25.

Concurrent Requests Summary window
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Querying concurrent requests
Users can run queries on any of the fields on the Concurrent Requests Summary window, for example to find reports that are pending, scheduled to run later, have warning messages, were run by a particular user, etc.  Queries are set up the same as in any other Oracle window: push [F11], enter the query criteria in the appropriate block(s), and push [CTRL F11].  

· For query purposes, the following values are used in the “Phase” block: Pending, Running, Completed and Inactive.

· The following values are used in the “Status” block: Normal, Standby, Scheduled, Completed, Waiting, Paused, Resuming, Terminating, Warning, Error, On Hold, Cancelled, Terminated, Disabled and No Manager.

Concurrent Request detail window
This window displays when you click the <View Details> button on the summary window; it displays all the information available on the summary window but for just the selected report:
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Scheduled Processes and Reports

Scheduling processes and reports
Certain processes and reports need to be scheduled and run periodically. These processes and reports are listed in this section.

· Some requests can be set to run automatically, others have to be individually scheduled for each run (because parameters need to be changed for each run).

· Typically, most daily processes are set up to run at night for more efficient use of system resources and to avoid performance degradation during normal working hours.  Regions who service customers in different time zones need to schedule these processes to avoid disruption during regular operating hours in different time zones. 

· Some individuals will want to schedule Suspense, Futures and Batch Print on a daily basis while others will prefer to set them up a week or more at one time.  This is an individual preference.

User ID for requests
There has been a specific User ID set up for scheduling all system processes and reports.

Recurring Processes Checklist
The following table lists the processes that are run periodically or as needed.  More detailed instructions for some of these are provided after the table.

Name
Description
Interval

Alert  Manager
The Alert Manager runs all the enabled alerts.  At the present time only one Alert is working (Position Change Request).
Daily

Auto WGI
Generates RPAs for Within Grade Increases 90 days prior to WGI due date.  This process is set up to run at 7-day intervals every Saturday and should not need to be touched after setting up during deployment. 
Weekly

Batch Print NPAs
Prints multiple NPAs generated via the Suspense/ Futures processes (by effective date). 
Nightly

CAO Batch Process
Flows information between Regions when employees are hired in another Region. 
Daily

Gather Schema Statistics
These jobs gather statistics on the data in the database.  These statistics are used by the database to determine the best method for data access - ie, they're used to maintain "optimal" performance. Requested by the DBA to provide information to help them tune the database.
Weekly

Futures
Consummates projected actions (future dated NPAs) and actions created from Suspense.
Nightly

Payroll Flow
Outbound payroll transactions are queued as they are created in HR into an interface-staging table on the regional database. At a pre-determined local region time, the interface process will group all pending transactions into packages and file records within the interface staging tables on the regional database.  The interface process will then create the actual data files, which are picked up via FTP by the central interface server for forwarding (via FTP) to the appropriate payroll database.  This process is not set up by the Region Sys Admin.
Daily

Payroll Rejects (PAYNEW)
When the Reverse Payroll flow processes into the Payroll system with its edits, RIP PAYNEW is generated if an action rejects at Payroll.  PAYNEW provides information about the action that rejected at Payroll so the HRSC can correct the action. 
Daily

PER Refresh
Updates records in the PER Application (nightly) and overwrites all data in the PER Application (weekly).  This process is done as a cron job run in UNIX; it is not done in DCPDS.

Note:   some data errors in DCPDS cause the PER Refresh to fail, e.g., duplicate performance appraisals.
Daily; set up by OCHR-SA.

Process Log Cleanup Routine
Deletes all process log messages on a recurring basis determined by a set process age.  It prevents the amount of process history from becoming unmanageable and prevents degradation of the system resulting from the accumulation of large amounts of old process log data.
Daily – cleans out processes older than 30 days

Purge Concurrent Requests
Deletes reports that have already been run in order to prevent filling up the file server.  These are all the reports and processes that have been run by all users in the region whenever the “Save Output” block has been checked (which it usually is). 
Nightly

Security List Maintenance (LISTGEN)
Method by which DCPDS limits the records a given account can view or update.  It maintains the lists of organizations, positions, employees and applicants security profile holders can access.  LISTGEN makes the process more efficient because it provides lists which are used by form and report queries in concert with what are known as 'secure views.'  This way the processes don't have to search the entire database when responding to a query.  However, at this time, Security List Maintenance brings with it an inherent problem.  LISTGEN must be run to secure any updates done in the system since the last execution of LISTGEN.  This means until LISTGEN is executed again, any updates to positions or accessions of new records, etc., may be viewable by users who should not have access to them.  
Once a day prior to business hours.  Can be run during day if necessary

Suspense
Generates RPAs using expiration dates and due dates within the system.   It also produces the RIP requests.
Nightly

Synchronize Responsibilities and DDFs
Data Definition Fields are associated with each of the baseline user responsibility templates.  A new relationship table has been set up with the existing secure view responsibilities and the associated baseline responsibilities that were used to create the secure view.  This will ensure that any changes to the DDFs will be applied to all the newly created secured responsibilities.
Monday morning after the weekend patch.

Synchronize Workflow Local Tables
Synchronizes the Federal Maintenance Forms and the Workflow/Civilian Inbox, when changes are made to Group Inboxes.
Six times Daily

Specific Processes and Reports

Suspense
Initiate the Suspense process and generate reports (“Suspense”) is a process that checks aging data and sets up process; it does not consummate an action, which requires a Request for Personnel Action (RPA).  This report should be run daily, Sunday thru Thursday.  It can be set to run at an interval, but since this doesn’t run everyday it should be set to run at 7-day intervals. Example: Monday set up Suspense to run, leaving the effective blank, then set it up to run at a seven (7) interval.  This will set it up to run every Monday at the time set in the original set up.  The same should be done for each day of the week that Suspense is to be run.  This is an individual preference based on local business practices and needs.

Step
Action

1
In the CIVDOD SYSADMIN HR MGR responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
Change the New Request from Single Request to Request Set.  Click OK.

3
Place cursor in the Name block on the form and click the List of Values (LOV) button on the menu bar.

4
Highlight Initiate the Suspense Process and Generate Reports and click on the OK button.

5
Place cursor in the Parameters block on the form next to the Name Initiate the Suspense…  Once this is done, the parameters form will pop up. The date entered in the Process Date should be the date of the data to be processed; not the date the process is to be started.

Note:  Leave this date blank if scheduling the process to be run at an Interval and the system will use the current system date at the time Suspense is run.

6
Type YES next to Whole Region unless the process is to be divided by SOID or combinations of SOIDs.

7
Place cursor in the Parameters block on the form next to the Name Generate Suspense R…  Once this is done, the Parameters form will pop up and the date auto-populates from the Process Date you input in the Initiate the Suspense parameter block.  Click on <OK>. 

8
The Options button displays the Print Options.

9
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Change the Re-run every from 1 to 7 Day(s), leave the From the Start of the prior run selected.  Click <OK>.
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10
Click on Submit. 

11
Repeat to set this up to run on subsequent days.

Futures
Process Future Dated RPA (Futures) consummates projected actions (future dated NPAs) and actions created from Suspense. It needs to run after Suspense.

Step
Action

1
In the CIVDOD SYSADMIN HR MGR responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
Place cursor in the Name block on the form and click the List of Values (LOV) button on the menu bar OR type in ‘Process’ which will bring up a list of choices.

4
Highlight “Process Future Dated RPA” on the LOV and click <OK>.

5
The Options button displays the Print Options.

6
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Change the Re-run every from 1 to 7 Day(s), leave the From the Start of the prior run selected.  Click <OK>.
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7
Click Submit button.  

Batch Print Notification of Personnel Action
Use this request to print NPAs generated via the Suspense/Futures processes.  This can also be used by other users to batch print NPAs.  

· To limit request, select from parameters such as Employee Name, NOA Code, Personnel Office ID, Organization, From Effective Date, and To Effective Date.   

· NOTE:  Organization as select criteria does not work at this time.  There is no need to input POI if the user wants all records included or if there is only one POI in the database.  

When setting up Batch Print for overnight processes, follow these steps:

Step
Action

1
In the CIVDOD SYSADMIN HR MGR responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
Place cursor in the Name block on the form and type ‘ba’ and hit the tab key.  Select “Batch Print Notification of Personnel Action”.

CAUTION:  Do not press the enter key until the parameters window has been completed – without limiting parameters, it will start the system printing every NPA that is in the system.

4
To print all NPAs in the system which have not been printed previously, put ‘NO’ in the ‘Reprint Printed SF50s’ block.  Indicate whether to print both the front page and the back page.  No other blocks need to be completed.
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Note:  Printer must be designated for duplex printing in UNIX and DCPDS, however, this is only if the back page of the NPA is selected for printing.  Otherwise, the user should select a single sided printer.  

5
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Change the Re-run every from 1 to 7 Day(s), leave the From the Start of the prior run selected.  Click <OK>.
[image: image73.png]Oracle Applications - YOSEMITE_SQT11 -[0fx]
ORACLE

Eile Edit View Faldzr Tools Window Help

Run the Job...

SIELET 04 -NOV-2003 13:06:38
®As Soon as Possible
®0nce

Leave End Date blank to run indefinitely
Seriodicaily

iced|

Apply the Interval...
OFrom the Start of the prior run

®From the Completion of the prior run

Wincrement date parameters each run

WSave this schedule

Record: 111 [l | <0sC~ J







6
In the Upon Completion area ensure “Save all Output” is checked and the correct Printer is identified.  If the printer requires changing, click the Options button, place the cursor in the Printer field. Click the LOV and select the appropriate printer.  Click OK.

7
Click on Submit.

Recurring Processes

Process Automatic WGI
This processes NPAs for within grade increases due.  This should be set up to run once a week.

Step
Action

1
In the CIVDOD SYSADMIN HR MGR responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
In the Name block, type %WGI% and press the tab key.  Process Automatic WGI will populate the Name block

4
In the Parameter box type in the POI value and click on OK.  Leave blank if only one POI in the region.

5
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Change the Re-run every from 1 to 7 Day(s), leave the From the Start of the prior run selected.  Click <OK>.
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6
In the Upon Completion area ensure “Save all Output” is checked and the correct Printer is identified.  If the printer requires changing, click the Options button, place the cursor in the Printer field. Click the LOV and select the appropriate printer.  Click OK.

7
Click on Submit.

Security List Maintenance (LISTGEN)
Security List Maintenance (also called LISTGEN) updates security lists used by forms and reports to restrict user access.  Security List Maintenance needs to be executed whenever a secure user ID (step 8 of the user ID checklist), a new Position Organization Address (POA) has been built.  Also to properly secure new positions or employees whose records have been added during the workday. 

Note:  This process can be placed on HOLD if running Large Mass Processes, such as Pay Adjustments, Mass Awards and Mass Realignments.

Follow these steps to run Security List Maintenance:

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
Click in the “Name” field type Security and press the TAB key.

4
Select “Security List Maintenance”, click OK.    

5
On the Parameters window, 

· To run for the whole region (which should be done at least once daily), leave the “Security Profile” block blank.

· To run for a specific secure user ID, enter the current date using (DD-MON-YYYY format) and the secure user ID in the “Security Profile” block, e.g., SW68711W902 (note: this is the User ID, not the responsibility created from a secure profile).  

6
Click <OK>.

7
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Change the Re-run every from 1 to 7 Day(s), leave the From the Start of the prior run selected.  Click <OK>.

8
In the Upon Completion area, click the Options button and change the number of Copies to zero (this is a process, no output is created).  

9
Click on Submit.

CAO Processing
This process flows information between regions when employees are being hired in another region.  This should be set to run at least once a day, as follows:

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
Click in the “Name” field, type CAO, press TAB key to obtain LOV.

4
Select CAO Batch Process and click OK.  No parameters are used for this process.

5
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Leave the Re-run every option set at 1 and leave the From the Start of the prior run selected.  Click <OK>.

6
In the Upon Completion area, click the Options button and change the number of Copies to zero (this is a process, no output is created).  

7
Click Submit.

Payroll Rejects 

(PAYNEW)
When the payroll flow processes into the Payroll system with its edits, RIP PAYNEW is generated if an action rejects at Payroll.  PAYNEW provides information about the action that rejected at Payroll so the HRSC can take corrective action. 

Follow these steps to set up the payroll reject process.  It should be set to run daily.

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Processes and Reports ( Submit Processes and Reports.  

2
New Request default is Single Request.  Click OK.

3
Click in the “Name” field and push the LOV.

4
Select Payroll Reject (PAYNEW) from the LOV and click OK.

5
To set this up as recurring, leave the entries on the parameter window blank.

6
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Leave the Re-run every option set at 1 and leave the From the Start of the prior run selected.  Click <OK>.

7
In the Upon Completion area, click the Options button and ensure the correct printer is selected.

8
Click <Submit>.

Purge Concurrent Requests
This request deletes previously run requests in order to prevent filling up the file server.  Suggest requests be purged when they are 15 days old or more and adjust as necessary.  Set up the request to run daily.  Follow these steps (illustration below):

Step
Action

1
Using the CIVDOD SYSADMIN Region GUI responsibility, navigate to Requests ( Run. 

2
New Request default is Single Request.  Click OK.

3
On the Requests screen, click in the Name field, click on the LOV and type ‘pu’ to select “Purge Concurrent Request and/or Manager Data”.  When the parameter window displays, leave the entity and mode fields at their defaults, and change the Mode Value field to reflect the number of days back for which reports should be purged.

Entity:  Request (dflt)

Mode:  Age (dflt)

Mode Value:  15 (days)

4
All other fields can be left blank.  Click <OK>.

5
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Leave the Re-run every option set at 1 and leave the From the Start of the prior run selected.  Click <OK>.

6
In the Upon Completion area, click the Options button and change the number of Copies to zero (this is a process, no output is created).  

7
Click Submit.

Purge requests screen
This is the regular “requests” screen, set up to run the “Purge” process, and showing the parameters window:

[image: image75.png]Oracle Applications - NYNW(Reg01)

-[0fx]

Eile Edit View Faldzr Tools Window Help

AN, - i )

Run this Request...

[N Purge Concurrent Request and/or Manager Data

Parameters

e Erarameters x
= REQUEST
Atthese Times... T Age
Run the Job Mate Value
Oracle ID
Upon Completion.| User Narme

Responsibilty Application
oty Responsibilty

P Applicati
Bttt rogram Application

Program

T Manager Application

Manager

U Yes
Purge Other (733

Record: 11 (] | Listofvalu.. | | =08C=

ORACLE







To check ‘purge’ set up, use CIVDOD SYSADM HR Manager > Processes and Reports > View Requests.  Press F11, put cursor in ‘Program’ column.  Input %Purge% and press CTRL F11.

Disabling Reports (RIPs)

Overview
Some of the reports that are generated during suspense processing are not needed or are very large.  The steps below show how to disable specific reports (processing and/or printing) from the suspense process.

· Reports that need to be disabled may need to be identified by trial and error.  In some cases, users may get better results by designing and setting up reports using Cognos/Impromptu to alert people to expiration dates, etc.

· The list below shows some of the reports that are produced during suspense processing.

· Disabling a report can be done one of two ways: totally disable the report from processing, or allow a report to process, but disable the printing.  DoN policy is to disable the printing since it is not known what effect disabling processing of the report will have on the database.

Step
Action

1
Using the SYSTEM ADMINISTRATOR GUI responsibility (note:  this is not the same as CIVDOD SYSADMIN REGION GUI), navigate to Concurrent ( Program ( Define. 

2
On the Concurrent Program window, press [F11] to initiate a query.  Click in the “Short Name” field, and enter the report name to be disabled (report name can be determined using the RIP READY list, a separate document).

3
Press [CTRL F11] to execute the query.

4
To allow the report to run, but disable the printing, un-check the “Print” block.  

Note: disabling the “Print” function will still allow the report to process and it will be available to view.  See illustration below.  To disable the report from processing entirely, un-check the “Enabled” block; this should only be done after consultation with HROC-SA and as a means to resolve a problem.

At this point users also have the ability to direct the print of a report to a certain printer.  This means that if the print is not disabled, all the print of this product will only print on the designated printer.  Enter the printer name in the block labeled “Printer”.  Again, the report must not be disabled if it is to print on a designated printer. 

5
Save.

Concurrent Programs window
This is the concurrent programs window, used to disable processing and/or printing of a specific report:
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Reports generated during Suspense
The table below lists some of the reports that are generated during suspense processing.

Report
Name


AA018
TR Appraisal Army Due 14 Days (indiv)


AA019
TR APPRAISAL ARMY OVERDUE (list)


ACQBB
Acquisition Employee Career Brief 


AG003
TR CONV TO CAREER DUE DATA DISCREPANCY


APEX1
Expiration of Temporary or Limited Appt (list)


AY001
TR Revu Ltr of Reprimand 1 Yr


AY002
TR Drop Adverse Info


CVPER
Civilian Performance Rating


EXTAP
Temporary Appointee Letter(Expiration of )(for supv)


EXTPR
Notice of Expiration of Temporary Promotion (for supv)


FEGL2
FEGLI (Life Insurance) Follow-Up Notice (for empl)


FEGLI
FEGLI Eligibility Expiration (for empl)


FEHBT
Last Notice Named Temporary Employee May Now Be Eligible For Health Benefits(for empl)


JNB02
Initial Supervisory Training Backlog Notice (for HRDD)


LOCSP
Expiration of Local Suspense


NPSPL
Payroll Reverse Interface (M0J/M0K) Local Nationals 


PROBC
Expiration of Probationary Period


PSN01
Expiring Position NTE Date


REPEX
Expiration of Reprimand


REV02
Completion Of Probationary/Trial Period (for supv)


RP617
Separation Brief


RP622
Supervisory Certification For Step Increase (for supv)


RP664
Supervisory/Managerial Probation Completion Notice (for supv)


RP666
Notice Of Completion Of VRA Requirements (for supv)


RP671
Supervisory Certification for Step Increase (for supv)


RP674
Supervisory Certification for Step Increase


RP676
Notice Of Completion Of Probationary Period (for supv)


RPTSP
Eligibility For Thrift Savings Plan Letter (for empl)


S1E01
TR Mil Recall Status Pending


TMPRO
Expiration of Temporary Promotion (for HRSC)


TSP01
Thrift Savings Plan (TSP) Update Required


VRACV
Conversion of Veteran Readjustments (for HRSC)


WGIAU
Within Grade Increase Processed - Audit Trail RIP


Process Logs

Overview
Process Logs must be viewed daily to ensure errors were not encountered during Suspense.   As a tool for System Administrators, the error log displays errors encountered while running: 

· Suspense

· Futures (Process Future Dated RPA) 

· Automatic Within Grade Increases 

· Mass Actions 

· Reports for Mass Realignments, Mass Transfers, Mass Salary Adjustments, Mass Awards, and Mass Appraisals (note:  for preview errors for mass actions, the system precedes the program name with an abbreviation (MSL for Mass Salary; MTO for Mass Transfer Out; MTI for Mass Transfer In; MRE for Mass Realignments and MAW for Mass Awards).

Process Log screen
The Process Log Errors screen is divided into three parts:  

· The Program Name, Request ID, and the date the system entered the error in the log (the errors are sorted by the log date followed by the program name).

· The Message Name field indicates either a subprogram name or an execution point in the program.  If the program does not use a message name, then the system leaves this field blank.

· The Log Text field contains the error message encountered.

Accessing the process log
· In the CIVDOD SYSADMIN HR MANAGER responsibility, navigate to Federal Maintenance Forms ( Process Log.

· Press [CTRL F11] to bring up the most current log entries or, query up the previous day’s error logs by hitting [F11]; then typing in the process date in the date field; then hitting [CTRL F11].  Since the end-of-day processes may start anywhere after the close of business on one day through the early morning hours of the following day, it may be better to just press [CTRL F11] to bring up the current log entries and then scroll down through them to review.   NOTE: To query the request ID and the ID number is not known, it can be obtained it from the concurrent Requests Summary window.

· Review each error log by hitting the down arrow.  Samples of process logs are below.

Futures log sample
Provides information on FUTURES.  225457 is the Request ID.  Click on each line in the Message Name block and actions applicable to each situation will be listed in the Log Text at bottom of screen.
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Suspense log sample
The suspense log notifies the user when suspense tried to initiate an action and create an RPA, but a pending action was found in the GHR_PA_REQUEST table.  If a user was doing the action and there was a pending action, system would display the message on screen so the user could decide if they wished to continue.  Since there is no user intervention when suspense runs, the RPA is sent to the Inbox and the following message is sent to the Process Log.  
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No Assignment ID Error
In the screen below, click on the line in Log Text and then click the "pencil" icon to display the entire message.  Message provides the employee id number, which can be used to access the employee record and verify the Assignment information (done by Code 50).
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Messages
This shows successful generation of NPAs.  The Log Text lists all the NPAs processed.
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WGI error
Below, an error was encountered when processing an Auto WGI.
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Report Print Delivery

The DCPDS has the ability to forward (deliver) report output to multiple destinations at the same time.  These destinations are defined in Delivery Sets.  A delivery set is a collection of printer ids, print server names, ftp sites*, UNIX files, and email addresses.  A delivery set can contain any combination of the destinations mentioned above.

*Note:  At this time, the FTP capability is not officially supported.  FTP protocols carry the user id and password with the FTP message.  This is an unacceptable security problem in the DOD arena.

A delivery set can be defined for an individual or a specific specialized purpose, such as, directing monthly report to multiple different addresses and printers.  The applicable Suspense output reports for each combination of Personnel Office Identifier and Product Distribution Flag can be sent to a specific print server and/or printer.

The primary purpose of this instruction is to provide information needed to implement Print Delivery Sets to allow Suspense output to be sent to the appropriate printers/print servers. 

Print Delivery Sets must be defined to facilitate forwarding the appropriate Suspense Report output to the appropriate devices.

Step 1
Navigate to Report Print Delivery>Delivery Sets in the CIVDOD SYSADM HR MANAGER Responsibility.

Step 2
In the Delivery Sets form, add a delivery set using a name in the following format: XXXXYY- (FREE FLOW NAME) where XXXX is the Personnel Office Identifier (POI) and YY is for the Product Distribution Flag value for that POI.  After the hyphen input a name for the POI/Product Distribution Flag combination.  Make sure the ‘Enabled’ box is check.  Enter the Start and End dates.  The End date should be a date out in the future.

Step 3
In the lower portion of the form input any combination of destinations for the reports.  Be sure to select the proper Type code listed under the TYPE button.  Types available at this printing are Printer, and Email. 
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After the Suspense process has completed, to forward the reports to the destinations described in the delivery sets, follow the steps below.

Step 1
Navigate to Process and Reports in the CIVDOD SYSADM HR MANAGER responsibility.

Step 2
Open Submit Processes and Reports.

Step 3
New Request default is Single Request.  Click OK.

Step 4
In the Name block select the process “Deliver Output Products”.

Step 5
In the At these Times section of the form, click the Schedule button.  Select Periodic; place the cursor in the Start At block. Click on the LOV.  Choose the date for the process to start and change the start time accordingly.   Be sure to click on ‘a.m.’ or ‘p.m.’.  Leave the Re-run every option set at 1 and leave the From the Start of the prior run selected.  Click <OK>.

Step 6
In the Upon Completion area, click the Options button and change the number of Copies to zero (this is a process, no output is created).

Step 7
Click on the SUBMIT button.

Deleting RPAs

Background
In DCPDS, users have the capability to “Delete” RPAs from their inbox/groupbox.  The term “Delete” is misleading because those RPAs are not truly deleted from the database; rather they show up in the history as a “Canceled” action.  In many cases, an accurate picture is not reflected.  There are times that a valid action is truly cancelled, there are also times when an action should be completely deleted from the DCPDS database, as if it never existed.  

NOTE:  There are current problems in DCPDS where the system saves an RPA to the database but it is not accessible to any inbox/groupbox because the user did not properly route the RPA, which compounds the problem.

Step
Action

1
Using CIVDOD SYSADMIN REGION GUI responsibility, navigate to Process and Reports (  Submit Processes and Reports.

2
Select OK for Single Request

3
Open the “Name” LOV and choose “Delete Uncompleted RPA”.

4
Parameters window will appear. 
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· When deleting an RPA by Request Number, enter the entire request number followed by the percent sign, i.e., 03MAY2MJ68845R999394%.  LOV will appear if more than one RPA matches the specified criteria, choose the appropriate action and click OK.

· When deleting an RPB by an employee’s name, enter as follows; %Smith%. LOV will appear if more than one RPA matches the specified criteria, choose the appropriate action and click OK.

· When deleting an RPA by PA_REQUEST_ID enter a percent sign, the PA_REQUEST_ID and another percent sign. LOV will appear if more than one RPA matches the specified criteria, choose the appropriate action and click OK.

Click OK to close Parameters window.

5
Click Submit

Process Log for Deleted RPA’s
Use the following steps to check the Process Log for RPA’s that have been deleted on a particular day.

Step
Action

1
Using CIVDOD SYSADMIN HR MANAGER responsibility, navigate to Federal Maintenance Forms   Process Log

2
Press [F11] to enter Query mode and type “DELRPA” in the Program name field, press [CTRL F11] to execute the Query.
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3
· Process log will display all the RPA’s that were deleted on the specified Log Date.

· Only one DELRPA log file is created per day.  
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Part 5: Interface Systems

Coredoc System Administration

Introduction
This section covers (1) setting up users to use the Coredoc application (step 12 of the user ID checklist) and modifying and/or deleting Coredoc users.

The role of Coredoc Super User is the only user that can add, modify, or delete Coredoc users in Oracle HR.  The initial Coredoc super user was identified during deployment of DCPDS 10.7 and normally is the DCPDS System Administrator in Code 20.

Adding a Coredoc User

When used
Step 12 of the user ID checklist is required for any user who will be using the Coredoc application in DCPDS. 

Overview
*   An individual must have a User ID in DCPDS before they can be given access to Coredoc. 

*   The System Administrator must be assigned as a Coredoc Super User in Oracle HR in order to add, modify or delete Coredoc users. 

Adding a Coredoc user
Follow these steps to add a Coredoc user (illustration follows):

Step
Action

1
Using the CIVDOD SYSADM HR MANAGER responsibility, navigate to Add Coredoc Users.

2
Select System Administration from the ‘Utility’ drop down menu.

3
Select the Action drop down menu and choose Add User.

4
When the Users not in Coredoc window appears, select the appropriate User ID to add.  

5
Select the appropriate agency code and click OK.

6
Next, set the Coredoc Access type.  Click in the Coredoc Access block, and the Coredoc Access List Of Values will appear.  Choose the appropriate Coredoc Access type.  

Note:  Super User access enables the user to add new Coredoc users and should be retained for systems administration use only.

7
Click the appropriate additional settings for each user (i.e., critical/noncritical, percentage for FWS, etc. according to the region’s policies.

8
Save, then click Exit. Exit several times, using either <Exit> buttons on the screen or the top line menu (Action( Exit, File(Exit) before completely exiting Coredoc.  When selecting  File(Exit, the message below will appear, Click “YES” to the navigator.
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Adding Coredoc User screen
This is the screen used to set the options for Coredoc users:
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Modifying and deleting Coredoc users
Follow these steps to modify a Coredoc user account, or to delete a Coredoc user:

Step
Action

1
In the CIVDOD SYSADMIN HR MANAGER responsibility, navigate to Add Coredoc Users.

2
Select ‘System Administration’ from the ‘Utility’ drop-down menu.

3
Navigate to the Actions drop down menu and select Modify or Delete User.

4
When the Coredoc Users form appears, select the user you wish to modify or delete and click <OK>.

5
· To modify, make the modifications as needed.

· To delete, click the Delete button.  The user will be deleted from the list of Coredoc users.

NOTE: A user who has created Coredocs cannot be deleted.  See instructions below to get around this restriction.

6
Save, then exit.

Deleting Users with associated Core Documents

Overview
When deleting a user that has associated Core Documents, the following message will be received:  “This user has Core Documents.  You must delete them or reassign them before deleting the user.”  Use the ‘Mass Ownership Change’ option to reassign them to another user.  Otherwise, the option is to individually delete each core document.  The mass ownership change option is simpler.

Step
Action

1
In the CIVDOD SYSADMIN HR Manager responsibility, navigate to Add COREDOC Users.   

2
Click on Utility > System Administration.  Click on Action > Mass Ownership Change. 

3
Select the User to receive the core documents.  Click on OK.

4
Select the User that is being deleted and click on OK.

5
The Action – Mass Ownership Change box displays the old author and the new author.   If this is correct, click OK.  The system will display the change has been accomplished.  Now go in and delete the Coredoc User that originally had the Coredocuments.

OTA Systems Administration

Introduction
Oracle Training Administration (OTA) is a separate product from the Oracle HR that DOD has purchased and included as part of the DCPDS “package.” 

· OTA has “view all” and “secure view” responsibilities similar to Oracle HR; however, OTA security is “piggybacked” on the security apparatus of Oracle HR.  Hence a secure profile created in Oracle HR can also be used in OTA to restrict a user’s access to records.  

· Several operations in OTA can only be performed with a secure responsibility. 

Coverage
· This section discusses systems administration duties necessary for users to use OTA.  In order to link the user to OTA a secure view must be applied to the user ID in the system profile.  

Applying Security to a User ID for OTA 

Overview
Step 7 of the user ID checklist applies a secure profile to a user ID and links this security to OTA.  

· Unlike Oracle HR, this is a separate step that must be done to apply security to OTA.

When used
This step is required for all OTA users, including those in the HRSC. 

Note:  The automated secure user ID build process does not currently create a secure OTA responsibility. Applying Security for OTA users is done after creating a secure profile; see Creating a New Responsibility, page 1-31.

Securing OTA for a user
Follow these steps to link a user ID and a secure profile to OTA (illustration follows):

Step
Action

1
Using the CIVDOD SYSADMIN REGION GUI responsibility, navigate to Profile ( System.  

2
On the “Find System Profile Values” window, click in the “User” box, then type the beginning of  the user ID and press Tab to bring up the User Name.

3
[Tab] to the Profile field, and type OTA%.

4
Click the <Find> button.

5
In the profile row associated with OTA Secure User, click in the User column and type the secure profile being assigned to this user, e.g., SW68711.  Note:  this is the Secure Profile Name, NOT the Responsibility.

6
Save and then close the window.

OTA Secure User screen
This is the OTA Secure User screen used to secure all OTA responsibilities for a user:
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CSU Application

Overview
The Customer Service Unit (CSU) Application is a data-reporting tool.   It is kept current through nightly updates or refreshes from the DCPDS database.  The CSU database is specifically set up for data retrieval by the local HROs and the managers and other end users serviced by that HRSC.  

Users will need an account for OCHR Citrix  to access CSU and a separate logon (user ID) for the CSU Application since it is a totally separate application

NOTE:  Access to OCHR Citrix Portal required to access CSU application.

When used
Step 13 of the user ID checklist is required for anyone who will be accessing the CSU Application. 

CSU database name
The database name (alias) of CSU will be used when logging on to the CSU Application (the third line of the CSU logon window shown below).  
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· Database names are maintained in the tnsnames.ora file on the Citrix server.

Creating a CSU Application user ID
Follow the steps below to create a CSU Application user ID (you must have Systems Administrator access to the CSU Application).  Steps are shown for managers, personnelists, and systems administrators.  Screen illustration follows.

Step
Action

1
Log into Citrix at https://hrsc.donhr.navy.mil/.

2
Start up the CSU Application for appropriate region.

3
On the logon screen, type in your user ID and password and CSU for the database.  Click <Connect>.

4
When the first Civilian Servicing Unit Options Screen appears click the <OK> button. 

5
When the Civilian Servicing Unit Application screen appears, click the <Sys Admin> button on the bottom row. 

6
When the USER_WINDOW form appears, place the cursor in the Oracle User ID block.  Enter the User ID being created.  It is DoN policy to use the same user ID for both DCPDS and CSU.  If an individual does not have a DCPDS account, follow the standard naming convention for the CSU User ID.

7
Click on the <Password> button. The “Add New User?” window will appear, confirming the addition of this new user.  Click <Yes>.

8
The Change Oracle Password window appears.   Type in a password (twice) and click <Accept>.  Passwords must be at least 8 characters long.  NOTE:  Password follows same requirements as DCPDS passwords found on page 2-1.

7
Enter the remaining data on the left side of the screen:

· User’s Name:  enter last name, first name (or follow the region’s convention).  

· Social Security Number:  do not use hyphens. 

· Agency Support Flag:  NV for DoN users.
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Identify type(s) of user roles
On the right side of the User ID screen, click in the appropriate blocks to identify the type of user being created:

· CPO – select if the user works in the HRSC or HRO.

· Administration – select for end users (outside of civilian personnel) who do not have both request/authorize capabilities for RPA’s.

· Manager – select for manager/supervisor who have both request and authorize capabilities for RPA’s.

· Sys Admin – select only for those who will need the SysAdmin role (allows the user to create or modify CSU Application user accounts).

Identify org components
Click on the <Org Component> button to identify the organizations to which this user should have access.  Click <OK> when done.

· Entries are made the same as they are when creating a secure user ID (see Org Component Security, page 1-11).  

· To provide access to all the records in the database, enter  %.  

· For each org component listed, add the associated “roles” (M-manager, A-dmin, C-civpers). 
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Identify position types
Click on the <Position Type > button to identify the types of employee records to which this user should have access or input % for access to all types.  Click <OK> when done.
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Save the user ID
Click the <Save> button on the USER_WINDOW screen when you have completed the required information. A box appears asking “Do you want to build security for this user now?”.  Click <Yes>.   Then Click <Exit> if you are done creating accounts, or proceed to create another new account.

Modifying user accounts
To modify an existing User Account, place cursor in the Oracle User ID block. Click <List> at the bottom of the form and select the User ID from the list.  Make the changes and save.

· To change the actual user ID, delete the account and re-build it.
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Part 6: Problems

Problem Reporting

Overview
What are problems and how are they handled?  Definitely can be confusing.  Differentiation must be made between a true problem, system maintenance and a system enhancement. 

Terms
The following terms are used in this section:

Term
Definition

Problem Report
Appropriate when some functionality or system process is not working properly.  Generally, something that used to work but doesn’t anymore.

Change Request Transmittal (CRT)
Maintenance in nature, i.e., updates to existing tables, modifications to existing processes/routines to correct a deficiency.

System Change Request (SCR)
Adds a new and/or improved process or functionality, true enhancement to system.

Problem Types
Systems errors and problems are a fact of life in any large, robust computer application.  Some of the more common types of systems errors include:

· Trigger errors

· F45RUN errors

· General Protection Faults (GPFs)

In addition, there are certain functions that do not always work as expected – program errors that have been identified but for which no solutions have yet been devised.  Problems such as these require a Problem Report.

All problems are reported using DoN’s Remedy reporting tool located at OCHR-SA.  At the Regions, Code 20 personnel are the only authorized users of Remedy.  OCHR-SA has published a Guide for reporting problems. (Ref:  Office of Civilian Human Resources DCPDS Problem Reporting Guide, dated 11/19/03)

There is also a need for a method of identifying system maintenance/changes.  Changes such as these require a CRT or SCR for implementation. (Ref: DCPDS System Advisory Notice (SAN) 02-07 dated 08/08/02 and email from Sandy Sawa (Hunt) dated 06/25/01.

Part 7: APPENDICES

APPENDIX A – Comparison of 10.7 and 11i Concurrent Reports

10.7 Concurrent Reports for Fed HR

11i Concurrent Reports for Fed HR


Program Name
Title
Program Name
Title

DTSADDPAY
DTS Add Payroll
DTSADDPAY
DTS Add Payroll

DTSAUTOINSORGINFO
DTS Organization Auto Insert Info
DTSAUTOINSORGINFO
DTS Organization Auto Insert Info

DTSCAOPEREX
DTS Cao Person Extra Info
DTSCAOPEREX
DTS Cao Person Extra Info

DTSCREATE
DTS Create SF52
DTSCREATE
DTS Create SF52

DTSDELETEELEM
DTS Delete Pay Element Entries
DTSDELETEELEM
DTS Delete Pay Element Entries

DTSDELETEFNDLKP
DTS Delete Fnd Common Lookups
DTSDELETEFNDLKP
DTS Delete Fnd Common Lookups

DTSDELETEORGELE
DTS Organization Elements Delete
DTSDELETEORGELE
DTS Organization Elements Delete

DTSDELETEPERDEL
DTS Delete Person
DTSDELETEPERDEL
DTS Delete Person

DTSDELETEPERLKP
DTS Delete Per Common Lookup Type
DTSDELETEPERLKP
DTS Delete Per Common Lookup Type

DTSDELETEPOS
DTS Delete Position
DTSDELETEPOS
DTS Delete Position

DTSDELETEPOSELE
DTS Position Elements Delete
DTSDELETEPOSELE
DTS Position Elements Delete

DTSDELPEREX
DTS Delete Person Extra Info
DTSDELPEREX
DTS Delete Person Extra Info

DTSDELPERSIT
DTS Delete person SIT
DTSDELPERSIT
DTS Delete person SIT

DTSEXHAND
DTS_HANDLE_EXTRA_INFO
DTSEXHAND
DTS_HANDLE_EXTRA_INFO

DTSEXTRA
DTS Create Extra Info
DTSEXTRA
DTS Create Extra Info

DTSEXTRAINFODELETEPOS
DTS Extra Info Delete Position
DTSEXTRAINFODELETEPOS
DTS Extra Info Delete Position

DTSEXTRAINFOINSERTPOS
DTS Extra Info Insert Position
DTSEXTRAINFOINSERTPOS
DTS Extra Info Insert Position

DTSEXTRAINFOUPDATEPOS
DTS Extra Info Update Position
DTSEXTRAINFOUPDATEPOS
DTS Extra Info Update Position

DTSEXUPD
DTS UPDATE SF52 EXTRA INFO
DTSEXUPD
DTS UPDATE SF52 EXTRA INFO

DTSINSASGTEX
DTS Insert Assignment Extra Info
DTSINSASGTEX
DTS Insert Assignment Extra Info

DTSINSERTADD
DTS Insert Address
DTSINSERTADD
DTS Insert Address

DTSINSERTELEM
DTS Insert Pay Element Entries
DTSINSERTELEM
DTS Insert Pay Element Entries

DTSINSERTFNDLKP
DTS  Insert  Fnd Common Lookups
DTSINSERTFNDLKP
DTS  Insert  Fnd Common Lookups

DTSINSERTJOB
DTS Insert Job
DTSINSERTJOB
DTS Insert Job

10.7 Concurrent Reports for Fed HR

11i Concurrent Reports for Fed HR


Program Name
Title
Program Name
Title

DTSINSERTORGELE
DTS Organization Elements insert
DTSINSERTORGELE
DTS Organization Elements insert

DTSINSERTORGINFO
DTS Organization Insert Info
DTSINSERTORGINFO
DTS Organization Insert Info

DTSINSERTORGSTR
DTS Organization Structures Insert
DTSINSERTORGSTR
DTS Organization Structures Insert

DTSINSERTORGUNITS
DTS Organization Insert Units
DTSINSERTORGUNITS
DTS Organization Insert Units

DTSINSERTPERLKP
DTS Insert Per Common Lookup Type
DTSINSERTPERLKP
DTS Insert Per Common Lookup Type

DTSINSERTPOS
DTS Insert Position
DTSINSERTPOS
DTS Insert Position

DTSINSERTPOSELE
DTS Position Elements insert
DTSINSERTPOSELE
DTS Position Elements insert

DTSINSERTPOSSTR
DTS Position Structures insert
DTSINSERTPOSSTR
DTS Position Structures insert

DTSINSERTQPOS
DTS Quick Copy POSITION insert
DTSINSERTQPOS
DTS Quick Copy POSITION insert

DTSINSERTSITPER
DTS PERSON SIT INSERT
DTSINSERTSITPER
DTS PERSON SIT INSERT

DTSINSGRADE
DTS Insert Grade
DTSINSGRADE
DTS Insert Grade

DTSINSGRDDEF
DTS Insert Grade Define
DTSINSGRDDEF
DTS Insert Grade Define

DTSINSLOC
DTS Locations Insert
DTSINSLOC
DTS Locations Insert

DTSINSLOCEX
DTS Location Extra Info
DTSINSLOCEX
DTS Location Extra Info

DTSINSPEREX
DTS Insert Person Extra Info
DTSINSPEREX
DTS Insert Person Extra Info

DTSINSPERSON
DTS Insert Person
DTSINSPERSON
DTS Insert Person

DTSMASUPDAPP
DTS REMOTE MASS UPDATE APPLICANTS
DTSMASUPDAPP
DTS REMOTE MASS UPDATE APPLICANTS

DTSPADPROCESS
DTS  Pad Payroll
DTSPADPROCESS
DTS  Pad Payroll

DTSPAYREVERSE
DTS  Payroll Reverse
DTSPAYREVERSE
DTS  Payroll Reverse

DTSPROC
DTS Remote Process SF52
DTSPROC
DTS Remote Process SF52

DTSPROC52ELE
DTS  Element Process SF52
DTSPROC52ELE
DTS  Element Process SF52

DTSQCPYPOSEXINFO
DTS Quick Copy Position Extra Info Insert
DTSQCPYPOSEXINFO
DTS Quick Copy Position Extra Info Insert

DTSREMARK
DTS Create PA Remarks
DTSREMARK
DTS Create PA Remarks

DTSRESELENTY
DTS Resolve Element Entry Id
DTSRESELENTY
DTS Resolve Element Entry Id

DTSRESUBMITCONCREQ
Resubmit Errored Concurrent Requests
DTSRESUBMITCONCREQ
Resubmit Errored Concurrent Requests

DTSSF52KEYS
DTS Resolve SF52 Keys
DTSSF52KEYS
DTS Resolve SF52 Keys

DTSSHADOW
DTS Create SF52 Shadow
DTSSHADOW
DTS Create SF52 Shadow

DTSSUSPENSE
DTS Call to Suspense Control Prgm
DTSSUSPENSE
DTS Call to Suspense Control Prgm

DTSTEST
Dts Test
DTSTEST
Dts Test

DTSTST
Test_for_DTS
DTSTST
Test_for_DTS

DTSUPDAPLASN
DTS_REMOTE_APPL_ASSGN_UPD
DTSUPDAPLASN
DTS_REMOTE_APPL_ASSGN_UPD
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11i Concurrent Reports for Fed HR


Program Name
Title
Program Name
Title

DTSUPDASGTEX
DTS Update Assignment Extra Info
DTSUPDASGTEX
DTS Update Assignment Extra Info

DTSUPDASSIGN
DTS Update Assignments
DTSUPDASSIGN
DTS Update Assignments

DTSUPDATEADD
DTS Update Address
DTSUPDATEADD
DTS Update Address

DTSUPDATEAPP
DTS Update Applicant
DTSUPDATEAPP
DTS Update Applicant

DTSUPDATEELEM
DTS Update PAY ELEMENT ENTRIES
DTSUPDATEELEM
DTS Update PAY ELEMENT ENTRIES

DTSUPDATEFNDLKP
DTS Update  Fnd Common Lookups
DTSUPDATEFNDLKP
DTS Update  Fnd Common Lookups

DTSUPDATEJOB
DTS Update Job
DTSUPDATEJOB
DTS Update Job

DTSUPDATEORGELE
DTS Organization Elements Update
DTSUPDATEORGELE
DTS Organization Elements Update

DTSUPDATEORGINFO
DTS Organization Update Info
DTSUPDATEORGINFO
DTS Organization Update Info

DTSUPDATEORGSTR
DTS Organization Structures Update
DTSUPDATEORGSTR
DTS Organization Structures Update

DTSUPDATEORGUNITS
DTS Organization Update Units
DTSUPDATEORGUNITS
DTS Organization Update Units

DTSUPDATEPERLKP
DTS Update Per Common Lookup Type
DTSUPDATEPERLKP
DTS Update Per Common Lookup Type

DTSUPDATEPOS
DTS Update Position
DTSUPDATEPOS
DTS Update Position

DTSUPDATEPOSELE
DTS Position Elements Update
DTSUPDATEPOSELE
DTS Position Elements Update

DTSUPDATEPOSSTR
DTS Position Structures Update
DTSUPDATEPOSSTR
DTS Position Structures Update

DTSUPDATESITCAO
DTS PERSON CAO SIT
DTSUPDATESITCAO
DTS PERSON CAO SIT

DTSUPDATESITPER
DTS PERSON SIT UPDATE
DTSUPDATESITPER
DTS PERSON SIT UPDATE

DTSUPDENDAP
DTS Update End Application
DTSUPDENDAP
DTS Update End Application

DTSUPDENDEMP
DTS Update End Employment
DTSUPDENDEMP
DTS Update End Employment

DTSUPDGRADE
DTS Update Grade
DTSUPDGRADE
DTS Update Grade

DTSUPDGRDDEF
DTS Update Grade Define
DTSUPDGRDDEF
DTS Update Grade Define

DTSUPDLOC
DTS Locations Update
DTSUPDLOC
DTS Locations Update

DTSUPDLOCEX
DTS Update Location Extra Info
DTSUPDLOCEX
DTS Update Location Extra Info

DTSUPDPEREX
DTS Update Person Extra Info
DTSUPDPEREX
DTS Update Person Extra Info

DTSUPDPERSON
DTS person update
DTSUPDPERSON
DTS person update

DTSUPDPOSVAL
DTS Validate Position
DTSUPDPOSVAL
DTS Validate Position



GH113R
SF113A - Federal Civilian Employment Rpt



GHGRDCMB
Create Federal HR valid combinations for the Grade KF



GHMALISA
Mass Awards PA List for All



GHMALISE
Mass Awards PA List for Employees



GHMAWDES
Mass Awards De-Selection

10.7 Concurrent Reports for Fed HR

11i Concurrent Reports for Fed HR


Program Name
Title
Program Name
Title



GHMAWPRE
Mass Awards Preview

GHMILISA
Mass Transfer In PA Listing For All
GHMILISA
Mass Transfer In PA List for All

GHMILISE
Mass Transfer In PA List for Employee
GHMILISE
Mass Transfer In PA List for Employees

GHMREDES
Mass Realignment De-selection
GHMREDES
Mass Realignment De-Selection

GHMREPRE
Mass Realignment Preview
GHMREPRE
Mass Realignment Preview

GHMRLISA
Mass Realignment PA Listing For All
GHMRLISA
Mass Realignment PA List for All

GHMRLISE
Mass Realignment PA Listing for Employee
GHMRLISE
Mass Realignment PA List for Employees

GHMSLDES
Mass Salary De-Selection Report
GHMSLDES
Mass Salary De-Selection

GHMSLISA
Mass Salary PA Listing for All
GHMSLISA
Mass Salary PA List for All

GHMSLISE
Mass Salary PA Listing for Employee
GHMSLISE
Mass Salary PA List for Employees

GHMSLPRE
Mass Salary Preview
GHMSLPRE
Mass Salary Preview

GHMTIDES
Mass Transfer In De-selection
GHMTIDES
Mass Transfer In De-Selection

GHMTIPRE
Mass Transfer In Preview
GHMTIPRE
Mass Transfer In Preview

GHMTLISA
Mass Transfer Out PA Listing For All
GHMTLISA
Mass Transfer Out PA List for All

GHMTLISE
Mass Transfer Out PA List for Employee
GHMTLISE
Mass Transfer Out PA List for Employees

GHMTODES
Mass Transfer Out  De-selection
GHMTODES
Mass Transfer Out  De-Selection

GHMTOPRE
Mass Transfer Out Preview
GHMTOPRE
Mass Transfer Out Preview



GHRBRK
AA/EEO Breakdown Report

GHRCPDFD
CPDF Dynamics Report
GHRCPDFD
CPDF Dynamics Report

GHRCPDFO
CPDF Organizational Component Translation Report
GHRCPDFO
CPDF Organizational Component Translation Report

GHRCPDFS
CPDF Status Report
GHRCPDFS
CPDF Status Report

GHRLOCOC
Location Occupancy Report
GHRLOCOC
Location Occupancy Report

GHRPDI
Position Description
GHRPDI
Position Description

GHRRIF
Reduction In Force Retention Register
GHRRIF
Reduction In Force Retention Register

GHRSF50
Notification of Personnel Action
GHRSF50
Notification of Personnel Action

GHRSF50B
Batch Print Notification of Personnel Action
GHRSF50B
Batch Print Notification of Personnel Action

GHRSF52
Request for Personnel Action
GHRSF52
Request for Personnel Action

GHRXFRMD
CPDF Dynamics Report Transmittal Form
GHRXFRMD
CPDF Dynamics Report Transmittal Form

GHRXFRMO
CPDF Organizational Component Translation Transmittal Form
GHRXFRMO
CPDF Organizational Component Translation Transmittal Form

GHRXFRMS
CPDF Status Report Transmittal Form
GHRXFRMS
CPDF Status Report Transmittal Form

GHR_DUTY_STATION_JAN99
Duty Station Conversion
GHR_DUTY_STATION_JAN99
Duty Station Conversion

10.7 Concurrent Reports for Fed HR

11i Concurrent Reports for Fed HR


Program Name
Title
Program Name
Title

GHR_INIT_PROC_FUTURE_SF52
Initiate Process Future Dated SF52 Due For Processing
GHR_INIT_PROC_FUTURE_SF52
Process Future Dated RPA

GHR_WGI_PROCESS
Start Automatic WGI Process
GHR_WGI_PROCESS
Process Automatic WGI

GHSF113A
SF113A - Federal Civilian Employment Report
GHSF113A
SF113A - Federal Civilian Employment Report



GHSPINFO
Create Federal HR Special Info Types

SUBMIT_CUST_MASS_REAL
Start Automatic Custom Mass Realignment Process
SUBMIT_CUST_MASS_REAL
Start Automatic Custom Mass Realignment Process

SUBMIT_MASS_APPRAISALS
Start Automatic Mass Appraisals Process
SUBMIT_MASS_APPRAISALS
Start Automatic Mass Appraisals Process

SUBMIT_MASS_APPR_LOAD
Start Automatic Mass Appraisals Load Process
SUBMIT_MASS_APPR_LOAD
Start Automatic Mass Appraisals Load Process

SUBMIT_MASS_AWARDS
Start Automatic Mass Awards Process
SUBMIT_MASS_AWARDS
Start Automatic Mass Awards Process

SUBMIT_MASS_AWARDS_LOAD
Start Automatic Mass Awards Load Process
SUBMIT_MASS_AWARDS_LOAD
Start Automatic Mass Awards Load Process

SUBMIT_MASS_POSITIONS
Start Automatic Mass Positions Process
SUBMIT_MASS_POSITIONS
Start Automatic Mass Positions Process

SUBMIT_MASS_REALIGNMENT
Start Automatic Mass Realignment Process
SUBMIT_MASS_REALIGNMENT
Process Mass Realignment

SUBMIT_MASS_SALARY_PROCESS
Start Automatic Mass Salary Process
SUBMIT_MASS_SALARY_PROCESS
Process Mass Salary

SUBMIT_MASS_TO_AWARDS
Start Automatic Mass Time Off Awards Process



SUBMIT_MASS_TRANSFER_IN
Start Automatic Mass Transfer In
SUBMIT_MASS_TRANSFER_IN
Process Mass Transfer In

SUBMIT_MASS_TRANSFER_OUT
Start Automatic Mass Transfer Out
SUBMIT_MASS_TRANSFER_OUT
Process Mass Transfer Out
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APPENDIX B – Report Index

REPORT TITLE                                
CIVDOD REPORTS
CIVDOD VSB REPORT
US FED HR MGR
CIVDOD PERSONNELIST
CIVDOD MGR
CIVDOD SUPER-VISOR
CIVDOD SYS ADMIN HR MGR
CIVDOD SYSADMIN REGION GUI &       SYSTEM ADMIN GUI

Acquisition Data (ACQCT1)
X
X


X
X



Acquisition Employee Career Brief (ACQBR1)
X
X


X
X



Acquisition Initial Appraisal Overdue (XACQAP)
X








Acquisition Position Supplemental PD Cover Sheet (ACQPOO)
X








Acquisition Professional Development Program (APDP) Certification/Qualification Level (RPCERT)
X








Action Has Precedence Over Suspension (XSUSP1)
X








Active Responsibilities







X

Active Users







X

Advance Notice To Complete Action-Retirement Processing (RETCHK)
X
X


X
X



Advance Notice To Complete Action-Retirement Processing (To Civilian Pay) {PAYPRJ)
X
X


X
X



AFCPDE Dynamics Report
X

X



X


AFCPDFS Status Report
X

X



X


Aggregate Salary Limitation (XPAY)1)
X








Aggregate Pay Limitation Notification (XYRAGG)
X








Aging of separation (CMSGESEP)
X








Annual Review of Retention Allowance (XRTAL2)
X








Annual/Initial Performance Appraisal Due (XAPPDU)
X








Applicant Maintenance (XDIS01)
X








Appraisal For Step Increase (WGI-04)
X
X


X
X



Audit Trail Update Tables







X

Authorized Hours/Salary Limitation (XAPTWR
X








CAO Batch Process


X



X


CAO Cancellation/No Find (XCAONF)
X








CAO /Transfer SF50 (Notification Of Personnel Action)


X
X


X


REPORT TITLE                                
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US FED HR MGR
CIVDOD PERSONNELIST
CIVDOD MGR
CIVDOD SUPER-VISOR
CIVDOD SYS ADMIN HR MGR
CIVDOD SYSADMIN REGION GUI &       SYSTEM ADMIN GUI

CPDF Error Report (CP3TUS Record) (CPDF-3)
X








CPDF Error Report (CP4MIC Record) (CPDF-4)
X








CPDF Error Report (Dynamic Record) (CPDF-2)
X








CPDF Error Report (Status Record) (CPDF-1)
X








Career Brief-Employee Only (CARBRF)
X








Career Brief-Retention Register Supplement (CARBRH)
X
X


X
X



Certification of Investigation (INVEST)
X
X


X
X



Certification Statement on Completion of Probation (CPROMO)
X








Change in Adverse Information (XADV01)
X








Change in Bargaining Unit (XREBUS)
X








Change in Part-Time Work Hours (XPTFUP)
X








Change in Work Schedule (XCHGWS)
X








Change To Intermittent Work Schedule (XINTAP)
X








Change in Blue Collar EEO Workforce Profile by WD/WG Grade Groups(CMCHGB_G)
X








Change in White Collar EEO Workforce Profile by GS Grade Groups(CMCHW_G)
X








Civil Service Retirement Annuity Computation (RETTWD)
X








Civilian Performance Rating (CIVPER)
X








Civilian Career Program Brief (ACQ-01)
X








Civilian Career Program Brief (Option 5) (HAFBERS)
X








Civilian Employee Resume (MSTR-1)
X








Civilian Employee Utility Brief (UTBRF4)
X
X


X
X



Civilian Training Nomination (NOMRIP)
X
X


X
X



College Graduation (XEDU01)
X








Completed Concurrent Requests Report







X

Completion Of Probation Period (TR-020)
X
X


X
X



Completion Of Probationary Period (TR-007)
X
X


X
X



Completion Of Probationary Period (To Supervisor) (AR-007)
X
X


X
X



Completion Of Probationary/Trial Period (REV-02)
X
X


X
X
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Completion Of Supervisory/Managerial Probation Period (TR-019)
X
X


X
X



Completion Of Trial Period (TR-021)
X
X


X
X



Concurrent Program Details Report







X

Concurrent Programs Report







X

Conversion Of Intermittent Employee(s) (XINTCV)
X
X


X
X



Conversion Of Veteran Readjustments (XVRACV)
X








Conversion To Career-LWOP (XCRLWP)
X








Correction SF002(Correction Of Personnel Action)
X

X



X


Critical Acquisition Service Agreement (XACQSV)
X








Cross-Validation Rule Violation Report







X

Cross-Validation Rules Listing







X

Current Status Of Employee's Security Clearance (SECNAV)
X
X


X
X



Date Position Obligation Expires (POBLEX)
X
X


X
X



DCPS PAYROLL INTERFACE REPORT
X








DCPS PAYROLL INTERFACE REPORT FOR 100 CHARACTER



X





DCPS PAYROLL INTERFACE REPORT FOR 500 CHARACTER



X





Deletion Of Career Program Registration (DELCPR)
X
X


X
X



Deliver Output Products
X

X



X


DIN JAR Updated Via Reverse Payroll Interface (XRPAY1)
X








DO_COPY
X








DO_FTP
X








DO_LP
X








DO_MAIL
X








DO_PRINT
X








Duty Station Position/Assignment Mismatch (POSLOC)
X








EEO Counselor's Work Sheet And Report (EEO-18)
X








Education And Training Brief (EDTRBA)
X








Education And Training Brief (EDTRBR)
X
X


X
X
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CIVDOD SYS ADMIN HR MGR
CIVDOD SYSADMIN REGION GUI &       SYSTEM ADMIN GUI

Eligibility For Thrift Savings Plan Letter (TSPFER)
X
X


X
X



Eligibility Of Conversion To Career Conditional Appointment (CONHCP)
X
X


X
X



Emerg Essntl POSN/Military Recall Status (XSKEY1)
X








Employee Entitlements (PYENT2)
X








Employee Record Audit (RECAUD)
X
X


X
X



Employee Return Rights Cancelled (XRTRT3)
X








Employee Returning To Your Installation (XRTRT2)
X








Employee With One Year Of Non-Pay Time (XLWOP)
X








Employee's Notice Of Official Performance Rating Of Fully Successful (NV-002)
X
X


X
X



Employee[s] Appraisal Due (XDCAA1)
X








Employee[s] Name Change Has Occurred (XDIS03)
X








Employee[s] Position Sensitivity (DIN JPQ) Has Changed (XDIS02)
X








Employee[s] SSAN Has Changed (XDIS06)
X








Employee/Payroll Data Recon (PAYRJ1)
X








Employees Obligation Added (XOBLI1)
X
X


X
X



Employees Who Have Changed Obligated CPCNS (XDBLI2)
X
X


X
X



Evaluation Of The Job Analysis Process (JOBANL)
X
X


X
X



Exception to RIF Release (RIFRLS)
X








Expiration Of FERS Transfer Decision Period (FERSSS)
X
X


X
X



Expiration Of Furlough/LWOP/Suspension (XEXNP1)
X








Expiration Of Local Suspense (XLOCSP)
X








Expiration Of Overseas Tour (XDSTOR)
X








Expiration Of Position NTE Date (XPSNEX)
X








Expiration of Position Obligation (XOBPSN)
X








Expiration Of Pro/Trial Period and/or SUPV-MGR-PROB (XPROB1)
X








Expiration Of Probatiionary Period (XPROBC)
X








Expiration Of Recommendation for Conversion (XRECCV)
X








Expiration Of Recruitment/Relocation Service Agreement (XM52EX)
X
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Expiration Of Reprimand (XREPEX)
X








Expiration Of Retained Grade (XRGEXP)
X








Expiration Of Sabbatical (XSABEX)
X








Expiration Of Temporary Position Change (XPSNCH)
X








Expiration Of Temporary Promotion (XTMPRO)
X








Expiration Of Temporary Reassignment (XREATP)
X








Expiration Of Travel Agreement (XTVLAG)
X
X


X
X



Expiration Of Temporary or Limited Appointment (XAPEX1)
X








Expiration of Temporary/Limited Appointment (XAPEX2)
X








Expiring Position NTE Date (XPSN01)
X








Extract HR for Payroll Recon


X
X


X


Extract T&A for Payroll Recon


X
X


X


FEGLI (Life Insurance) Follow-Up Notice (FEGLI2)
X
X
X

X
X
X


FEGLI Automatic Process


X



X


FEGLI Eligibility Expiration (XFEGLI)
X

x



X


FEHB (Health Insurance) Follow-Up Notice (TR-004)
X
X


X
X



FEHB Expiration (XFEHB1)
X








FERS Transfer Decision Period (FERS-2)
X
X


X
X



FERS Transfer Handbook (XFER01)
X








Foreign Language Proficiency Certification (FLPPC1)
X








Generate Messages







X

Generate Suspense Reports and Transaction Registers


X



X


Geographic Availability Assignment Notice (GEOBVB)
X
X


X
X



HANDICAP CODE DISCREPANCY (XHNDCP)
X








Handicap Code (XHCAP1)
X








Incomplete Retained Grade Area (RETAIN)
X








Initial Performance/Promotion Appraisal Notice (IAP-01)
X
X


X
X



Initial Supervisory Training (To CCPO Training Officer) (JNB0-1)
X
X


X
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Initial Supervisory Training Backlog Notice (JNBO-2)
X
X


X




Initiate Performance Work Plan (PERFWP)
X
X


X
X



Intermittent VRA Conversion (XRAIN)
X








Invalid Slary Lookup Key (SF50 Output Error) (XSALA2)
X








Invalid Salary Lookup Key (XSALA1)
X








Investigation/Adjudication Tracing Report (XDIS04)
X








Italy Employee Information (ITALYP)
X








LQA Payment Transaction Reject (ZLQARJ)
X








LWP Pending Disability Retirement (XLWPEX)
X








Last Notice Named Temporary Employee May Now Be Eligible For Health Benefits (FEHB-T)
X
X


X
X



Leave Without Pay Status (EXLWOP)
X
X


X
X



Letter-Temporary Appointment Pending Establishment Of Register (TAPER)
X
X


X
X



Living Quarters Allowance Amounts Paid (LQAAMT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (ABCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (ACCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (AICERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (ALCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (AMCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (APCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (AQCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (ASCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (ATCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (PRCERT)
X
X


X
X



Mandatory OR Desired Acquisition Training (DOD 5000.52M) (PUCERT)
X
X


X
X



Mandatory Retirement Date Expired (XRETEX)
X








Mandatory Retirement Date Letter (XRETLT) 
X








Menu Report







X

NAF Separation Brief (NAF-16)
X
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Name Change (NAMCHA)
X








NOA 911 Processed

X


X
X



Non-Fulfillment Of Recruitment/Relocation Bonus Service Agreement (SVCAGR)
X








Non-Pay Days SCD Rejects (XNPMJR)
X








Non-Pay Days SCD Total (XNPMJY)
X








Non-Pay Hours Received From Payroll (XNPHRS)
X








Non-Pay Hours Reject (XNPHRR)
X








Non-US Citizen (NAF) Employee Brief (NAVBRF)
X








Not To Exceed (NTE) Date Change (XNTEDT)
X








Notice Of Appraisal Due Because Of Postponement Of WGI Detemination (TR-015)
X
X


X
X



Notice Of Change In Health Benefits Enrollment (FEHB-1)
X
X


X
X



Notice Of Civilian Currently Serving A Probationary Period (CIVPRB)
X
X


X
X



Notice Of Completion Of Handicapped (Sched A) Requirements (HNDCAP)
X
X


X
X



Notice Of Completion Of Probationary Period (TR-017)
X
X


X
X



Notice Of Completion Of  SES Probationary Period (SESPPD)
X
X


X
X



Notice Of Completion Of VRA Requirements (TR-011)
X
X


X
X



Notice Of Delinquent Performance Rating (DIG-01)
X
X


X
X



Notice Of Expiration Of FEHB Dependency (TR-005)
X
X


X
X



Notice Of Expiration Of Re-Employment Rights (TR-008)
X
X


X
X



Notice Of Expiration Of Return Rights (EXPRTS)
X
X


X
X



Notice Of Expiration Of Rotational Assignment (EXROAS)
X
X


X
X



Notice Of Expiration Of Temporary Promotion (EXTMPR)
X
X


X
X



Notice Of Expiration Of Temporary Reassignment (EXTMRE)
X
X


X




Notice Of Expiration Of Travel Agreement (EXTVLR)
X
X


X
X



Notice Of Final Department Of The DoN Decision On Discrimination Complaint (EEO-09)
X








Notice Of Graduation (TPGRAD)
X








Notice Of Proposed Disposition Of Discrimination Complaint (EEO-07)
X








Notice Of Proposed Disposition Of Discrimination Complaint (EEO-08)
X
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Notice Of Requirement For Probationary Rating (AR-001)
X
X


X
X



Notice Of Retirement (To Civilian Pay) (PAYRET)
X
X


X
X



Notice Of Supervisory/Managerial Probationary Period Determination (DIG-06)
X
X


X
X



Notice Of Suspense For Initial Performance/Promotion Appraisal Rating (IAP-02)
X
X


X
X



Notice Of Suspense For Job Performance Appraisal (TR-012)
X
X


X
X



Notice Of Suspense For Job Performance/Promotion Appraisal Due To WGI Denial (REV-01)
X
X


X
X



Notice Of Suspense For Job Performance/Promotion Appraisal Rating (IAP-03)
X
X


X
X



Notification Of Completion Of Overseas Tour Of Duty, Intent And Approval (SACF13)
X








Notification Of Expiration Of Overseas Tour (DIG-07)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OS1-L1)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OS1-L2)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OS4-L2)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OSE-01)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OSE-02)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OSE-03)
X
X


X
X



Notification Of Expiration Of Overseas Tour (OSE-04)
X
X


X
X



Notification Of Expiration Of Overseas Tour (RPOSEA)
X
X


X
X



Notification Of Personnel Action (DEMOSF50)
X

X



X


OFFICIAL RECORD OF TRAINING (NV-11A)
X




X



Obligated Expiration Of Data/Position NTE Date (XDBL14)
X








Obligation Date (XOBLIH)
X








Obligation Moved To Position Already Obligated (XOBLAO)
X








Official Record Of Training (NV-011)
X
X


X




Overdue Performance Appraisal (XAPPR1)
X








Overseas Returnee (XORET)
X








POSN-NTE Date(s) (XPOSNE)
X








PPRS Brief (PPRS-1)
X
X


X
X



PROF DEV PGM DUE AGR
X
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Payroll Reject (PAYNEW)
X


X





Payroll Reverse Interface-Intermittent (XNTM1)
X








Payroll Reverse Interface Full/Part Time Days (XFTP1)
X








Payroll Reverse Interface Hours/Salary Limitation (XAPTL1)
X








Payroll Reverse Interface Rejects-Intermittent (XNTRJ)
X








Performance Appraisals (XAPPR2)
X








Performance Rating (NAVNWC)
X
X


X
X



Permanent Blue Collar Force EEO Profile by Handicap Code (CMBCOL_H)
X








Permanent White Collar Force EEO Profile by Handicap Code (CMWCOL_H)
X








Physicals Due (XRTPHY)
X








Placememt Candidate Record No Find TIC 129 Process (XNOFND)
X








Position Change Notice (POSCHG)
X








Position Change Noticed (NAF) (NAF-14)
X








Position Established Notice (AUTH-1)
X
X


X
X



Position Obligation (XPSN02)
X








Position Sensitivity Change (XPSN03)
X
X


X
X



Position Survey Worksheet (PSNSVY)
X
X


X
X



Previously Obligated Position (XOBLI3)
X








Previously Obligated Record (XOBLRD)
X








Prints Environment Variable Values







X

Priority Special Placement Area Review (XPPA01)
X
X


X
X



Priority Special Placement Area Update (XPPA02)
X








Priority Special Placement Area Update Required (XPPA86)
X








Probationary Period For Supervisory/Managers (PROBMS)
X
X


X
X



Projected Retirement-Advance Employee Notice (PRJRET)
X
X


X
X



Promotion Of Trainee (XTRNEP)
X








Pseudo SF 50



X





Purge Concurrent Request and/or Manager Data







X
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Purge Sign-on Audit Data







X

RECON Individual Mismatch Report
X

X
X


X


RECON Organization Data Mismatch Report
X

X
X


X


RECON Statistical Recap Report
X

X
X


X


RECON T&A Data Mismatch Report
X

X
X


X


RECON T&A Statistical Recap Report
X

X
X


X


RECON on Payroll not on Personnel
X

X
X


X


RECON on Personnel not on Payroll
X

X
X


X


RTD SCD Adjustment (SRTDMJ)
X








Re-Employed Annuitant Update Annuity (XANM5L)
X








Re-Employed Annuitant(s) Retirement Annuity (RETANT)
X








Recruitment/Relocation Bonus (XRRBON)
X








Replicate Seed Data







X

Report Group Responsibilities







X

Report Sets







X

Reports Set by Responsibility







X

Request For Extension Of Overseas Employment Beyond Five Years (OS2-l1)
X
X


X
X



Request For Extension Of Overseas Employment Beyond Five Years (OS3-l1)
X
X


X
X



Request For Secretary Of The DoN Decision Without A Hearing (EEO-12)
X








Required Continuous Service Obligation Letter (OBLSER)
X
X


X
X



Reserve Category (XRESCA)
X








Retired Reservist (RS-001)

X


X
X



Return Rights Expiration (XRTEXP)
X








Returned Rights Obligation Missing (XOBLMS)
X








Reverse Interface Separation Package Update (XRETNT)
X








Review Previous CPCN For Obligation Data (XOBLRW)
X








SCD Changed On Return To Duty (RTD) CAO (XSCDCH)
X








SF-52 Tracking Actions
X
X
X
X
X
X
X
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SUPV-MGR Probation Requirement (XSUPV2)
X








Security Clearance Eligibility Record (SECLN3)
X
X


X
X



Separation Brief (SEPBRF)
X








Service Computation Date-Intermittent Employee (XSCDIN)
X








Service Computation Date Adjustment (XSCDNP)
X








Service Obligation Verification (XSVOBL)
X
X


X
X



Severence Pay Calculation Worksheet (SEVPAY)
X








Severance Pay Calculation work
X








Sign-on Audit Concurrent Requests







X

Sign-on Audit Forms







X

Sign-on Audit Responsibilities







X

Sign-on Audit Unsuccessful Logins







X

Sign-on Audit Users







X

Supervisor Differential (XSUPVD)
X








Supervisor's Employee Brief (AF Form 971-NAF) (NAF-28) 
X
X


X
X



Supervisor's Employee Brief (AF Form 971-NAF) (NAF-29) 
X








Supervisor's Employee Brief (SUPBRF) 
X
X


X
X



Supervisory Certification For Career Promotion (CARPRO)
X
X


X
X



Supervisory Certification For Step Increase (TR-013)
X
X


X
X



Supervisory Certification For Step Increase (WGI-01)
X
X


X
X



Supervisory Certification For Step Increase (WGI-02)
X
X


X
X



Supervisory Certification Of Level Of Competence For GS Step Increase (TR-003)
X
X


X
X



Supervisory Certification for Step Increase (WGI-03)
X
X


X
X



Supervisory Differential (XSUPDF)
X








Supervisory Differential Pay (XSUPDIF)
X








Supervisory/Managerial Probation Completion Notice (TR-009)
X
X


X
X



Supervisory/Managerial Probationary Period-Performance Discussions (US-001)
X








Supervisory/Managerial Probationary Period-Second Discussion (US-002)
X
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Supervisory/Managerial Probationary Period-Third Discussion (US-003)
X








Suspense Concurrent Program List


X



X


Suspense Concurrent Program by Name List


X



X


Suspense For Performance Rating Due To Delay In Aloc Determination (DIG-05)
X
X


X
X



Suspence For Performance Rating Due To WGI Denial (DIG-03)
X
X


X
X



Suspension Indefinite (XSUSP3)
X








Terminal Security Rules







X

Terminal Security for Responsibilities







X

Terminal in a Group







X

TIC C26/226 Processed With Retained Grade Data (RETAI2)
X








TIC Update to Group Din L1A (License Info) Has Rejected (XL1ARJ)
X








TR 20YR SVC COMPLETED AGR
X








TR 880 NO OT DU 2 SEPARATION
X








TR ACCEPT DISMISS COMPLAINT
X








TR ACQUISITION REVIEW
X








TR ADDRESS UPDATE
X








TR AGGREGATE PAY LIMITATION
X








TR AGGREGATE SALARY NOTFICTN
X








TR ANG ACCESSION PROCESSED
X








TR ANG CORRECTION SEX
X








TR ANG DATE OF BIRTH CORRECTION
X








TR APPRAISAL OVERDUE TEMPORARY APPOINTMENT
X








TR AWARD 30 YEARS SERVICE
X








TR AWARD 35 YEARS SERVICE
X








TR AWARD AREA CORRECTED
X








TR BUS CODE CHG VERIFY DUES
X








TR BUS PAYROLL DEDUCT ELIG
X








TR CAO CANCELLED 4 LOSER
X
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TR CAO CANCELLED LOSER
X








TR CAO EFF DT CHGD GAINER
X








TR CAO LOSS ACTION GENERATED
X








TR CAO RETND GR CHECK
X








TR CLSSCMPLNT CNSLNG INCMPL
X








TR CMPLGRNTRNSTMNT CLOSORIG
X








TR CMPLNNT REQ RCONSDOPBREF
X








TR CMPLNNTS REQ2SETL DENIED
X








TR CMPLNTT RNSTMNT DECSN DU
X








TR COMPLNT ENTR ATTRNY FEES
X








TR COMPLNT FWDCY 2 EEOCRA
X








TR COMPLNT NOT CLOSED
X








TR COMPLNT REMANDED Y ORA
X








TR CONUS SELEC NOTIFICATION
X








TR CONV TO CAREER DUE DATA DISCREPANCY
X








TR CONV TO CAREER EXPIRES WITHIN 30 DAYS
X








TR CONV TO CAREER EXPIRES WITHIN 7 MONTHS
X








TR CONV TO CAREER EXPIRES WITHIN 8 MONTHS
X








TR CONV TO CAREER HAS EXPIRES
X








TR DATE RET PKG SENT TO PAYROLL REJECT
X








TR DATE RET PKG TO OPM REJECTED
X








TR DEMO WGI DUE ERROR
X








TR DMOS QUAL
X








TR DMOS QUAL EXP
X








TR DMOS QUAL EXP 1
X








TR DROP ADVERSE INFO
X








TR EMPLOYEE WGI DUE
X








TR ERRONEOUS APPT CANCELLED
X
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TR FIREFIGHTER RETIREMENT CODE
X








TR GM WGI ERROR
X








TR GM WGI ERROR 1
X








TR GS15110LOCALTBLEN TRYMISS
X








TR INIT COMPLNT FILD 30DAYS
X








TR LIMITED APPOINTMENT WILL EXPIRE
X








TR LIMITED APPT WILL EXPIRE
X








TR LOCAL PAY TABLE REJECT
X








TR LWOP EXPIRING NOTIFICATN
X








TR LWOP SUSP FURLO RTD
X








TR MASS PAY ADJ REJECT(GM)
X








TR MATERNITY LV EXPIRING
X








TR MERIT BONUS SAVED PAYOUT
X








TR MERIT BONUS TEMP PROMO
X








TR MERIT BONUS TOP INCR
X








TR MIL FIN CTR UPDATE FOR RETIRED MIL EMP
X








TR MIL RECAL STATUS PENDING
X








TR MISSING PERFORMANCE RATING
X








TR MONTHS ACQUISITION EXP
X








TR NAF AGE65 HEALTH LIFE
X








TR NAF ELIG EXP HEALTH LIFE
X








TR NAF FML DISCP ACT EXPIRING
X








TR NAF INVALDSALRYLOOKUPKEY
X








TR NAF LIFE HELTH DETRMN DU
X








TR NAF LWOP FURLO EXPIRING
X








TR NAF LWOPFURLO EXPRED ACT
X








TR NAF MILORSPONSREMPLMNTDU
X








TR NAF NP HRS MIN WGI DUE
X
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TR NAF OVSEA TOUR EXPIRING
X








TR NAF POSN END DATED ALERT
X








TR NAF POSN NTE DATE EXPIRE
X








TR NAF PRO PER COMPL DUE
X








TR NAF PRO PER COMPL DUE 2
X








TR NAF REJOINRETIRPLN ALERT
X








TR NAF RETAINED GR EXPIRING
X








TR NAF RETN ALLOW DT EXPRNG
X








TR NAF RETRN RGSTS EXPIRING
X








TR NAF RTNDGR EXPRD TAKE ACTN
X








TR NAF SALARY CHANGE ERROR
X








TR NAF SAVEDRATE EXPIRALERT
X








TR NAF TEMPAPPTEXPIRING
X








TR NAF TEMPAPTABOUT TO EXPIR
X








TR NAF TEMPAPTEXPIR NOT TFT
X








TR NAF TEMPPROMO EXTNDRETRN
X








TR NAF TEMPPROMOEXPRNG NAF13
X








TR NAF TEMPREASN EXPIRALERT
X








TR NAF WGI DUE CREDTBL DAYS
X








TR NAF WGI NOTFY FROM SUPVR
X








TR NAF WGI PREVIOUSDENYALERT
X








TR NAFMILRSPNSREMPLSTATCHGD
X








TR NAFREMOVFMLDISCPACTMOPF
X








TR HGAF ANN RETIREMENT DT
X








TR NONCONUS UPDATE NV AR DEP STATUS
X








TR OBLIGATED PSN NOT ON FILE
X








TR OBLIGATED RECORD
X








TR OBLIGATION EXPIRING EXTN
X
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TR OBLIGATION NOT IN RECORD
X








TR OBLIGTN EXPIRED TAKE ACT
X








TR OFCLDOCNR NO FINL INTRVU
X








TR OS RET AC CONFIRMATION
X








TR OS RETURNEE RCD ADDED
X








TR OS RETURNEE RCD COMPETE
X








TR OS RETURNEE RCD ENDDATED
X








TR OVERSEAS TOUR EXPIRING
X








TR OVERSEAS TOUR EXPRD ACT REQ
X








TR OVRSEAS POSN NOT ON FILE
X








TR PATERNITY LV EXPIRE 14 DAYS
X








TR PAY ADJ REJECT(fws)
X








TR PAY RATE DETERMINATE VALIDATE
X








TR PAYROLL INVALID LT *38
X








TR PAYTABLEID NOTABLE ENTRY
X








TR PHYSICAL EXAM WAIVER EXPIRED AGR 1
X








TR PHYSICAL TEST WAIVER EXPIRED AGR
X








TR POSN NTE DATE EXPIRING
X








TR PRCMPLCLSACTFNL INTRVUDU
X








TR PRECOMPLAINT FILED
X








TR PROF DEV PGM DUE AGR
X








TR PSN OBLIGATION REMOVED
X








TR REQUIRED TNG REVIEW
X








TR RESERVE CAT VERIFICATION
X








TR RESERVE CATEGORY CHANGED
X








TR RETURN RIGHTS CANCELLED
X








TR REVU LTR OF REPPRIMAND 1 YR
X








TR RTND GR AREA CONFLICT
X
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TR SEPERATION CHG SSAN TO PSEUDO SSAN
X








TR SPECIAL PLACEMENT UPDATE
X








TR SUSP OVR30DAYS NOSF50 OT
X








TR SUSPNSN NO50 OT PROJ SEP
X








TR TEMP PROMOTION WGI COMPL
X








TR TRAVL AGREEMENT EXPIRING
X








TR TVL AGREEMENT EXPIRING
X








TR TVL AGRMNT EXPRD DT CHGD
X








TR TVLAGMT EXPIRING NOTICE
X








TR UPDATE OBLIGATED POSITION
X








TR WGI DENIED
X








TR WGI NOT CONSUMMATED
X








TR WGI PROCESS INVALD SAL KEY
X








TR WHS DISAPROVD WGI REEVAL
X








Temporary Appointee Letter (EXTMAP)
X
X


X
X



Temporary Position Change To Obligated Position (XOBLTM)
X








Temporary Promotion/Reassignment/Perm DINS (XTEMP1)
X








Test History Worksheet (WRKSKB)
X








Test Reports
X








Thrift Savings Plan (TSP) Update Required (XTSP01)
X








Thrift Savings Plan Code Status (TSP-01)
X
X


X
X



Total Number of Accessions for Handicap-Permanent Workforce (CMACCS_H)
X








Total Number of Separations for Handicap-Permanent Workforce (CMSEPR_H)
X








Trainee Periodic Evaluation (T-EVAL)
X
X


X
X



Training Obligation Expiration (XRTTOE)
X








Training Request Form DD1556 (DD1556)
X








Transfer Obligation To New Position (XDBLTR)
X








User Profile Option Values







X
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Users of a Responsibility







X

Unacceptable Performance Ratings (XAPPR3)
X








Uniformed Service Finance Center Follow-Up Notice (USFCFN)
X








VRA Employee Record Has Been Updated (XTNG06)
X








VRA Training Plan (NARVRA)
X
X


X
X



Vacant Positions (XPSN05)
X








Verification Of Retention Allowance (XRTNAL)
X








WGI Due With Projected Action On File (XWG102)
X








WGI Withheld-Verify Validity Of Action (XWGIAP)
X








WTOP Expiration Date (XWTOPX)
X








Wageboard Maintenance Review Certification (NV-001)
X
X


X
X



Warrant Data Review (ACQ-02)
X
X


X
X



Within Grade Increase (WGI) Days Worked Change (XINTPR)
X
X


X
X



Within Grade Increase (WGI)  Delayed Pending Approval (XWGIDL)
X








Within Grade Increase (WGI) Denial Notice (XWGIDN)
X








Within Grade Increase (WGI) Status Changed (XWGIST)
X








Within Grade Increase -PTI INT Update Required (XWGI04)
X








Within Grade Increase Denial (XWGI01)
X








Within Grade Increase Denial Follow-Up (WIGIDN)
X








Within Grade Increase Processed-Audit Trail RIP (XWGIAU)
X








Within Grade Increase/Wage Grade Increase Notice (WGINAV)
X
X


X
X



Work Shift by Manager Report







X

Work Shifts Report







X

Zero (0) IN DIN J5I (SUPROB)
X


















NAVIGATION ROUTES:









CIVDOD REPORTS/PROCESSES & REPORTS/SUMIT PROCESS & REPORTS









CIVDOD VSB REPORT/PROCESS & REPORTSSUBMIT PROCESS & REPORTS
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US FEDERAL HR MANAGER/PROCESS & REPORTS/SUBMIT PROCESSES & REPORTS









CIVDOD PERSONNELIST/PROCESSES & REPORTS/SUBMIT PROCESS & REPORTS









CIVDOD MANAGER









CIVDOD SUPERVISOR/PROCESS & REPORTS/SUBMIT PROCESSES & REPORTS









CIVDOD SYSADM HR MANAGER/PROCESSES & REPORTS/SUBMIT PROCESSES & REPORTS









SYSTEM ADMINISTRATOR GUI/REQUESTS/RUN









DODSYSADMIN REGIONAL GUI/REPORT PRINT DELIVERY/SUBMIT PROCESS
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APPENDIX C – Tasks by Responsibility


CIVDOD PER-SONNELIST
CIVDOD PER-SON-NEL-IST OTHER
CIVDOD SUPER-VISOR
CIVDOD MAN-AGER
CIVDOD CLASSI-FIER
CIVDOD STAFF-ER

FEDERAL POSITION DESCRIPTION


X
X



REQUEST FOR PERSONNEL ACTION (RPA)
X
X
X
X
X
X

Appointment
X
X



X

Award/One Time Payment
X
X
X
X

X

Cancellation/Correction
X
X



X

Pers Act Reconstruction 911
X
X


X
X

Correction Process NOA 002

X


X
X

CAO/Transfer
X
X


X
X

Change Appointing Office
X
X


X
X

Transfer Interagency
X
X


X
X

Change Actions
X
X
X
X
X
X

Chg in Data Element
X
X


X
X

Chg in Art Status
X
X


X
X

Chg in Duty Station
X
X


X
X

Chg in FEGLI
X
X



X

Chg in Hours
X
X
X
X
X
X

Chg in Retirement Plan
X
X



X

Chg in SCD
X
X



X

Chg in Tenure
X
X



X

Chg in Veterans Pref
X
X



X

Chg in Work Schedule
X
X
X
X
X
X

Name Change
X
X
X
X

X

Chg in Position Sensitivity
X
X


X
X

Chg in Position Number
X



X
X

Chg Position Title
X



X
X

Details


X
X
X
X

Conversion to Appointment
X
X



X

Extension of NTE
X
X
X
X

X

Living Benefits
X
X



X

NonPay/NonDuty Status
X
X
X
X

X

Other Pay

X





Realignment
X
X
X
X
X
X

Reassignment
X
X
X
X
X
X

ARMY Longterm Training

X


X
X

Recruit/Fill
X
X
X
X
X
X

Return To Duty
X
X
X
X

X


CIVDOD PER-SONNELIST
CIVDOD PER-SON-NEL-IST OTHER
CIVDOD SUPER-VISOR
CIVDOD MAN-AGER
CIVDOD CLASSI-FIER
CIVDOD STAFF-ER

RIF Exception
X
X



X

Salary Change
X
X
X
X

X

Separation
X
X
X
X

X

Federal Position Information


X
X
X


Abolish


X
X
X


Review


X
X
X


Establish


X
X
X


Federal Position Change




X


Foreign Language Prof Pay
X
X


X
X

USUHS Salary/Data Change
X
X


X
X

Separate
X



X
X

People
X



X
X

CAO/TRANSFER REQUEST
X
X


X
X

Change Appointing Office
X
X


X
X

Transfer Interagency
X
X


X
X

MASS ACTIONS
X
X


X
X

Mass Realignment
X
X


X
X

Preview Mass Realignment
X
X


X
X

Final Mass Realignment
X
X


X
X

Custom Mass Realignment
X
X


X
X

Custom Final Mass Realignment
X
X


X
X

Mass Salary
X



X
X

Preview Mass Salary
X



X
X

Final Mass Salary
X



X
X

Mass Transfer IN
X
X


X
X

Preview Mass Transfer IN
X
X


X
X

Execute Mass Transfer IN
X
X


X
X

Mass Transfer OUT
X
X


X
X

Preview Mass Transfer OUT
X
X


X
X

Execute Mass Transfer OUT
X
X


X
X

WORKFLOW INBOX
X
X
X
X
X
X

CIVILIAN INBOX
X
X
X
X
X
X

COMPLAINTS TRACKING
X
X


X
X

EEO Complaints
X
X


X
X

BREAKDOWN FOLDER
X
X


X
X

REDUCTION IN FORCE (RIF)
X
X


X
X

PEOPLE
X
X
X
X

X

Address Change


X
X



Enter and Maintain
X
X
X
X

X

RECRUITMENT
X
X



X

Requisition and Vacancy
X
X



X


CIVDOD PER-SONNELIST
CIVDOD PER-SON-NEL-IST OTHER
CIVDOD SUPER-VISOR
CIVDOD MAN-AGER
CIVDOD CLASSI-FIER
CIVDOD STAFF-ER

Recruitment Activity
X
X



X

Applicant Quick Entry
X
X



X

Mass Update of Applications
X
X





WORK STRUCTURES
X
X
X
X
X


Organization 
X
X


X


Custom
X
X


X


Position 
X

X
X
X


Description
X

X
X
X


Hierarchy
X



X


Mass Moves of Positions
X



X


PSEUDOSF50
X
X

X
X
X

VIEW HRMS INFO


X
X
X
X

Histories
X
X
X
X
X
X

Employee Assignment

X
X
X
X
X

Absence
X
X
X
X
X
X

Salary
X
X
X
X
X
X

Entries
X

X
X
X
X

Lists
X
X
X
X
X
X

People Folder
X

X
X
X
X

Assignment Folder
X
X
X
X

X

People by Assignment
X
X
X
X
X
X

Assignments
X
X
X
X
X
X

Employees by Organization
X
X
X
X
X
X

Employees by Position
X
X
X
X
X
X

Employees by Position Hierarchy

X
X
X
X
X

Employees by Element
X
X
X
X

X

Employees by Absence Type
X
X
X
X

X

People by Special Information
X
X
X
X
X
X

PROCESSES AND REPORTS
X
X
X
X
X
X

Submit Processes & Reports
X
X
X
X
X
X

View Requests
X
X
X
X
X
X

View Reports
X
X
X
X
X
X

AUTORIF
X
X
X
X
X
X

Define a QuickPaint Report

X
X
X
X
X

Run a QuickPaint Report
X
X
X
X
X
X

Generate MS Word Letter
X
X
X
X
X
X

Submit Custom Reports

X
X
X
X
X

COREDOC
X

X

X
X

PAY500
X
X


X
X

LOCAL TABLES
X
X


X
X

Local Table Lookup Types
X
X


X
X


CIVDOD PER-SONNELIST
CIVDOD PER-SON-NEL-IST OTHER
CIVDOD SUPER-VISOR
CIVDOD MAN-AGER
CIVDOD CLASSI-FIER
CIVDOD STAFF-ER

Local Table Lookup Codes
X
X


X
X

PAYROLL REGENERATION

X


X
X

ROUTING GROUPS AND GROUPBOXES


X
X



ROUTING LISTS


X
X



APPENDIX D – Process Log Messages and Action

The following is a list of some of the most common messages that you may be received in the Process Log along with an explanation of the message and some of the ways to fix the described problem.

AWGI
“Please see log text” lists RPAs generated.

“-20001” lists Errors encountered. 

AWGI :10999
-20001 shows:  ERROR encountered in processing Auto WGI for : Brown, Patricia A ** Error Message ** : ORA-20001: APP-38023 Assignment ID Invalid. Person ID : 8835 Assignment ID : 8835 PA Request ID :

WGI Date Due and Pay date were blank.  Corrected record to add due dates.

AWGI :5708
-20001 shows:  ERROR encountered in processing Auto WGI for : Legaspi, Angel B ** Error Message ** : User-Defined Exception Person ID : 2091 Assignment ID : 2091 PA Request ID :

Research indicates employee is on grade retention that will expire prior to WGI due date.  AR 5139 submitted.

CAO:
ORA-20001: APP-38050 Routing group Invalid. Error WHILE starting WF





Person id: 1664





Assignment id: 1664 PA request id: 6665

Drop RPAs are being sent to the WGIBUDDY groupbox since July 20 (Patch 23.7?). 

These actions are CAO RPAs that were generated in WGI BUDDY by the gaining action.    Another DCPDS Agency (NW and Army) picked up PAC employees.  The first individual went from PHNSY/IMF to NW (mid-July) and the second one went from MEPS to another Army command (7/29).  This is a notification to the losing Agency and our action is to verify the information and close the RPAs.  These are also showing as Invalids because the individuals are Ex-Employees.



CIV_MAP_FINALERR
Lists errors encountered during the final mass appraisal process.

CIV_MAP_FINALERR01-Jun-01 02PM
Error in CIV_MAP_FINAL.process_mass_appraisal for Mass Appraisal Id : 42 Person Id : 3047 Sql Err is ORA-20001: CIV_NOT_AN_EMPLOYEE:

Employee transferred after effective date of Appraisal.  Manually updated Appraisal record for ex-employee.

CIV_MAP_FINALERR03-Jul-01 02PM
Error in CIV_MAP_FINAL.process_mass_appraisal for Mass Appraisal Id : 

64 Person Id : 1301 Sql Err is ORA-20001: CIV_NOT_AN_EMPLOYEE:

Employee Death processed with effective date prior to effective date of Appraisal.  No further action taken.

CIV_MAW_ELIG_-1
Per Sandy Edgecomb (CPMS), the files would only be used if there were a problem running the Mass Awards.  These files would act as a trace for them, the developers, to investigate any problems that may occur.

CIV_MAW_ELIG_5784
Lists number of actions to be processed for Mass Awards

CIV_MAW_PKG_5784
List employees who were processed for Mass Awards

GHR_CPDF_

DYNRPT_1088
Error Shows:  Person ID 8766 does not have 'US Gov Perf Appraisal' on 06-MAY-2001.

New hires – per Code 53, ignore.

GHR_Proc_Futr_Act
Lists future dated RPAs that were process during Initiate Process Future Dated SF52 Due For Processing.  Includes actions processed in MAW.

GHR_Proc_Futr_

Act_12786
Request Number : WGI:1211

PA_REQUEST_ID : 1211

Employee Name : Suzuki ,Kimberly

SSN           : XXX-XX-XXXX

First NOA Code: 893

Second NOA Code: 

Error : ORA-20001: APP-38288 Position is currently in an Invalid Status please validate before continuing.
Position needs to be validated, go to WGIBUDDY and respond to RPA and Update HR.

GHR_Proc_Futr_

Act_17651
Request Number : 01MAY84B62755L001352

PA_REQUEST_ID : 1933

Employee Name : Lustri ,James

SSN           : XXX-XX-XXXX

First NOA Code: 703

Second NOA Code: 

Error : ORA-20001: APP-38290 This position is occupied by another employee. Determine if further action must be taken to vacate the position before updating this personnel action.

Responded to RPA, changed position to a valid vacant position, and Update HR.

GHR_Proc_Futr_

Act_39726
Routing Error:

Request Number : 01AUG84B69198C005216

PA_REQUEST_ID : 7527

Employee Name : Wolfe ,Allen

SSN           : XXX-XX-XXXX

First NOA Code: 713

Second NOA Code: 

Errored while routing it to the approver's Inbox 

Error : ORA-20001: APP-38103 User does not belong to the Groupbox.

SF52 Errored Out:

Request Number : 01AUG84B69198C005216

PA_REQUEST_ID : 7527

Employee Name : Wolfe ,Allen

SSN           : XXX-XX-XXXX

First NOA Code: 713

Second NOA Code: 

Error : ORA-20001: APP-38103 User does not belong to the Groupbox.
Groupbox that RPA was Update to HR from was inactivated and user who did the Update to HR on the RPA was no longer attached.  Re-attached user and processed futures again and NPA created with no error.  Note that while the error says “Approver’s inbox”, it’s really the userid that was used to Update HR that needs to be attached, not the “approver”.

GHR_Proc_Futr_

Act_42551
Request Number : MAW:13226-318

PA_REQUEST_ID : 13226

Employee Name : Eguchi ,Lane

SSN           : XXX-XX-XXXX

First NOA Code: 847

Second NOA Code: 

Error : ORA-20001: CIV_CHK_VALID_AWD_B:

GHR_Proc_Futr_

Act_45490
Request Number : 01AUG84B39934D006760

PA_REQUEST_ID : 13324

Employee Name : Berlin ,Donald

SSN           : XXX-XX-XXXX

First NOA Code: 760

Second NOA Code: 

Error : ORA-20001: CIV_NOT_TEMP_EMP:

Employee was on an Appt NTE.  The RPAs to extend the Appt was processed 2 days prior to the eff date and Updated to HR as a future action.  Unfortunately, the NOA-355 processed in the system and these future actions rejected because the employees were ex-employees.



SF52 Processed:
Lists RPAs that were processed during Initiate the Suspense Process

Susp Element API:: 22430
ORA-20001: APP-38023 Assignment ID Invalid. Person id: 5072 Assignment id: 5072

Message Name shows: -20001 - HEALTH BENEFITS

In HELP, ABOUT THIS RECORD, HRSCRQST updated HB values from ZZZ (ineligible) to ZZX (pending) at 12:16am.  ZZX is the correct value but not sure why it chose eff date of 03-Jul-01.  Date tracked back to the correct eff date of 16-Jun-01 and updated ZZX.

Since the error appeared in process log on Monday, 02-Jul-01, the only action that updated was a NOA 355, Term - Exp of Appt eff 30-Jun-01 (which was cancelled on 02-Jul-01) with HB values of ZZZ.  I guess the system was smart enough to know it should have been a ZZX?  Don't understand why though it chose 02-Jul-01 to update to ZZX.

SUSP Run Count::
Shows number of Encumbered and Unencumbered records found during Initiate the Suspense Process

Susp SF52 Errors
Lists errors encountered when trying to create system generated actions (e.g. Termination, Conversion to Career Tenure) during Suspense.

Susp SF52 Errors:18054
Effective Date 26-MAY-2001Roque,Robyn A  SSN : 001-58-0173ORA-20001: APP-38479 Invalid Group Box Defined For Personnel Office:  Please Contact System Administrator.

Research indicates employee conv to career due on 05-26-2001, appointed to PAC on 05-27-2001.  System is attempting to create Conv to Career Tenure RPA day before employee was hired to our database.

Susp SF52 Errors:7822
Error shows: Effective Date 06-MAY-2001Sojot,Allan J  SSN : 576-92-4744ORA-20001: APP-38479 Invalid Group Box Defined For Personnel Office:  Please Contact System Administrator.

115 Eff 05/07/2001 input with nte 05/06/2001.  System is attempting to create a 355 Termination RPA effective the day before the employee was hired to our database.

SUSP: $AQ: 22430
ORA-20001: NO DATA IN PER_ASSIGNMENTS_X: Person id: 5072 Assignment id: 5072

SUSP:WGI calls: 17255
ORA-20001: Err – LOCAL SAL LOOKUP: Person id: 8363 Assignment id: 8363

Corrected Employment Category Group from 2 (Wage) to 1 (Salaried)

SUSPENSE:12430
PERSON_ID: 4143 Exists in PA requests table

System consummated a 355 Termination while a 765 Extension was sitting in an inbox/groupbox.

SUSPENSE:31523
PERSON_ID: 86 Exists in PA requests table

System is attempting to process an 880 Chg in Tenure Group effective 07-18-2001 (that was cancelled but due date not reset) but there is a 773 Ext of LWOP eff 07-19-2001 that has been processed.  Conv to Career date reset.
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APPENDIX E – DCPDS User Request Form

MODERN SYSTEM USER ACCOUNT REQUEST FORM INSTRUCTIONS, PAGE 1 OF 2

TYPE OF REQUEST:  If the user has never had a Modern DCPDS account select ADD, If one user is replacing another on an existing account select NAME CHANGE/REPLACES, If modifying the access/responsibilities select MODIFY, If the User no longer needs access to the system, or you wish the account disabled at a certain date select DELETE/END DATE, Otherwise select OTHER and briefly state the modification.

SECTION 1

NAME - Users full name including middle initial.  For example:  Smith, John A.  

APPLICABLE STATUS: - Civil service civilian employee, Civilian government contractor working for a private company, Military member, Local National civilian employee, Other- other types of employees not covered above, etc.

SSN:  Users social security number.  
DOB: - Users date of birth.

GENDER: - Users gender either Male or Female.   

POSITION TITLE - The Position title of the user.  This is what shows when the user signs off on the NPA/52 form.

UIC:  The users UIC.  Also used to build the user id  (i.e.  00681, 69206, 00242)

ORGANIZATION CODE: The organization code the USER belongs to.  This is used to build the user id. 

ACTIVITY NAME: The user activity name.

LOCATION/BLDG NUMBER:  The building number of the users worksite.

MAILING ADDRESS: The mailing address of the users worksite.

PHONE:  The users commercial phone with area code.

DSN: - The users DSN phone number.

FAX:  The users fax number commercial w/area code.

DSN FAX:  The users DSN fax number.

EMAIL (INTERNET):  A valid INTERNET email address for the individual (i.e. computer_dave@sw.hroc.navy.mil)

DEFAULT PRINTER:  Identify printer the employee primarily prints to.  (For HRSC Staff only.)

PATH TO GHOSTVIEW: A valid path for the ghostview program.   Path must include drive letter, path and filename of the ghostview program.   For example: C:\GSTOOLS\GSVIEW\GSVIEW32.EXE.  Recommended path is C:\GSTOOLS\GSVIEW\GSVIEW32.EXE.

IP ADDRESS TO BE BROADCAST: The IP address that is broadcast to users off-site.  For example if you are behind a firewall, the firewall normally broadcasts its address off-site.  

REQUESTOR’S SIGNATURE:  The Requestor/User must signed and date this area before access will be granted.

ACTIVITY REPRESENTATIVE/APPOINTING OFFICER SIGNATURE:   The user’s supervisor must sign and date this area before access will be granted.   Forms will not be valid if this is left blank or if the supervisor and requestor signatures are the same.

SECTION 2

MODERN DCPDS ACCESS (CHECK ONE ITEM IN THE FIRST COLUMN AND ALL THAT APPLY IN THE REMAINING TWO COLUMNS.)

· US Module/LN Module – US Module for someone working with Appropriated Fund employees/positions and LN Module for someone working with Local National employees/positions.

· Sys Admin (HRSC Only) – Someone who will have the responsibility of creating accounts and monitoring they processes of 

· the system.

· Personnelist at HRSC – Someone who works in the Human Resources Service Center.

· Personnelist at HRO – Someone who works in the Appropriated Fund, Human Resources Office.

· Manager/Supervisor – A manager or supervisor at the activity.  Personnelists may check this box in addition to the Personnelist box.

· Administrative Support – Someone not listed above that inputs requests for personnel actions (RPA’s).

· IT SUPPORT – Check if you will use the system only to test users connections and will not submit actions.

· Initiates/Creates RPAs – Someone who has the ability to create an RPA.

· Signs RPAs as Requesting Official – Someone who has the ability to sign the RPA in the Requesting Official block.

· Signs RPAs as Authorizing official – Someone who has the ability to sign the RPA in the Authorizing Official block. 

· Reviews RPAs only (Fiscal) – Someone like a budget officer who reviews RPA’s before sending forward.

· Approves RPAs as Appointing Official – Someone who signs the NPAs as the Appointing Official. (Normally the person responsible for Updating HR and usually an HRSC employee.)

· Is a classifier/has classification authority – Someone who needs classification authority in Coredoc.

· Writes position/job descriptions – A regular user who needs Coredoc access to create/edit Coredocs.

· CSU (Employee Information) – Someone who requires access to the CSU application to view employee information.

CIVDOD OTA:  OTA=Oracle Training Administrator

· Training Coordinator – Access to training records and reports for their assigned to unit.
· Fiscal Coordinator –Access to information on individual, groups and total training costs.  Does not have access to employee records.

· Manager/Supervisor – Access to all records and reports for their assigned employees

· Personnelist – Complete access to all training processes and reports.  

· Organization Training Monitor –This is the person in each organization who is responsible for handling and monitoring training.
· Training Administrator – Access to all training process and reports and capable of changing roles for OTA.
MODERN DCPDS INBOX REQUIREMENTS:

· User will not share an Inbox – The user does not wish to share an inbox with anyone.  If an action is routed to this user and the user is on leave, no one will be able to get the action until the user returns.

· User will belong to the following Group Boxes - This allows the user to share an inbox with one or more users.  Unlike PPI’s a user can belong to more than one shared inbox/groupbox.  If known, please put the groupbox names of the boxes to which the user would like to belong.  

WEBCOG ACCESS

· Web Cognos

· Datamart Access – Someone running reports for the HRSC/HRO/Activity/Organization
· SF50(NPA) Print Only – Someone responsible for printing SF50’s(NPA) for the Activity/Organization

· Level of Access

· Major Claimant/HQ – Access to all employees within the HRSC for a specified Major Claimant
· HRSC – Access to all employees serviced by the HRSC.
· HRO – Access to all employees within a specified HRO.
· Manager – Access to employees manager is responsible for.

· User Type

· Datamart Admin (HRSC Only) – Sys Admin for region, Creator of reports to be saved to web server for all activities.
· Creator of Reports – Creator of reports (cannot save to web server).
· Viewer of Report – View/Run existing reports on web server.
User requires access to the following personnel records:

· No Restrictions – Grants access to all records in the database. 


· All records serviced by the HRO  - Grants access to all records that the HRO services. Proper format for access is CPO ID.  A % sign can be used as a wildcard.  For example MJ% would grant access to CPO ID MJ and all organizations beginning with MJ.
· Limited access – User should view records with the following limitations – Allows the manager/HRO to restrict the user to only see certain records in the database.  If this area of the form is not completed, the user will only see their record and employees under them in the hierarchy.   Proper format for access is UIC and ORG code.  A % sign can be used as a wildcard.  For example 00283/5% would grant access to UIC 00283 and all organizations beginning with a 5 (501, 5000, 5155, 51, etc.)

HRO REPRESENTATIVE SIGNATURE: The HRO must sign and date this area before access will be granted to the system.  

SECTION 3

This section MUST be completed by the Activity Security Officer and MUST be completed in its entirety.

TYPE OF INVESTIGATION: Check the type of Investigation done on the user (Civilians are usually a NACI, military are usually ENTNAC).

DATE OF INVESTIGATION: Input the date the investigation was completed.  

VERIFIED BY: The Full name of the security manager who is signing off on the form.

VERIFIED BY(SIGNATURE):  The signature of the security manager who verified the investigation was completed satisfactorily.

SECTION 4

This area to be completed by the HRSC only.

NETWORK ACCESS (Windows NT account) – Someone new to the HRSC.

ESTABLISH E-MAIL ACCOUNT – Someone new to the HRSC/NAVY.  (If employee came from a Navy/NMCI activity they will not require a new email account.)

RESUMIX ACCESS     (Have a request in to the Resumix Corporate team for definitions for these access levels)

· Operator

· Operator Delete

· Recruiter

· Recruiter Delete

· Sys Admin 

· Sys Admin Backup

· Training

SECTION 5

ADDITIONAL INFORMATION:  Any additional information the user/manager/hro would like to provide can be included in this area.

SECTION 6
THIS SECTION TO BE COMPLETED BY HRSC EMPLOYEE BUILDING THE USER ACCOUNTS

USER ID – Enter User ID created

SECURE PROFILE/VIEW NAME – Enter Secure Profile/View, if a new one is created

RPA NUMBER – Enter RPA number for account.  (Only required if user will be creating RPAs.)

CSU USER ID – Enter CSU User ID, if created.

USER DEFAULT PRINTER – Enter users Default printer, if an HRSC Employee and printer is other than system default.

DIAL-IN ACCOUNT REQUIRED – YES if a Dial-in account is required; NO if none required.

RESPONSIBILITIES – Enter users responsibilities/secure responsibilities

GROUP BOXES – Enter Group boxes user is assigned to.
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PERSONAL DATA – PRIVACY ACT OF 1974

USER ACCOUNT REQUEST

TYPE OF

 REQUEST:
 FORMCHECKBOX 
  Add 


 FORMCHECKBOX 
  Name Change/Replaces       


 FORMCHECKBOX 
  Other (explain     )

 FORMCHECKBOX 
  Modify      

 FORMCHECKBOX 
  Delete/End Date     Reason:       

Section 1.                                                               This section to be completed by Requester/Supervisor 

Full Name (Last, First, MI): No Nicknames, Please. Include Military title if applicable:

     
Check the applicable status:

 FORMCHECKBOX 
  Civilian Employee

 FORMCHECKBOX 
  LN Employee
 FORMCHECKBOX 
  Gov't Contractor

 FORMCHECKBOX 
  Military


 FORMCHECKBOX 
  Other, Specify:      

SSN:    

     
DOB:  (DD-MMM-YYYY)  

     
Gender:

 FORMCHECKBOX 
 M      FORMCHECKBOX 
 F
Position Title:       

UIC:       
Organization Code:        

Activity Name:      
Location/Building Number:      

Mailing Address:      
Phone (Including Area Code):

     
DSN:

     


Fax:          
DSN:

     

Email Address:      
Default Printer:      

Path to Ghostview:      
IP Address to be broadcast:      

I assume the responsibility for the data and system to which I am granted access.  I will not exceed my authorized access.  I understand my obligation to protect all passwords for the applications to which I am granted access.

(Requestor's Signature)           
                                            (Date)


I certify this user requires access as requested in the performance of his/her job function.

(Supervisor Signature)           
                                           (Date)

Section 2.                                                                       To be completed by Manager/Supervisor

MODERN DCPDS ACCESS:  (Please check all the following options that apply to this user)

NOTE:  User cannot be Reviewer and Requesting/authorizing Official

 FORMCHECKBOX 
   US Module


 FORMCHECKBOX 
    LN Module

 FORMCHECKBOX 
  Sys Admin (HRSC only)
 FORMCHECKBOX 
  Initiates/Creates RPAs
 FORMCHECKBOX 
  Is a Classifier/Has Classification Authority



 FORMCHECKBOX 
  Personnelist at HRSC
 FORMCHECKBOX 
  Signs RPA as Requesting Official
 FORMCHECKBOX 
  Writes Position/Job Descriptions

 FORMCHECKBOX 
  Personnelist at HRO
 FORMCHECKBOX 
  Signs RPA as Authorizing Official
 FORMCHECKBOX 
  CSU (Employee Information)

 FORMCHECKBOX 
  Manager/Supervisor
 FORMCHECKBOX 
  Reviews RPAs only (Fiscal)



 FORMCHECKBOX 
  Administrative Support
 FORMCHECKBOX 
  Approves RPAs as Appointing Official           

 FORMCHECKBOX 
  IT Support

 FORMCHECKBOX 
  CIVDOD OTA:
 FORMCHECKBOX 
  Training Coordinator
 FORMCHECKBOX 
  Manager/Supervisor
 FORMCHECKBOX 
  Organization Training Monitor


 FORMCHECKBOX 
  Fiscal Coordinator
 FORMCHECKBOX 
  Personnelist
 FORMCHECKBOX 
  Training Administrator

Modern DCPDS

Inbox Requirements
  FORMCHECKBOX 
  User WILL NOT share an inbox 
 FORMCHECKBOX 
 User will belong to the       following Group Boxes:
     
     
     




     
     
     

  FORMCHECKBOX 
 WEB COGNOS ACCESS: (Please check all the following options that apply to this user) 

Web Cognos:
 FORMCHECKBOX 
  DataMart Access
 FORMCHECKBOX 
  SF50 Print Only
Level Of Access:
 FORMCHECKBOX 
  Major Claimant/HQ
 FORMCHECKBOX 
  HRSC 
 FORMCHECKBOX 
  HRO
 FORMCHECKBOX 
   Manager

User Type:
 FORMCHECKBOX 
  DataMart admin (HRSC Only) 
 FORMCHECKBOX 
  Creator of Reports 
 FORMCHECKBOX 
  Viewer of Reports



User requires access to the following personnel records:

 FORMCHECKBOX 
  No Restrictions - User views all records in the database                                                        FORMCHECKBOX 
  All Records serviced by the HRO (Identify CPO IDs below.)
 FORMCHECKBOX 
  Limited Access - User views records with the following limitations (access should be limited to the following CPO ID/UICs/ORGs, Example:  MJ00187/ALL, MJ00187/20%)

     
     
     
     
     

Section 3.    This section to be completed by Security Manager:  (*****MUST be completed before ANY type of access will be permitted.*****)  

Type of Investigation:

 FORMCHECKBOX 
 NACI     FORMCHECKBOX 
 ENTNAC    FORMCHECKBOX 
 Other
Date of Investigation:

     
Verified by: (Print First, Middle, Last)

     
Verified by:  (Signature)

Section 4.                                                                                        For HRSC use only

 FORMCHECKBOX 
  Network Access (Windows NT account) HRSC STAFF ONLY:

            

 FORMCHECKBOX 
  Establish E-Mail Account (indicate desired name):

           

 FORMCHECKBOX 
  RESUMIX ACCESS:
 FORMCHECKBOX 
  Operator
 FORMCHECKBOX 
  Recruiter
 FORMCHECKBOX 
  Sys Admin  
 FORMCHECKBOX 
  Training

Please check all options that apply 
 FORMCHECKBOX 
  Operator Delete 
 FORMCHECKBOX 
  Recruiter Delete
 FORMCHECKBOX 
  Sys Admin Backup

Section 5.                                                                                        Additional Information

     


Section 6.                                                                                    For HRSC Code 20 use only


USER ID:       
Network Name:       
HRSC Printer Designation:       
Secure Profile/View Name: (If applicable)        
RPA  Number:        



CSU USER ID:        
User Default Printer:      
Dial-In Account Required:  YES     NO



Responsibilities:       



Group Boxes:
     
     
     
     
     




PERSONAL DATA – PRIVACY ACT OF 1974

� EMBED PBrush  ���
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		Major Claimant Codes as listed in Datamart - For Smart Number use only

		MAJCOM		Code

		08		A		Immediate Office of the Secretary of the Navy

		09		B		Navy Staff Offices

		10		C		Navy Field Offices

		11		D		Immediate Office of the Chief of Naval Operations

		12		5		Assistant for Administration UNSECNAV

		14		E		Office of Naval Research

		15		F		Naval Intelligence Command

		18		G		Bureau of Medicine and Surgery

		19		H		Naval Air Systems Command

		22		I		Bureau of Naval Personnel

		23		J		Naval Supply Systems Command

		24		K		Naval Sea Systems Command

		25		L		Naval Facilities Engineering Command

		27		M		U. S. Marine Corps

		30		N		Strategic Systems Programs

		33		O		Military Sealift Command

		39		Q		Space and Naval Warfare Systems Command

		41		4		Navy Systems Management Activity

		52		6		Commander, Navy Installations

		60		R		Atlantic Fleet

		61		S		U.S. Naval Forces Europe

		62		T		Chief of Naval Education and Training

		63		U		Naval Computer and Telecommunications Command

		65		V		Naval Meteorology and Oceanographic Command

		69		W		Naval Security Group Command

		70		X		Pacific Fleet

		72		Y		Naval Reserve Force

		74		P		Naval Special Warfare Command

		76		7		Naval Education and Training Command

		DD		1		Other DOD Components

		ND		2		Non-DOD Components

		RK		3		Resolution Trust Corporation

		ZS		Z		Navy, Title 5, USC,CIV POSN R REIMB FRM USSOCOM,DEF AGCY O&M
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